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1	Overall description
SA3 has an ongoing study TR 33.845 on potential authentication enhancements due to threats reported recently. 
Solution #8 of TR 33.845 suggests to use K during KSUCI derivation to derive a new key, which resulted within SA3 in discussion whether this imposes a security risk.
SA3 would like to request ETSI Sage whether there is a security risk to derive a new key from the long-term key for any new purposes different from the ones already specified for AKA procedure and, in particular, in the context of solution #8. 

2	Actions
To ETSI SAGE
ACTION: 	SA3 asks ETSI SAGE to provide a response whether there is a security risk to derive a new key from the long-term key K. 


3	Dates of next TSG SA WG 3 meetings
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