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	Reason for change:
	In clause 5.6.6 of TS23.501, it defines that at any time, a DN-AAA server may revoke the secondary authorization for a PDU Session. However, in TS33.501, the secondary authorization revocation for a PDU session is not defined.

	
	

	Summary of change:
	Add a new clause for Secondary authentication/authorization revocation procedure.
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********** START OF 1st CHANGE **********
 11
Security procedures between UE and external data networks via the 5G Network 

11.1
EAP based secondary authentication by an external DN-AAA server
11.1.x
Secondary Authorization Revocation 
At any time, a DN-AAA server may revoke the authorization for a PDU Session and according to the request from DN-AAA server, the SMF may release the PDU Session as specified in clause 5.6.6 of TS 23.501 [2].
********** END OF 1st CHANGE **********
