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### 

### 13.3.6 Authentication and authorization between SCP and network functions

The SCP and network functions shall use one of the following methods described in clause 13.1 to mutually authenticate each other before service layer messages can be exchanged on that interface:

- If the PLMN uses protection at the transport layer, authentication provided by the transport layer protection solution shall be used for mutual authentication of the SCP and the network functions.

- If the PLMN does not use protection at the transport layer, mutual authentication of the SCP and network functions may be implicit by NDS/IP or physical security.

Authentication between the SCP and the Network Function may be implicit by co-location.

Editor's Note: Authoriziation between SCP and NFs is ffs

In the present document, authorization between the SCP and the NFs is based on static authorization as described in clause 13.3.0.

Alternative text proposals in order to delete ed.note:

However, there is no mechanism which allows the NF, e.g., NF Service Consumer, to communicate to the far end node, e.g. NF Service Producer, that the SCP is authorized on its behalf.

However, it does not address how SCP is authorized by the NF Service Consumer to request services on its behalf.

No dynamic mechanism for establishing authorization between the SCP and NFs is defined.

Text that provides a reference to NOTE 3 in clause 13.3.1.2: NOTE 3: If only hop-by-hop security is used in a PLMN, the NRF is not able to verify that an access token request sent by SCP on behalf of a certain NF Service Consumer, is actually authorized by this consumer.
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