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### X.Y.Z No resynchronization

* *Threat name:* No resynchronization
* *Threat Reference*: Denial of Service
* *Threat Description*: In the synchronization failure scenario, after receiving the CM4 message from HSS, the UE may not be able to access to the network if no new authentication procedure is triggered by the S-CSCF, i.e. the UE is given no opportunity to resynchronize with the network. This can result in waste of system resources and deny a legitimate user access to the system.
* *Threatened Asset*: Sufficient Processing Capacity
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