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Meeting topics
	Item
	Title
	UID
	Acronym

	1
	Agenda and Meeting Objectives

	2
	Meeting Reports

	3
	Reports and Liaisons from other Groups

	4
	Work areas

	
	Rel-15 (see NOTE 1)

	4.1
	
Security aspects of 5G System - Phase 1 (Rel-15) 
	750016
	5GS_Ph1-SEC

	
	Rel-16

	4.2
	
Security Assurance Specification for 5G (Rel-16)


	790015
	SCAS_5G

	4.3
	Mission Critical security (Rel-16)
	800032
	MCXSec

	4.4
	
Security Aspects of the 5G Service Based Architecture (Rel-16)
	850016
	5G_eSBA

	4.5
	
Authentication and key management for applications based on 3GPP credential in 
5G 
(Rel-16)
	800036
	AKMA

	4.6
	
Evolution of Cellular IoT security for the 5G System (Rel-16)
	850014
	5G_CIoT

	4.7
	
Security of the Wireless and Wireline Convergence for the 5G system 
architecture 
(Rel-16)
	850015
	5WWC

	4.9
	
Security aspects of Enhancement of Network Slicing (Rel-16)
	850022
	eNS

	4.10
	
Security Aspects of 3GPP support for Advanced V2X Services (Rel-16)
	860014
	eV2XARC

	
	Rel-17

	4.11
	
Integration of GBA into 5GC (Rel-17)
	850023
	GBA_5G

	4.12
	
Security Assurance Specification for IMS (Rel-17)
	860016
	SCAS_IMS

	4.13
	
Security Assurance Specification Enhancements for 5G (Rel-17)
	870020
	eSCAS_5G

	4.14
	
Security Assurance Specification for Service Communication Proxy (SECOP) 
(Rel-17)
	870019
	SCAS_5G_SECOP

	4.15
	
Security Assurance Specification for 5G NWDAF (Rel-17)
	870018
	SCAS_5G_NWDAF

	4.16
	
Security Assurance Specification for Non-3GPP InterWorking Function (N3IWF) (Rel-
17)
	870017
	SCAS_5G_N3IWF

	4.17
	
Security Assurance Specification for Inter PLMN UP Security (Rel-17)
	880003
	SCAS_5G_IPUPS

	4.18
	
eSCAS_5G for Network Slice-Specific Authentication and Authorization Function 
(NSSAAF)
	890013
	SCAS_5G_NSSAAF

	4.19
	
Mission critical security enhancements phase 2
	890011
	MCXSec2

	4.20
	
Enhancements to User Plane Integrity Protection Support in 5GS
	890012
	eUPIP_SEC

	4.x
	
Any approved work item
	
	

	4.21
	
New work item proposals

	
	No release restrictions

	4.22
	
Other work areas (no release restrictions)

	5
	Studies areas

	
	Rel-17

	5.1
	
Study on 5G security enhancement against false base stations
	810032
	FS_5GFBS

	5.2
	
Study on SECAM and SCAS for 3GPP virtualized network products
	810037
	FS_VNP_SECAM_SCAS

	5.3
	
Study on User Plane Integrity Protection
	820006
	FS_UP_IP_Sec

	5.4
	
Study on Security Impacts of Virtualisation
	820007
	FS_SIV

	5.5
	
Study on authentication enhancements in 5GS
	820009
	FS_AUTH_ENH

	5.6
	
Study on storage and transport of 5GC security parameters for ARPF authentication
	850018
	FS_5GC_SEC_ARPF

	5.7
	
Study on security aspects of Unmanned Aerial Systems
	880007
	FS_UAS_SEC

	5.8
	
Study on Security Aspects of Enhancement of Support for Edge Computing in 5GC
	880002
	FS_eEDGE_SEC

	5.9
	
Study on Security Aspects of Enhancement for Proximity Based Services in 5GS
	880005
	FS_5G_ProSe_Sec

	5.10
	
Study on security for enhanced support of Industrial IoT
	880010
	FS_IIoT_SEC

	5.11
	
Study on Security Aspects of Enhancements for 5G Multicast-Broadcast Services
	880006
	FS_5MBS_SEC

	5.12
	
Study on enhanced security support for Non-Public Networks
	880008
	FS_eNPN_SEC

	5.13
	
Study on security aspects of the Disaggregated gNB Architecture
	880004
	FS_disagg_gNB_Sec

	5.14
	
Study on User Consent for 3GPP services
	890037
	FS_UC3S

	5.15
	
Study on security aspects of the 5GMSG Service
	890010
	FS_SEC_5GMSG

	5.16
	
Study on security aspects of enablers for Network Automation (eNA) for the 5G 
system 
(5GS) Phase 2
	890015
	FS_eNA_SEC

	5.17
	
Study on the security of AMF re-allocation
	890014
	FS_AMFREAL_SEC

	5.18
	
Study on Security for NR Integrated Access and Backhaul
	830021
	FS_NR_IAB_Sec

	5.19
	
Study on the security of the system enablers for devices having multiple Universal 
Subscriber Identity Modules
	TBD
	FS_MUSIM_SEC

	5.y
	
Any approved study item
	
	

	5.20
	
New study item proposals

	
	No release restrictions

	5.21
	
Other study areas (no release restrictions)

	6
	CVD and research

	7
	Any Other Business


NOTE 1: For Rel-15 the focus is only on essential FASMO (frequent and serious mis-operation) corrections. 
Meeting objectives

· Rel-17 work and study items
· Rel-16 maintenance
· Rel-15 FASMO
