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Decision/action requested

It is proposed to endorse the proposal of this discussion paper. 
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Rationale

The AKMA architecture in TS 33.535 [1] includes the AAnF which is a new network function in 5GC. However, there is no selection procedure for the AAnF currently specified in TS 33.535 [1].  Several of the architectural decisions for AKMA were taken before the SA3#99e meeting and captured in S3-201146 and some of these decisions were adapted during the meeting and recorded in the minutes of a offline teleconference. The teleconference minutes were distributed in an e-mail thread with subject under the subject "[SA3#99-e][4.10] AKMA Conf Call Minutes".  The minutes mention the following among other information: 
...

2.      Where to store the key material, in AAnF, UDM or AUSF

Conclusion1:The key material can be stored in AAnF. 

Conclusion2:The key material stored in AAnF contains A-KID, Kakma and SUPI. (No timestamp)

Conclusion3:A-KID is extended with routing information identifier for AAnF selection.
Conclusion4: S3-201050 is set to be the basis for further discussion. Other contributions in this group [WA7], i.e. S3-201049, S3-201191, and S3-201285 can be noted.

...
The offline discussion on the AAnF and the Conclusion3 highlighted above were initiated by the requirement of large operators to have multiple AAnFs in a PLMN for scalability purposes. According to Conclusion3 the RID parameter in the A-TID is to be used for selection of the AAnF. The way AAnFs could be deployed in order to meet deployment scalability requirements is shown in the Figure 1 below. 
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Figure 1: AAnF deployment architecture
The use of RID in the A-TID implies that the AAnFs may be segmented supporting a given set of UEs within the HPLMN based on the RID/GID/SUPI Ranges similar to the segmentation available for the AUSF/UDM/PCF/UDR. 
Additionally, in order to allow the AUSF and AF/NEF to select different AAnF instances (within the same AAnF RID/GID/SUPI Ranges) to store and retrieve KAKMA for the same user, the NF Set concept can be applied to AAnF. 
According to TS 23.501 [3] an NF set is "a group of interchangeable NF instances of the same type, supporting the same services and the same Network Slice(s). The NF instances in the same NF Set may be geographically distributed but have access to the same context data". Therefore, the AAnF instances within an AAnF Set are supposed to share UE context (i.e. have access to the KAKMA). The context sharing is based on implementation i.e. not standardized. 
4
Detailed proposal

It is proposed to agree the CR included in S3-203213 for a new AAnF selection clause.
