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1	Decision/action requested
This contribution proposes to discuss the TAU reject issue during MME handover, and send an LS to CT4 .
2	References
[1]	3GPP TS 29.274	3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service (GPRS)
Tunnelling Protocol for Control plane (GTPv2-C);
3	Rationale
3.1	Introduction
New, chained use case was identified, when a fast moving UE attaches to 5GS, then moves to MME-1 in EPS and shortly thereafter moves to MME-2. Below are details of the use case.
3.2	Discussion
The issue can be illustrated with the following figure.
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Figure 1 TAU reject issue during MME handover

UE moves from AMF to MME-1 for EPS fallback, using the 5GS to EPS handover using N26 interface handover procedure:
-	AMF will derive a mapped EPS NAS security context and will send it to MME-1 with Forward Relocation Request, which contains MM Context IE (EPS Security Context and eKSI without the TSC part). Note that the KSI in the MM context IE of the messages sent from the AMF to the MME-1 contains only the KSI value part (the last 3 bits of the KSI, see bits 1-3 in in octet 5 of Figure 2, which is the same with Figure 8.38-5 in TS 29.274 [1]), i.e. it does not contain the TSC type part (the first 1 bit of the KSI). Therefore, from the received EPS Security Context the MME-1 cannot determine if the received EPS NAS security context is a native one or a mapped one. From the Sender F-TEID IE however the MME-1 will determine that the message came from an AMF and therefore the received EPS NAS security context is a mapped one.
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Figure 2 EPS Security Context and Quadruplets
-	The UE obviously knows it has moved from 5FS to EPS and therefore the UE will derive a mapped EPS NAS security context. So, both the UE and the MME-1 will use the same type of the EPS NAS security context and therefore the procedure will succeed.
Observation 1: no issues identified on the EPS security context alignment after handover from AMF to MME1.
UE is still in connected state, while if moves from MME-1 to MME-2 using S1-based handover procedure:
-	MME-1 keeps EPS NAS security context intact and sends the mapped EPS NAS security context to the MME-2 with Forward Relocation Request, which contains MM Context IE (EPS Security Context and eKSI without the TSC part). In this case however, the Sender F-TEID IE will indicate the sender is an MME. Hence, MME-2 will not have any way to determine that the received EPS NAS security context is a mapped one. So, MME-2 will assume received EPS NAS security context is a native one.
-	The UE obviously knows it has moved from MME-1 to MME-2 and that the EPS NAS security context is a mapped one. So, the UE and the MME-2 will use different EPS NAS security context types. During the TAU (see e.g. step 18 in clause 5.3.3.0A of 3GPP TS 23.401), the UE sends TAU Request, which is integrity protected and therefore the TAU will fail.
Observation 2: TAU will fail caused by the misalignment on the EPS security context (i.e. mapped VS native) after handover from MME1 to MME2.
3.3	Conclusions
To resolve the problem, it is proposed to ask CT4 to revise the EPS security context, in order that the TSC part indicating the mapped or native security context will be forwarded to the target MME during the MME handover scenario.
4. Proposal
It is proposed to send an LS to CT4, and ask them to implement the TSC part during the MME handover.
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