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1. Overall Description:
In SA3#99e, SA3 sent a LS to SA2 regarding the MITM attack in CAG, then, SA2 approved a solution to solve the FBS issue without SA3 consent. 
On receiving the response from SA2, SA3 identifies that with the agreed solution UE will go into a loop of registration attempts and never succeed. Details on the new issue can be found in S3-203047.
[bookmark: _GoBack]Therefore, SA3 proposes to solve the attack by providing UE with the authentic list of supported CAG Identifier(s) of the CAG cell(s) in the cases where AMF rejects the registration because CAG cell received from NG-RAN is not part of the UE’s allowed CAG list.

2. Actions:
To SA2 group.
ACTION: 	SA3 kindly asks SA2 group to take the above information into account and provide UE with the authentic list of supported CAG Identifier(s) of the CAG cell(s) in the cases where AMF rejects the registration because the list of supported CAG cell(s) received from NG-RAN has no overlapping with the UE’s allowed CAG list.

3. Date of Next TSG-SA WG5 Meetings:
SA3#101bis	18 – 22 January 2021	e-meeting
SA3#102	22 Feb –05 Mar 2021	e-meeting

