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1
Decision/action requested

This contribution proposes to update scope for IAB TR.
2
References

None
3
Rationale

The exsiting scope covers the new IAB architecture concluded in the 3GPP TR 38.874. However, TR 38.874 is discussed in TR phase of RAN groups of R16, which has been concluded in the end of 2019. The scope is not applicable for our R17 study.

In RAN WG, there is an ongoing WID on IAB in R17. The conclusion will be captured in TS 38.300, 38.331, 38.321, 38.340. It’s proposed to update the scope.
4
Detailed proposal

It is proposed to approve the following changes in IAB TR.

***
BEGIN OF 1st CHANGE
***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[XX]
 3GPP TS 38.331: "Radio Resource Control (RRC) protocol specification".
[YY]
3GPP TS 38.321: "NR; Medium Access Control (MAC) protocol specification".
[ZZ]
3GPP TS 38.340 : " NR; Adaptation layer".
***
END OF 1st CHANGE
***

***
BEGIN OF 1st CHANGE
***

1
Scope

The scope of this study is the following:

- 
To study potential security threats and vulnerabilities that are applicable to the new IAB architecture concluded in the 3GPP TR 38.874 [2], TS 38.300 [3], TS 38.331 [XX], TS 38.321 [YY], TS 38.340 [ZZ] and to identify potential security requirements.

- 
To develop solutions to ensure that the IAB architecture concluded in the 3GPP TR 38.874 [2] , TS 38.300 [3], TS 38.331 [XX], TS 38.321 [YY], TS 38.340 [ZZ] do not introduce security vulnerabilities in 5G system and provide secure connection for the UEs connecting to the NR through IAB node(s).


-
To determine which solution(s) from the TR phase to document in normative specifications.

***
END OF 1st CHANGE
***


