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1	Decision/action requested 
This contribution discusses the need for a new SID in SA3 to evolve the security for ATSSS.
2	References
[1]	TR 23.700-93 v110:	Study on access traffic steering, switch and splitting support in the 5G System (5GS) architecture; Phase 2
3	Rationale
The study of Access Traffic Steering, Switch and Splitting (ATSSS) support in the 5G system architecture is an on-going study in SA2 WG (SID FS_ATSSS_Ph2) [1]. The ATSSS feature is to enable UEs that can be simultaneously connected to both 3GPP access and non-3GPP access. The 5G system should be able to take advantage of these two accesses in a way that improves the user experience, optimizes the traffic distribution across two accesses, enables the provision of new high-data-rate services, etc.   The objective of this study is to further investigate whether and how to support additional steering methods(s) or steering functionality. Proposed solutions shall be based on IETF protocols or extension of such protocols (i.e. QUIC/MP-QUIC).
The following 3 Key Issues have been identified in TR 23.700.93[1]:
1) Additional Steering Modes.
2) Additional Steering Functionalities.
3) Supporting MA PDU with 3GPP access leg over EPC and Non-3GPP access leg over 5GC.
The key issue 2 of TR 23.700-93 has some security impacts:
security aspects, e.g. related with QUIC [6] currently mandating usage of TLS 1.3 for key exchange, authentication, and negotiation of security and performance parameters, will be studied in conjunction with SA WG3;
More importantly, SA2 has reached some interim conclusion, as specified in clause 8.2 in TR23.700-90 v110, to use multipath QUIC based solutions for key issue 2. There is an Editor Note:
Editor’s Note: It is FFS whether and how double encryption of data packets can be avoided.
This double encryption of data packets issue should be investigated by SA3.
Observation:  There are potential security issues need to be addressed by SA3, based on key issue2 and the corresponding conclusion presented in TR23.700-93 v110, e.g. how double encryption of data packets can be avoided. etc. 

4	Detailed proposal
As shown in the above-detailed scenarios and examples and analyzing of SA2 study, it is proposed to approve the accompanying study proposed in S3-20XXXX. 

