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1
Decision/action requested

This contribution proposes the introduction part for the new TS 33.226 on IMS SCAS.
2
References

NA
3
Rationale

The introduction part of the clause 4 is introduced to define the scope of the IMS-specific security requirements and related test cases.
4
Detailed proposal

It is proposed to approve the following changes.

*************** Start of the 1st change ****************

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[XX]
3GPP TR 33.926: "Security Assurance Specification (SCAS) threats and critical assets in 3GPP network product classes".

[YY]
3GPP TR 33.203: "3G security; Access security for IP-based services".

[ZZ]
3GPP TR 33.328: "IP Multimedia Subsystem (IMS) media plane security".

*************** End of the 1st change ****************

*************** Start of the 2nd change ****************

4 IMS-specific security requirements and related test cases

Editor’s Note: Titles and Numberings of sub clauses could be adjusted according to the content.

4.1
Introduction
IMS specific security requirements include both requirements derived from IMS-specific security functional requirements in relevant specifications as well as security requirements introduced in the present document derived from the threats specific to IMS network product classes as described in TR 33.926 [XX].
4.2
IMS-specific adaptations of security functional requirements and related test cases
4.2.1
Introduction
The present clause describes the security functional requirements and the corresponding test cases for IMS network product classes. The proposed security requirements are classified in two groups: 

-
Security functional requirements derived from TS 33.203 [YY] and TS 33.328 [ZZ], and detailed in clause 4.2.2.

-
General security functional requirements which include requirements not already addressed in TS 33.203 [YY] and TS 33.328 [ZZ] but whose support is also important to ensure that IMS network products conforms to a common security baseline detailed in clause 4.2.3.
4.2.2
Security functional requirements on the IMS product classes deriving from 3GPP specifications and related test cases

Editor’s Note: This clause will define the specific security functional requirements on the IMS network functions (e.g. CSCF, ATCF, ATGW, HSS, I-BCF, MRFC and MRFP) deriving from 3GPP specifications and related test cases.

4.2.2.1
Introduction

The security functional requirements and the related test cases specific for IMS products are described in this clause. 
*************** End of the 2nd change ****************

