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	Reason for change:
	Currently, the configuration of UP confidentiality and integrity protection is negotiated using the PC5-S, i.e. the receiving UE may accept the Direct Communication Request and the response message shall include the configuration of user plane confidentiality protection based on the agreed user plane security policy. And the UE shall pass the security configuration to its AS layer. 
Therefore, there is no need to ensure the configuration of confidentiality and integrity protection in the PC5-RRC message matches the agreed UP security policies for traffic traffic that will be sent on the bearer, when establishing or re-configuring the user plane bearer. The above operation in the initiating UE side can be removed.
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	Remove the UP security configuration checking in the initiating UE side, when establishing or re-configuring the user plane bearer.
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*****************Start of the change************************

[bookmark: _Toc42179142]5.3.3.1.4.5 	Security establishment for user plane bearers
The UEs handle the user plane security policies as described in clauses 5.3.3.1.4.2.3.
The UE initiating the establishment of a user plane bearer shall select an LCID whose associated value of Bearer for input to the security algorithms (see clauses 5.3.3.1.5.2 and 5.3.3.1.5.3) has not been used with the current keys, NRPEK and NRPIK. If this is not possible the UE shall initiate a re-keying (see clause 5.3.3.1.4.4) before establishing the user plane bearer. 
When establishing or re-configuring the user plane bearer, the initiating UEs shall ensure activate the user plane security for this bearer according to the configuration of confidentiality and integrity protection received from its V2X layerin the PC5-RRC message matches the agreed UP security policies for traffic that will be sent on the bearer. The confidentiality and/or integrity protection algorithms are same as those selected for protecting the signalling bearers if confidentiality and/or integrity protection are required for both signalling and user plane.
Both UEs shall ensure that the user plane for each V2X service is only sent or received (e.g. dropped if received on a bearer with incorrect security) on user plane bearers with the necessary security if security protection of this link is activated.

*****************End of the change************************

