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	Reason for change:
	Currently, SA3, CT4 and 5GIS does not have the same understanding on Data-type encryption policy, especially the concrete IEs which shall be ciphered. Clarification on the Data-type encryption policy is required.


	
	

	Summary of change:
	Update the Data-type encryption policy by adding the concrete IEs.
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*****************Start of the changes************************
[bookmark: _Toc45275056][bookmark: _Toc45274469][bookmark: _Toc45028804][bookmark: _Toc35533451][bookmark: _Toc35528690][bookmark: _Toc26875923][bookmark: _Toc19634857]13.2.3.2	Data-type encryption policy
The SEPP shall contain an operator-controlled protection policy that specifies which types of data shall be encrypted. The data-types defined are the following:
-	Data of the type 'SUPI''UE ID', i.e. SUPI;
-	Data of the type 'authentication vector';
-	Data of the type 'location data', i.e. Cell ID, Physical Cell ID and TAI;
-	Data of the type 'cryptographic material', i.e. KSEAF;
-	Data of the type 'authorization token'.
The policy shall be specific per roaming partner. The policy shall contain a policy identifier and a release number referring to the release it is applicable for.
The data-type encryption policies in the two partner SEPPs shall be equal to enforce a consistent ciphering of IEs on N32-f.
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