                                                  


Dear….

3GPP Cipher Evaluation

You may be aware that ETSI SAGE1 is designing a cipher for use on the 3GPP2 radio interface.  As part of the process of designing and approving the algorithm, we have decided to incorporate two independent evaluations of its cryptographic strength.  Enclosed with this letter you will find terms of reference for that evaluation.

You have been proposed as someone who may be interested in undertaking the evaluation.  If that is the case, I would like to invite you to submit a short proposal for the work.  Guidelines for your proposal are attached.

We intend to decide who to go forward with by the beginning of November.  I would ask you to respond by the 22nd October, so that the successful candidates may be selected at the next 3GPP Security Group meeting on the 26-27 October.  The decision will be made without appeal.

Yours sincerely

Professor Michael Walker

Chairman 3GPP SA3

1 ETSI SAGE (European Telecommunications Standards Institute, Security Algorithms Group of Experts) - this is the technical group responsible for the design/selection of all cryptographic algorithms that are part of ETSI standards.

2 3GPP (Third Generation Partnership Project) - this is the committee responsible for the third generation mobile standard based on wideband CDMA.

Vodafone Limited
Communications Security and Advanced Development 

The Courtyard, 2-4 London Road, Newbury, Berkshire RG14 1JX

Telephone: +44 (0)1635 33251, Facsimile: +44 (0) 1635 31127

_949908656.doc
�




