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S3 thanks S2 for their LS, where S2 wonders what happens in roaming conditions regarding to the security feature ‘Enhanced User Identity Confidentiality’. 

As described in document 3G TS 33.102 version 3.1.0 (3G Security: Security Architecture) an enhanced transport mechanism between SN and HE has to be standardised. S3 has also agreed this feature to be mandatory in R99, what has also been presented to SA#4. S3 is aware of that this functionality is required in each visited SN. 

Therefore S3 kindly requests S2 to reconsider their opinion on this 3G Security Features and in this sense to clarify all implications with regard to the security feature 'Enhanced User Identity Confidentiality' to make sure that the appropriate extension will be added to the relevant documents.

Regarding the second issue, where S2 would like to clarify the format of the IMUI, S3 sees no need for the format of the IMUI being different from the GSM IMSI.

Anyhow S3 sees no need of changing the term IMUI to IMSI in all their specifications. The same format of two identifiers (e.g. IMUI and IMSI) does not imply necessarily that these are equal.

