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1. Assumptions

· Support an SMLC that can be either BSS based or NSS based. While the SMLC is considered to be a separate logical entity, it may still be physically part of an MSC or BSC.
· Standardize the same open interface to the SMLC whether it is NSS or BSS based. This simplifies migration from an NSS to a BSS based location architecture and avoids two different types of SMLC.
· Support “Type A” LMUs accessed over the GSM air interface using the same signaling protocols for both BSS and NSS based SMLC interaction. A type A LMU supports the RR and MM signaling procedures defined in GSM 04.08. A type A LMU has a subscription profile in the HLR and may support certain CM services – e.g. outgoing data calls for SW download and SMS for SIM card download.
· Support “Type B” LMUs accessed over the GSM air interface using a subset of the signaling procedures applicable to a type A LMU. A type B LMU supports RR signaling procedures and a minimum subset of MM (and possibly CM) signaling procedures essential to LCS. It has no subscription profile in an HLR and does not support other MM or CM procedures, although authentication and ciphering may be supported as an option. Thus, for example, GSM Location Update is not supported..
· Support “Type C” LMUs accessed over the Abis interface. The LMU may be either free standing (support Abis signaling) or associated with a BTS – either integrated or connected by proprietary means. If free standing, a type C LMU could be identified using a pseudo cell ID.
· Open Issue 20: decide if both type A and type B LMUs are needed or only one type. Advantages of Type A include support for mobility (e.g. support a moveable LMU), transparent O&M data or SW download via a data or GPRS connection, SMS download. Advantages of type B include a simplified LMU (e.g. no authentication and ciphering) and reduced MSC and BSC support with a BSS based SMLC operating in unassisted mode. If a Type B LMU is to be included, decide whether authentication and ciphering should be mandatory, optional or not supported. It has been discussed so far that ciphering of RTD and TOA measurements serves a limited purpose (e.g. illicit positioning of a target MS by intercepting TOA measurements requires reception from at least 3 LMUs unless reception of both AOA and TOA measurements is possible from a single LMU). This issue may need comment from SMG10. (ciphering and authentication) and SMG6/T1M1 (data and SW download).
· Employ the same application protocol defined in GSM 04.71 for all types of LMU.
· Use MTP, SCCP, BSSAP as the basis for all LCS signaling between the SMLC, BSC, MSC and (for GPRS) SGSN, since these are the only protocols that are all supported in a BSC, MSC and SGSN. Substitution of TCP/IP or FR could be used in 3G. An important consequence of this change is that TCAP and MAP are no longer needed for signaling to an SMLC (since retention of TCAP and MAP would only be feasible for an NSS based SMLC, thereby producing two distinct types of SMLC). 
· 
· Employ SCCP connection oriented signaling in the NSS and BSS to access a type A or type B LMU or target MS to enable LCS messages to be easily relayed through an MSC and BSC.
· 

· Add signaling between peer SMLCs to enable an SMLC to request or receive E-OTD, TOA or GPS positioning and assistance measurements obtained by an LMU belonging to another SMLC.
· Enable migration from an NSS based SMLC to BSS based SMLCs.
2. Terms and Abbreviations

ANM



Answer Message (ISUP)

BSS



Base Station Subsystem

BSSAP-LE
BSSAP LCS Extension for Lb, Lp and Ls interfaces (defined in a new GSM 09.xx)

BSSLAP

BSS LCS Assistance Protocol (defined in GSM 08.71)

CC



SCCP Connection Confirm

CR



SCCP Connection Request

CREF


SCCP Connection Refused

DT1



SCCP Data Form 1 message
FEC



Forward Error Correction
IAM



Initial Address Message (ISUP)
LLP



LMU LCS Protocol (component portion of Facility IE in GSM 04.71)

LMU



Location Measurement Unit

LSCF


Location System Control Function 

SMLC
Serving Mobile Location Center

NSS



Network SubSystem

PRAF
Positioning Radio Assistance Function (this coordinates functions for a network based position method in the BSC – e.g. coordinate TOA handover)

PRCF
Positioning Radio Coordination Function

PCF
Positioning Calculation Function 

PSMF
Positioning Signal Measurement Function 

RA
Rate Adaptation

REL
Release (ISUP)

RLC
Release Complete (ISUP or SCCP)
RLP
Radio Link Protocol (GSM 04.22)
RLSD
SCCP Released message

RRLP
RR LCS Protocol to a target MS (defined in GSM 04.xx)

SMLCPP
SMLC Peer Protocol (messages on Lp interface in GSM 09.yy)

UDT
SCCP Unitdata message

3. Suggested Phase 2 LCS Architecture

3.1 Logical Architecture

The enhanced architecture now suggested for LCS phase 2 is illustrated in Figure 1. The Lv interface in phase 1 between the VLR and SMLC is removed and the Ls interface is split into 3 related interfaces as follows:



Ls

SMLC interface to MSC



Lb

SMLC interface to BSC



Lp

SMLC interface to peer SMLC

Note, in addition, that an LSCF function is shown in both the BSC and MSC – meaning that either the BSC or MSC can issue a location request. 
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Figure 1 – Logical LCS Architecture for LCS phase 2

3.2 SMLC Variants

Three types of SMLC are possible:

NSS based SMLC:
supports the Ls but not Lb interface. 

BSS based SMLC:
supports the Lb but not Ls interface

Combined SMLC:
supports both Lb and Ls interfaces

The LCS architecture is intended to support a high degree of flexibility, whereby any physical SMLC can support multiple Ls and/or Lb interfaces (e.g. allowing a  BSS based SMLC to serve multiple BSCs) and whereby a mixture of different SMLC types can serve a single network or single MSC area. Figure 2 illustrates the case where different SMLC types and different LMU types are supported in a single MSC area. 
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Figure 2 – Mixed Network with BSS and NSS based SMLCs and Type A, B and C LMUs

The embedded common open architecture between the logical LCS functions is shown in Figure 3. This architecture applies to both BSS and NSS based SMLCs and to both types of LMU.

The protocol between peer SMLCs allows an LMU to effectively perform measurements for any one or more of several SMLCs and may be used to solve border area problems where LMUs on one side of an SMLC border would not normally be available to the SMLCs that control LMUs on the side. The intent is to impact only the SMLC in resolving border area problems and not LMUs.

Editorial Comment: there were proposals in the Cambridge meeting to explicitly indicate SMLC-SMLC signaling interaction in Figure 2 and add more (e.g. a figure) to describe how this could resolve SMLC border problems. This is still a potential addition for a later rev..
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Figure 3 – Common Embedded Architecture between Logical LCS Functions



4. Signaling Protocols and Interfaces

Open Issue 10: the term BSSAP, as used here for the A interface, refers to existing BSSAP plus some or all messages in BSSAP-LE. When the signaling is more stable, new terms may be useful to distinguish the exact subset of BSSAP-LE that is being added to a particular A interface. This would address comments in the Cambridge meeting concerning ambiguity in BSSAP references.

4.1 Signaling between an SMLC, MSC and BSC

Figures 4 and 5 show the protocol layers used to support LCS signaling between the SMLC, MSC and BSC with an NSS based and BSS based SMLC, respectively. 
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Figure 4 – Signaling Protocols between SMLC, MSC and BSC with NSS based SMLC
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Figure 5 – Signaling Protocols between SMLC, MSC and BSC with BSS based SMLC

Open Issue 22: should connectionless SCCP based signaling be supported on the Lb (BSC to SMLC) or Ls (MSC to SMLC) interfaces to access a target MS or LMU? This could be based on phase 1 LCS support for MAP/TCP signaling over connectionless SCCP. In that case, the impacts to phase 1 should be considered for compatibility with phase 2.

4.2 SMLC Signaling to a Target MS

Figures 6 and 7 show the protocol layers used to support signaling between an SMLC and target MS with an NSS based and BSS based SMLC, respectively.
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Figure 6 – Signaling between an SMLC and Target MS with NSS based SMLC
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Figure 7 – Signaling between an SMLC and Target MS with BSS based SMLC

4.3 SMLC Signaling to a Type A or B LMU

4.3.1 Signaling using an SDCCH
Figures 8 and 9 show the protocol layers used to support signaling between an SMLC and a Type A or B LMU with an NSS and BSS based SMLC, respectively, using an SDCCH on the Um interface.
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Figure 8 – Signaling between an SMLC and a Type A or B LMU with NSS based SMLC using an SDCCH
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Figure 9 – Signaling between an SMLC and Type A or B LMU with BSS based SMLC using an SDCCH
4.3.2 Signaling using a TCH

Figures 10 to 12 show the protocol layers that can be used to support signaling between an SMLC and a Type A or B LMU with an NSS and BSS based SMLC using a TCH on the Um interface. The TCH is assumed to support either transparent or non-transparent synchronous data and may be provided in a multislot configuration. The main usage would be for O&M data and SW download – e.g. during offpeak hours.
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Figure 10 – Signaling between an SMLC and a Type A or B LMU with NSS based SMLC using a TCH in transparent mode
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Figure 11 – Signaling between an SMLC and a Type A or B LMU with NSS based SMLC using a TCH in non-transparent (NT) mode
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Figure 12 – Signaling between an SMLC and a Type A or B LMU with BSS based SMLC using a TCH
4.4 SMLC signaling to a Type C LMU

The protocol layers employed to enable signaling between the SMLC and a type C LMU are shown in Figures 13 and 14.
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Figure 13 – Signaling between an SMLC and a Type C LMU with NSS based SMLC
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Figure 14 – Signaling between an SMLC and Type C LMU with BSS based SMLC

4.5 SMLC Signaling to a peer SMLC

The protocol layers used for SMLC to SMLC signaling are shown in Figure 15, where it is assumed that both SMLCs have SS7 link connections to STPs (or there is a direct SS7 link between the SMLCs). In the absence of either a direct link or links to an STP, signaling can go via attached BSCs and MSCs as shown in Figure 16 for signaling between BSS based SMLCs sharing the same MSC and in Figure 17 for signaling between a BSS based SMLC and an NSS based SMLC associated with different MSCs.
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Figure 15 SMLC to SMLC Signaling via SS7 STPs
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Figure 16 – SMLC to SMLC Signaling via associated BSCs and MSC (BSS based SMLCs)
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Figure 17 – SMLC to SMLC Signaling via BSC and MSCs (BSS to NSS based SMLC)

5. New LCS Messages and Parameters

5.1 BSSAP-LE Messages

BSSAP-LE messages provide an extension to BSSAP (both to DTAP and BSSMAP) and may be transferred on the Ls, Lb, Lp and A interfaces. The new messages are assumed to be defined in a new GSM 09.xx.



(a) Perform Location Request (BSSMAP)

Purpose:

instigate positioning attempt for a target MS

Initiator:

MSC or BSC

Recipient:

SMLC

Interfaces:

Ls, Lb, A 

SCCP usage:
connection oriented

Parameters:
similar to phase 1 MAP Perform Location invoke


BSSLAP message – optional (allows a BSC to add measurement data for a BSS based SMLC)

(b) Perform Location Response (BSSMAP)

Purpose:

return positioning result for a target MS

Initiator:

SMLC 

Recipient:

MSC or BSC

Interfaces:

Ls, Lb, A 

SCCP usage:
connection oriented

Parameters:
similar to phase 1 MAP Perform Location return result






use Cause parameter for equivalent of MAP Perform Location return error

(c) Open LMU Connection (BSSMAP)

Purpose:

setup an SDCCH to a type A or type B LMU 

Initiator:

SMLC or MSC

Recipient:

MSC, BSC or SMLC 

Interfaces:

Ls, Lb, A 

SCCP usage:
connection oriented

Parameters:
IMSI of LMU






LMU type – A or B






address of initiator (SMLC or MSC)






LAI or CI list (for a type B LMU when the initiator is the SMLC)






Authentication and Ciphering data (for a type B LMU)

request or confirm authentication flag 

request or confirm ciphering flag 

(d) Open LMU Connection Ack. (BSSMAP)

Purpose:

confirm setup or failure of an SDCCH to a type A or type B LMU 

Initiator:

SMLC or MSC

Recipient:

MSC, BSC or SMLC 

Interfaces:

Ls, Lb, A 

SCCP usage:
connection oriented

Parameters:
cause if SDCCH setup failed






Authentication and Ciphering data (for a type B LMU)

request or confirm authentication flag 

request or confirm ciphering flag 

(e) Close LMU Connection (BSSMAP)

Purpose:

release an SDCCH to a type A or type B LMU

Initiator:

SMLC or MSC

Recipient:

MSC, BSC or SMLC 

Interfaces:

Ls, Lb, A 

SCCP usage:
connection oriented

Parameters:
cause value

(f) Connection Oriented Information (BSSMAP)

Purpose:
convey an embedded message between an SMLC and another entity associated with the SMLC through an existing signaling connection or chain of signaling connections (e.g. SCCP connection, SDCCH). Allow extension later for other applications.

Other Entity:
target MS, serving BSC
Interfaces:

 Lb, Ls, A, Um

SCCP usage:
connection oriented

BSSAP:

BSSMAP-LE mode 

Parameters:
RRLP (04.xx) message (valid for transfer to/from a target MS)






BSSLAP (08.xx) message (valid for transfer to/from a serving BSC)







flag 1 –
indicate if signaling connection to the source entity is established or released (or being released)






flag 2 -
request error response if embedded message cannot be delivered







cause - 
indicate an error response
Note:
an RR LCS message from a target MS to an SMLC can request the serving BSC to add additional measurement information in an embedded BSSLAP message (e.g. TA value, MS handover measurements) – see section on new RR messages



(g) Connectionless Information (BSSMAP)

Purpose:
convey an embedded LCS message between an SMLC and another entity for which there is no (e.g. SCCP) connection association

Other Entity:
type C LMU or SMLC

Interfaces:

 Lb, Ls, Lp, A

SCCP usage:
connectionless

BSSAP:

BSSMAP-LE mode

Parameters:
LLP (04.71) message or SMLCPP (09.yy) message






LAI (+ CI) – identifies the LMU or SMLC 






return error flag – used to request an error response in case of non-delivery






cause value – used to indicate the presence of an error response



(h) REGISTER, FACILITY, RELEASE COMPLETE (DTAP)
For SMLC to type A or B LMU signaling as in phase 1.

5.2 New RR Messages – for GSM 04.08

(a) Location Information

Purpose:
convey an embedded LCS message to or from a Target MS

Other Entity:
target MS

Interfaces:

Um

Parameters:
RRLP (04.xx) message






E-OTD flag - 
indicate presence of E-OTD measurements or location estimate






GPS flag -

indicate presence of GPS measurements or location estimate

Note:
the E-OTD and GPS flags allow the serving BSC to add further measurement data to the BSSMAP-LE Connection Oriented Information message sent on to the SMLC. The type of data to be added can be administered separately for E-OTD and GPS. Using explicit flags avoids the need for the BSC to decode the embedded RRLP message (i.e. enables transparency to the BSC). The BSC may, however, still decode the RRLP message allowing it to add more precisely relevant measurement data.



5.3 New Abis messages for 08.58

Generic LCS information messages are needed in GSM 08.58 to support signaling to a type C LMU. Either a single bidirectional or two unidirectional messages could be defined.

5.4 Possible new messages and parameters for LLP in GSM 04.71

(a) Authentication Parameter

Purpose: 
an optional parameter in an LCS message from a type A LMU allowing an SMLC to verify the identity of the sending LMU

Derivation
could be derived using algorithm A3, the Ki key in the LMU and 128 bits derived from the LCS message contents

Usage:
to verify LMU identity when the LMU was not authenticated by the VLR 

Benefit:
avoids the signaling and processing overhead of authentication and ciphering; particularly useful where signaling to an LMU occurs infrequently on a temporary SDCCH

(b) Authentication request and response

Purpose: 
enable direct authentication of an LMU by an SMLC, where authentication by the VLR is not used.

Algorithm:

could be based on existing A3 algorithm and Ki key

(c) Ciphering request and response

Purpose: 
enable end to end ciphering between an SMLC and LMU, where air interface ciphering is not used.

Algorithm
needs to be efficient

(d) LCS Service Request and Response

Purpose: 
could be used as a prelude to LCS information transfer when an LMU first acquires an SDCCH prior to sending measurement or O&M data to an SMLC.

Operation:
the LMU signals its intent to transfer LCS information to the SMLC by sending an LCS service request. The SMLC (or MSC/VLR) may then invoke authentication and ciphering. The SMLC then acknowledges its readiness to receive LCS information by returning an LCS Service response

(e) Registration and Deregistration

Purpose: 
replace existing MAP LCS registration by “in band” registration within 04.71. Enables an SMLC to become aware of the availability of an LMU (e.g. following downtime or new installation) and can provide the MSC address for an NSS based SMLC if the LMU is not homed to a single MSC. Deregistration enables an SMLC to become aware of a forthcoming down time (e.g. for LMU SW download or maintenance).

Operation:
the LMU sends a (de)registration request to the SMLC which returns a (de)registration response.

Open Issue 5: is registration necessary if an LCS service request/response is supported? Perhaps these procedures could be combined to reduce messages and complexity.

Proposed Resolution: with the currently proposed means by which an SMLC knows the status of the SDCCH to an LMU and can control its establishment and release, none of these capabilities appear to be necessary. However, to support an LMU in a border area that can use different serving BSCs or serving MSCs, a status update from the LMU to the SMLC would be useful (e.g. the LMU sends a status update if it registers in a new location area). Registration may be needed if a phase 1 SMLC using MAP/TCAP access is included in phase 2.


6. Usage of SCCP on the Ls and Lb interfaces

SCCP connection oriented signaling between and SMLC and MSC (NSS based SMLC) or SMLC and BSC (BSS based SMLC) is used to support SMLC signaling to a type A or B LMU, serving BSC, serving MSC and target MS. Two distinct types of SCCP connection are needed:

6.1 SCCP connection for positioning of a target MS

The MSC and BSC set up this connection when they request a location estimate for a target MS. The MSC/BSC sends the BSSAP-LE Perform Location Request to the SMLC inside an SCCP Connection Request message. Signaling between the SMLC and target MS is then relayed by the serving MSC or BSC between this SCCP connection and the main signaling link to the MS. The same SCCP connection is also used to transfer BSSLAP messages between the SMLC and serving BSC. See Figures 18 and 19.
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Figure 18 – SCCP based signaling for MS positioning with an NSS based SMLC
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Figure 19 – SCCP based signaling for MS positioning with a BSS based SMLC

6.2 SCCP connection to access a type A or B LMU

The MSC, BSC or SMLC setup this connection to enable LCS messages to be transferred to or from a type A or B LMU. The MSC, BSC or SMLC send a BSSMAP-LE Open LMU Connection message inside an SCCP Connection Request message. Signaling is subsequently relayed through the serving MSC and BSC using this SCCP connection as shown in Figures 20 and 21.
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Figure 20 – SCCP based signaling to access a type A or B LMU with an NSS based SMLC
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Figure 21 – SCCP based signaling to access a type A or B LMU with a BSS based SMLC



7. Common Message Flows

The message flows in this section are preliminary.

7.1 General Positioning Procedure for MT-LR

This flow is based on that in section 6.4 of 03.71. The changes to accommodate phase 2 LCS are included below.

Editorial Remark: it was suggested in Cambridge not to show the onward transfer of a position request from the BSC to a BSS based SMLC but to include this in the message flows for particular position methods. Here it is preferred to include this in the generic flow in order to avoid a discontinuity with the positioning procedure in the SMLC (since step 8 depends on the SMLC receiving the positioning request). The small amount of extra signaling this entails is not considered very significant. It was agreed in Dallas (July 6-9) to use dotted lines to distinguish SMLC access via a BSC.
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Figure 22 General Network Positioning for a MT-LR 
7.1.1 Location Preparation Procedure 

(1)  An external LCS client requests the current location of a target MS from a GMLC. The GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI of the target MS to be located and the LCS QoS from either subscription data or data supplied by the LCS client.  For a call related location request, the GMLC obtains and authenticates the called party number of the LCS client (refer to Annex A for further details). If location is required for more than one MS, or if periodic location is requested, steps 2 to 12 below may be repeated.

(2)  If the GMLC already knows both the VMSC location and IMSI for the particular MSISDN (e.g. from a previous location request), this step and step 3 may be skipped. Otherwise, the GMLC sends a MAP_SEND_ROUTING_INFO_FOR_LCS message to the home HLR of the target MS to be located with either the IMSI or MSISDN of this MS. 

(3)  The HLR verifies that the SCCP calling party address of the GMLC, corresponds to a known GSM network element that is authorized to request MS location information. The HLR then returns the current VMSC address and whichever of the IMSI and MSISDN was not provided in step (2) for the particular MS.

(4)  The GMLC sends a MAP_PROVIDE_SUBSCRIBER_LOCATION message to the VMSC indicated by the HLR. This message carries the MS subscriber’s IMSI, LCS QoS information (e.g. accuracy, response time, preferred/required positioning method) and an indication of whether the LCS client has the override capability.  For a call related location request, the message also carries the LCS client’s called party number.  The message may optionally carry the identity of the LCS client.

(5)  If the GMLC is located in another PLMN or another country, the VMSC first authenticates that a location request is allowed from this PLMN or from this country. If not, an error response is returned. If the target MS has an established circuit call other than speech, the location request is denied and an error response is returned to the GMLC
. Otherwise, the VMSC then verifies LCS barring restrictions in the MS user’s subscription profile in the VLR. If LCS is barred and a LCS client accessing a GMLC in the same country does not have the override capability, an error response is returned to the GMLC. Otherwise, if the MS is in idle mode, the VLR performs paging, authentication and ciphering. This procedure will provide the MS user’s current cell ID and certain location information that includes the TA value in the BSSMAP Complete layer 3 Information used to convey the Paging Response. If the MS is instead in dedicated mode, the VMSC will have been supplied with the current cell ID from either the serving BSC or serving MSC in the case of an established call with MSC-MSC handover.
(6)  The VMSC sends a BSSMAP-LE PERFORM LOCATION request message to the SMLC associated with the MS’s current cell location if the SMLC is NSS based. This message is transported using SCCP connection oriented signaling inside an SCCP Connection Request message The BSSMAP-LE message includes the MS’s location capabilities and currently assigned radio channel type (SDCCH, TCH-FR or TCH-HR), the requested QoS and the current Cell ID and, if available, any location information including the TA value received in step 5.
(7)  If the SMLC is BSS based, the VMSC instead sends the BSSMAP-LE PERFORM LOCATION message to the serving BSC for the target MS.
(8)  In the case of a BSS based SMLC, the BSC forwards the BSSMAP-LE PERFORM LOCATION request received in step 7 to the SMLC. The BSC may add additional measurement data to the message to assist with positioning. The message is transported inside an SCCP connection request. 
7.1.2 Positioning Measurement Establishment Procedure

(9)  If the requested location accuracy within the QoS can be satisfied by the reported cell ID and, if available, TA value, the SMLC may send a BSSMAP-LE PERFORM LOCATION response immediately. Otherwise, the SMLC determines the positioning method and instigates the particular message sequence for this method defined in subsequent sections. If the position method returns position measurements, the SMLC uses them to compute a location estimate. If there has been a failure to obtain position measurements, the SMLC may use the current cell ID and, if available, TA value to derive an approximate location estimate. If an already computed location estimate is returned for an MS based position method, the SMLC may verify consistency with the current cell ID and, if available, TA value. If the location estimate so obtained does not satisfy the requested accuracy and sufficient response time still remains, the SMLC may instigate a further location attempt using the same or a different position method. 
7.1.3 Location Calculation and Release Procedure

(10)  When a location estimate best satisfying the requested QoS has been obtained, the SMLC returns it to the VMSC if the SMLC is NSS based. This message may be transported in an SCCP Released message or, if the SCCP Connection Request in step 6 or 7 was not yet confirmed by the SMLC, in an SCCP Connection Refused message. 
(11)  For a BSS based SMLC, the location estimate is instead returned to the serving BSC.


(12)  In the case of a BSS based SMLC, the BSC forwards the BSSMAP PERFORM LOCATION response received in step 11 to the VMSC.

(13)  The VMSC returns the location estimate and its age to the GMLC. The VLR may then release the Mobility Management connection to the MS, if the MS was previously idle, and the VMSC may record billing information.
(14)  The GMLC returns the MS location estimate to the requesting LCS client. If the LCS client requires it, the GMLC may first transform the universal location coordinates provided by the VMSC into some local geographic system. The GMLC may record billing for both the LCS client and inter-network revenue charges from the VMSC’s network.
7.2 Network Induced Location Request (NI-LR) from a Serving BSC during an Established Call

Figure 23 illustrates how a serving BSC may obtain the location of a target MS during an established call – e.g. to support handover. It is assumed that the serving MSC has already provided to the BSC both the subscription to the PLMN operator privacy class and the LCS capabilities of the target MS. This could be supported by additional parameters in certain BSSMAP messages – e.g. Assignment Request, Handover Command.
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Figure 23 Network Induced Location Request from a Serving BSC 
7.2.1 Location Preparation Procedure 

(1)  An LCS client within the BSC or within the PLMN requests the current location of a target MS from the serving BSC
(2)  The BSC sends a BSSMAP-LE PERFORM LOCATION request message to the SMLC if this is BSS based. This message is transported using SCCP connection oriented signaling inside an SCCP Connection Request message The BSSMAP-LE message includes the MS’s location capabilities and currently assigned radio channel type (SDCCH, TCH-FR or TCH-HR), the requested QoS, the current Cell ID and TA. The message may also contain additional measurements available to the BSC.
(3)  If the SMLC is NSS based, the BSC instead sends the BSSMAP-LE Perform Location Request to its serving MSC.
(4)  In the case of an NSS based SMLC, the MSC forwards the BSSMAP-LE PERFORM LOCATION request received in step 3 to the SMLC. The message is transported inside an SCCP connection request. 
7.2.2 Positioning Measurement Establishment Procedure

(5)  Refer to step 9 in section 7.1.
7.2.3 Location Calculation and Release Procedure

(6)  When a location estimate best satisfying the requested QoS has been obtained, the SMLC returns it to the BSC if the SMLC is BSS based. This message may be transported in an SCCP Released message or, if the SCCP Connection Request in step 2 or 3 was not yet confirmed by the SMLC, in an SCCP Connection Refused message.

(7)  If the SMLC is NSS based, the BSC instead returns the location estimate to the MSC.

(8)  In the case of a NSS based SMLC, the MSC forwards the BSSMAP PERFORM LOCATION response received in step 7 to the BSC.

(9)  The BSC returns the MS location estimate to the requesting LCS client.
Open Issue 17: for an NSS based SMLC, it might be better to use a different type of location request from the BSC to MSC than the BSSMAP-LE Perform Location Request. In addition, the MSC could also verify the MS privacy rather than the BSC. However, BSC induced location requests could place a significant load on the MSC. Therefore, it may be worth considering only defining this for a BSS based SMLC.

Resolution: agree that a BSC NI-LR must be supported by an NSS based SMLC – e.g. to avoid inconsistent service in a network with NSS and BSS SMLCs. Message use is still open.

7.3 Mobile Originating Location Request (MO-LR)

The following procedure allows an MS to request either its own location or location assistance data from the network. Location assistance data may be used subsequently by the MS to compute its own location throughout an extended interval using a mobile based position method. Location assistance data may include a ciphering key enabling the MS to decipher other location assistance data broadcast periodically by the network.
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Figure 24 General Network Positioning for MO-LR 

7.3.1 Location Preparation Procedure 

(1)  If the MS is in idle mode, the MS requests an SDCCH and sends a DTAP CM service request indicating a request for call independent supplementary services to the BSC.

(2)  The BSC includes the current cell ID and TA value within the BSSMAP Complete Layer 3 Information message used to convey the CM service request across the A-interface. If the MS is instead in dedicated mode, the MS sends a DTAP CM Service Request on the already established SACCH: the VMSC will then already have been supplied with the current cell ID from either the serving BSC or serving MSC in the case of an established call with MSC-MSC handover.

(3)  The VMSC instigates authentication and ciphering if the MS was in idle mode or returns a DTAP CM Service Accept if the MS was in dedicated mode.

(4)  The MS sends a DTAP Location Services invoke to the VMSC. If the MS is requesting its own location, this message carries LCS QoS information (e.g. accuracy, response time) and may include measurement information to assist or enable computation of a location estimate. If the MS is instead requesting location assistance data, this message specifies the type of assistance data. The VMSC verifies in the MS’s subscription profile that the MS has permission to request its own location or location assistance data (whichever applies).
(5)  The VMSC sends a BSSMAP-LE PERFORM LOCATION request message to the SMLC associated with the MS’s current cell location if the SMLC is NSS based. This message is transported using SCCP connection oriented signaling inside an SCCP Connection Request message The BSSMAP-LE message indicates whether a location estimate or location assistance data is requested and includes the MS’s location capabilities and current cell ID. If the MS’s location is requested, the message also includes the currently assigned radio channel type (SDCCH, TCH-FR or TCH-HR), the requested QoS and, if available, any location measurement information including the TA value received from the BSC in step 2 and from the target MS in step 4. If location assistance data is instead requested, the message carries the requested types of location assistance data.
(6)  If the SMLC is BSS based, the VMSC instead sends the BSSMAP-LE PERFORM LOCATION message to the serving BSC for the target MS.
(7)  In the case of a BSS based SMLC, the BSC forwards the BSSMAP-LE PERFORM LOCATION request received in step 6 to the SMLC. If the MS’s location is requested, the BSC may add additional measurement data to the message to assist with positioning. The message is transported inside an SCCP connection request.
7.3.2 Positioning Measurement Establishment Procedure

(8)  If the MS is requesting its own location, the actions described under step 10 for a MT-LR are performed. If the MS is instead requesting location assistance data, the SMLC transfers this data to the MS as described in subsequent sections. The SMLC determines the exact location assistance data to transfer according to the type of data specified by the MS, the MS location capabilities and the current cell ID.
7.3.3 Location Calculation and Release Procedure

(9)  When a location estimate best satisfying the requested QoS has been obtained or when the requested location assistance data has been transferred to the MS, the SMLC returns a BSSMAP-LE Perform Location response to the VMSC if the SMLC is NSS based. This message carries the location estimate if this was obtained or indicates the type of location assistance data transferred to the MS.
(10)  For a BSS based SMLC, the BSSMAP-LE Perform Location response is instead returned to the serving BSC.
(11)  In the case of a BSS based SMLC, the BSC forwards the BSSMAP PERFORM LOCATION response received in step 10 to the VMSC.

(12) The VMSC returns a DTAP Location Services Return Result to the MS carrying any location estimate.
(13) The VMSC may release the CM, MM and RR connections to the MS, if the MS was previously idle, and the VMSC may record billing information.

7.4 Information Transfer between an NSS based SMLC and a Type A or B LMU
7.4.1 Information Transfer using an SDCCH
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Figure 25 Information Transfer between an NSS based SMLC and a Type A or B LMU using an SDCCH
(1) If there is no SCCP connection yet for an LMU between the SMLC and the MSC serving the LMU, the SMLC sends a BSSMAP-LE Open LMU connection message to the MSC contained in an SCCP Connection Request. The BSSMAP-LE message shall contain the IMSI of the LMU and the LMU type (A or B) and shall indicate whether authentication of the LMU is needed and/or ciphering. For a type B LMU, the message carries the LAI or CI list in which the LMU should be paged and any data needed for authentication and ciphering.

Open Issue 23: to support authentication of a type B LMU, an SMLC needs either to be administered with authentication data or have MAP access to an HLR/AC.

(2) If a type B LMU is indicated, a subscriber record for the LMU is created in the VLR indicating no subscription to any GSM services (note: subscription to certain bearer services for an incoming call may be required if signaling via a TCH is to be allowed). For a type B LMU or for a type A LMU that has no main signaling link to the LMU (e.g. LMU uses a temporary SDCCH), the serving MSC performs paging to assign an SDCCH. The MSC/VLR also performs authentication and/or ciphering if requested by the SMLC.

(3) The serving MSC returns a BSSMAP-LE LMU Open Connection ack. inside an SCCP connection confirm to the SMLC. If the paging or authentication in step 2 failed, the MSC returns an SCCP connection refused message.

(4) If the SMLC needs to send data to the LMU, it may send one or more DTAP-LE Connection Oriented Information messages to the serving MSC inside SCCP data form 1 messages. 

(5) The serving MSC passes each DTAP-LE message received from the SMLC in step 4 to the LMU. 

(6) The SMLC may initiate release of the SDCCH to the LMU by sending a BSSMAP-LE Close LMU Connection message inside an SCCP Released message.

(7) For a type B LMU, or for a type A LMU that has no other active MM and CM connections, the MSC initiates release of the SDCCH. After the SDCCH has been released, the subscriber record for a type B LMU is deleted.

(8) When the LMU has LCS data to send and does not currently have a signaling link, it sends an RR Channel request to the serving BTS to request an SDCCH. The RR Channel Request contains an establishment cause identifying an LMU. After assignment of the SDCCH, the LMU sends a DTAP CM Service request to the serving BSC to request an MM connection for location services.



(9) The serving BSC passes the CM Service Request to the VMSC with an indication that this came from an LMU inside a Complete layer 3 Information message.
(10) If no subscriber record exists for the LMU in the VLR, a type B LMU is assumed and a subscriber record is created indicating no subscription to any GSM services (note: subscription to certain bearer services for an incoming call may be required if signaling via a TCH is to be allowed). The serving MSC then sends a BSSMAP-LE Open LMU Connection message to the SMLC associated with the LMU inside an SCCP connection request (e.g. use IMSI or LAI association to determine the SMLC). The BSSMAP-LE message shall contain the IMSI of the LMU, the assumed type of the LMU and the address of the MSC.

(11) The SMLC returns a BSSMAP-LE Open LMU Connection ack. to the MSC inside an SCCP connection confirm indicating if authentication or ciphering are required and carrying any authentication and ciphering data needed for a type B LMU.

(12) The serving MSC performs authentication and ciphering if requested by the SMLC. Otherwise, a CM Service Accept is returned.

(13) The LMU sends one or more DTAP-LE Connection Oriented Information messages to the serving MSC each containing an embedded LLP message.

(13) The seerving MSC passes each DTAP-LE message to the SMLC inside  an SCCP data form 1 message
7.4.2 Information Transfer using a TCH
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Figure 26 Information Transfer between an NSS based SMLC and a Type A or B LMU using a TCH

(1) The SMLC establishes a signaling connection to the LMU using an SDCCH. The VMSC provides the SMLC with an MSRN identifying the LMU in the BSSMAP-LE Open LMU Connection Ack.
(2) The SMLC sends an ISUP IAM to the VMSC with the MSRN from step 1 in the called party number. The IAM contains the required bearer capability and references a 64 Kbps trunk connection between the SMLC to the VMSC. The VMSC may verify that the SMLC is the source of the IAM from the SS7 link on which the IAM is received (with dedicated links on the Ls interface), the SS7 OPC in the MTP routing label or the referenced trunk connection.
(3) The VMSC establishes an incoming call to the LMU with the requested bearer capability using the existing procedure defined in GSM 04.08. For this procedure, use of an ALERTING message from the LMU is unnecessary.
(4) The VMSC confirms the call establishment to the SMLC – the TCH is through connected to the 64 Kbps trunk indicated in step 2.
(5) The VMSC initiates release of the SCCP connection to the SMLC established in step 1.
(6) DTAP-LE LCS Information messages are transferred between the SMLC and LMU on the established TCH: these are transparent to the VMSC and BSC.
(7) The SMLC initiates release of the TCH by sending an ISUP REL to the VMSC.
(8) The SMLC acknowledges the release request.
(9) The VMSC releases the call and the TCH to the LMU using the existing procedure defined in GSM 04.08.
7.5 Information Transfer between a BSS based SMLC and a Type A or B LMU with NSS Assistance
7.5.1 Information Transfer using an SDCCH
The following procedure supports a BSS based SMLC with the same impacts in the MSC/VLR, SMLC and LMU as for an NSS based SMLC. This simplifies migration from an NSS based SMLC to a BSS based SMLC and provides an intermediate migration point towards an unassisted BSS based SMLC.
Note that all DTAP messages received by the BSC from the LMU that carry the LCS PD are transferred by the BSC to the SMLC using SCCP connection oriented signaling. All DTAP messages carrying any other PD are transferred by the BSC to the MSC.
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Figure 27 Information Transfer between a BSS based SMLC and a Type A or B LMU with NSS Assistance

(1) If there is no SCCP connection yet for a type A LMU between the SMLC and the BSC serving the LMU, the SMLC sends a  BSSMAP-LE Open LMU connection message to the BSC contained in an SCCP Connection Request. The BSSMAP-LE message shall contain the IMSI of the LMU, the type of the LMU and shall indicate whether authentication of the LMU is needed and/or ciphering. For a type B LMU, the message carries the LAI or CI list in which the LMU should be paged and any data needed for authentication and ciphering.

(2) If there is no main signaling link to the LMU (e.g. LMU uses a temporary SDCCH), the serving BSC passes the  BSSMAP-LE message to the serving MSC.

Open Issue 8: it is assumed that the BSC can verify if a signaling link exists using the IMSI of the LMU.


(3) If a type B LMU is indicated, a subscriber record for the LMU is created in the VLR indicating no subscription to any GSM services (note: subscription to certain bearer services for an incoming call may be required if signaling via a TCH is to be allowed). The serving MSC performs paging to assign an SDCCH. The MSC/VLR also performs authentication and/or ciphering if requested by the SMLC.

(4) The serving MSC returns a BSSMAP-LE LMU Open Connection ack. to the serving BSC.

(5) The serving BSC passes the BSSMAP-LE message to the SMLC inside an SCCP connection confirm. 

(6) If the SMLC needs to send data to the LMU, it may send one or more DTAP-LE Connection Oriented Information messages to the serving BSC inside SCCP data form 1 messages. 

(7) The serving BSC transfers each DTAP-LE message transparently to the LMU.

(8) The SMLC may initiate release of the SDCCH to the LMU by sending a BSSMAP-LE Close LMU Connection message inside an SCCP Released message.

(9) The serving BSC passes the BSSMAP-LE message to the serving MSC.

(10) For a type B LMU or for a type A LMU that has no other active MM and CM connections, the MSC initiates release of the SDCCH. After the SDCCH has been released, the subscriber record for a type B LMU is deleted.

(11) When the LMU has LCS data to send and does not currently have a signaling link, it sends an RR Channel Request to the serving BTS to request an SDCCH. The RR Channel Request contains an establishment cause identifying an LMU. After assignment of the SDCCH, the LMU sends a DTAP CM Service request to the serving BSC to request an MM connection for location services.

(12) Because the CM Service Request carries an MM protocol discriminator, the BSC transfers the CM Service request with an indication that this came from an LMU to the MSC in a BSSMAP Complete Layer 3 Information message that is inside an SCCP Connection Request.

(13) If no subscriber record exists for the LMU in the VLR, a type B LMU is assumed and a subscriber record is created indicating no subscription to any GSM services (note: subscription to certain bearer services for an incoming call may be required if signaling via a TCH is to be allowed). The serving MSC sends a BSSMAP-LE Open LMU Connection message to the serving BSC inside an SCCP Connection Confirm. The BSSMAP-LE message shall contain the IMSI of the LMU and the assumed type of the LMU.

(14) The serving BSC passes the message to the SMLC inside an SCCP connection request.

(15) The SMLC returns a BSSMAP-LE Open LMU Connection ack. to the BSC inside an SCCP connection confirm indicating if authentication or ciphering are required and carrying any data needed for authentication and ciphering of a type B LMU.

(16) The serving BSC passes this message to the MSC.

(17) The serving MSC performs authentication and ciphering if requested by the SMLC.

(18) The LMU sends one or more DTAP-LE Connection Oriented Information messages to the serving BSC each containing an embedded LLP message.

(19) Because there is now an SCCP connection to the SMLC, the serving BSC passes each DTAP-LE message to the SMLC inside an SCCP data form 1 message.

7.5.2 Information Transfer Using a TCH

The SMLC may assign a TCH to an LMU using nearly the same procedure as for an NSS based SMLC. The only difference is that once the TCH is assigned, the BSC rather than MSC would release the SCCP connection previously established between the BSC and SMLC.
7.6 LCS Information Transfer between a BSS based SMLC and a Type B LMU without NSS Assistance
7.6.1 Information Transfer using an SDCCH
The following procedure supports information transfer between a BSS based SMLC and a type B LMU without assistance from the NSS but requires interworking between BSSAP-LE and BSSAP signaling procedures by an interworking function (IWF) located in the BSS. The IWF can be supported in the BSC, SMLC or in a separate physical entity. If located in the SMLC, all BSSMAP-LE signaling would be internal to the SMLC and therefore potentially unnecessary. The provision of an IWF enables the BSC to treat the SMLC similarly to an MSC.

In order to migrate from the NSS assisted to the unassisted mode for a BSS based SMLC, it would be useful to temporarily support both modes in the same BSC, with each LMU being assigned to a particular mode  – e.g. according to the LMU’s serving LAI/CI. This allows gradual migration of LMUs from NSS assisted to unassisted mode and enables testing of the unassisted mode on just a few LMUs prior to a complete migration. 
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Figure 28 Information Transfer between a BSS based SMLC and a Type B LMU without NSS Assistance

(1) If there is no signaling link yet for an LMU between the SMLC and the BSC serving the LMU, the SMLC sends a BSSMAP Paging message to the serving BSC inside an SCCP Connection Request.

(2) The serving BSC broadcasts an RR Paging Request.

(3) The LMU returns an RR Paging Response.

(4) The serving BSC transfers the Paging Response to the SMLC in a BSSMAP Complete Layer 3 Information message contained in an SCCP Connection Confirm.

(5) The SMLC performs authentication and ciphering if this is needed for the LMU.

(6) If the SMLC needs to send data to the LMU, it may send one or more DTAP-LE Connection Oriented Information messages to the BSC inside SCCP data form 1 messages. Each DTAP-LE message is transferred by the BSC to the LMU.

(7) The SMLC may initiate release of the SDCCH to the LMU by sending  a BSSMAP Clear Command to the BSC.

(8) The BSC returns a BSSMAP Clear Complete.

(9) The BSC orders release of the SDCCH by sending an RR Channel Release to the LMU.

(10) The SMLC releases the SCCP connection to the BSC by sending an SCCP Released message.

(11) When the LMU has LCS data to send and does not currently have a signaling link, it sends an RR Channel Request to the serving BTS to request an SDCCH. The RR Channel Request contains an establishment cause identifying an LMU. After assignment of the SDCCH, the LMU sends a DTAP CM Service request to the serving BSC.

(12) The serving BSC forwards the CM Service Request with an indication that this came from an LMU to the SMLC inside a BSSMAP Complete Layer 3 Information message that is contained in an SCCP Connection Request.

(13) The SMLC performs authentication and ciphering if needed for the LMU. Otherwise, a CM Service Accept is returned.

(14) The LMU sends one or more DTAP-LE Connection Oriented Information messages to the serving BSC each containing an embedded LLP message. The BSC forwards each DTAP-LE message to the SMLC.

7.6.2 Information Transfer using a TCH


[image: image29.wmf]LMU

BSC

SMLC

16. RR Channel Release

4. Assignment Request

5. RR Assignment Command

6. RR Assignment Complete

7. Assignment Complete

8. DTAP Connect

14. SCCP DT1 [BSSMAP Clear Command]

15. SCCP DT1 [BSSMAP Clear Complete]

17. SCCP RLSD

1. Setup Signaling Connection using an SDCCH

2. DTAP Setup

3. DTAP Call Confirmed

9. 

DTAP Connect 

Ack

.

10. DTAP-LE LCS Connection Oriented Information

11. DTAP Disconnect

12. DTAP Release

13. DTAP Release Complete


Figure 29 Information Transfer between an BSS based SMLC and a Type B LMU using a TCH

(1) The SMLC establishes a signaling connection to the LMU using an SDCCH.

(2) The SMLC sends a DTAP Setup to the LMU with the requested bearer capability.

(3) The LMU returns a DTAP Call Confirmed.

(4) The SMLC initiates traffic channel assignment by sending a BSSMAP Assignment Request to the BSC.

(5) The BSC requests channel activation in the BTS and then sends an RR Assignment Command to the LMU.

(6) The LMU acknowledges TCH assignment.

(7) The BSC confirms TCH assignment.

(8) The LMU confirms call establishment.

(9) The SMLC acknowledges the LMU confirm.

(10) DTAP-LE Connection Oriented Information messages are transferred between the SMLC and LMU on the established TCH: these are transparent to the BSC.

(11) The SMLC initiates release of the TCH by sending a DTAP Disconnect to the LMU

(12) The LMU returns a DTAP Release.

(13) The VMSC sends a DTAP Release Complete.
(14) The SMLC initiates release of the TCH by sending  a BSSMAP Clear Command to the BSC.

(15) The BSC returns a BSSMAP Clear Complete.

(16) The BSC orders release of the TCH by sending an RR Channel Release to the LMU.
(17) The SMLC releases the SCCP connection to the BSC by sending an SCCP Released message.

Open Issue 27: assuming LMU signaling on a TCH is to be supported, assignment of a TCH for a BSS based SMLC can be simplified if the DTAP call control messages between the SMLC and LMU are omitted. The bearer capability negotiated using the DTAP Setup and Call Confirmed messages could be a fixed default based on the TCH characteristics. However, this would lead to different LMU signaling to an unassisted BSS based SMLC versus that to an NSS based SMLC or assisted BSS based SMLC.
7.7 Information Transfer between an NSS based SMLC and a Target MS

An NSS based SMLC uses the procedure shown in Figure 30 in order to obtain positioning measurements from a target MS after a positioning request has been received from the VMSC.
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Figure 30 - Information Transfer between an NSS based SMLC and a Target MS

(1) The SMLC passes a BSSMAP-LE Connection Oriented Information message to the VMSC containing an embedded RRLP message. The BSSMAP-LE message is transferred inside an SCCP Data Form 1 message using the SCCP connection previously established between the SMLC and MSC when the positioning request for the target MS was initially sent to the SMLC.

(2) The VMSC forwards the BSSMAP-LE message to the serving BSC for the target MS.

(3) The BSC transfers the embedded RRLP message to the target MS inside an RR LCS Information message.

(4) When the target MS has positioning information to return to the SMLC, it sends an RR LCS Information message to the serving BSC containing an embedded RRLP message and an indication of which positioning methods were used.

(5) The serving BSC forwards the RRLP message to the VMSC inside a BSSMAP-LE Connection Oriented Information message. Depending on the positioning method indicated by the MS, the BSC may add additional measurement information to the BSSMAP-LE message in an embedded BSSLAP message.

(6) The VMSC forwards the BSSMAP-LE message to the SMLC using the SCCP connection previously established for positioning the target MS.

7.8 Information Transfer between a BSS based SMLC and a Target MS

A BSS based SMLC uses the procedure shown in Figure 31 in order to obtain positioning measurements from a target MS after a positioning request has been received from the serving BSC.
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Figure 31 - Information Transfer between a BSS based SMLC and a Target MS

(1) The SMLC passes a BSSMAP-LE Connection Oriented Information message to the serving BSC containing an embedded RRLP message. The BSSMAP-LE message is transferred inside an SCCP Data Form 1 message using the SCCP connection previously established between the SMLC and BSC when the positioning request for the target MS was initially sent to the SMLC.

(2) The BSC transfers the embedded RRLP message to the target MS inside an RR LCS Information message.

(7) When the target MS has positioning information to return to the SMLC, it sends an RR LCS Information message to the serving BSC containing an embedded RRLP message and an indication of which positioning methods were used.

(3) The serving BSC forwards the RRLP message to the SMLC inside a BSSMAP-LE Connection Oriented Information message using the SCCP connection previously established for positioning the target MS. Depending on the positioning method indicated by the MS, the BSC may add additional measurement information to the BSSMAP-LE message in an embedded BSSLAP message

7.9 Information Transfer between an NSS based SMLC and a Serving BSC

An NSS based SMLC uses the procedure shown in Figure 32 in order to obtain positioning related information for a particular target MS from the serving BSC after a positioning request has been received from the VMSC.
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Figure 32 - Information Transfer between an NSS based SMLC and a Serving BSC

(1) The SMLC passes a BSSMAP-LE Connection Oriented Information message to the VMSC containing an embedded BSSLAP message. The BSSMAP-LE message is transferred inside an SCCP Data Form 1 message using the SCCP connection previously established between the SMLC and MSC when the positioning request for the target MS was initially sent to the SMLC.

(2) The VMSC forwards the BSSMAP-LE message to the serving BSC for the target MS. The BSC recognizes that it is the final destination due to the presence of the embedded BSSLAP message.

(3) When the serving BSC has positioning information for the target MS to return to the SMLC, it sends a BSSMAP-LE Connection Oriented Information message to the VMSC containing an embedded BSSLAP message..

(4) The VMSC forwards the BSSMAP-LE message to the SMLC using the SCCP connection previously established for positioning the target MS.

7.10 Information Transfer between an BSS based SMLC and a Serving BSC

A BSS based SMLC uses the procedure shown in Figure 33 in order to obtain positioning related information from the serving BSC for a particular target MS after a positioning request has been received from the BSC.
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Figure 33 - Information Transfer between a BSS based SMLC and a Serving BSC

(1) The SMLC passes a BSSMAP-LE Connection Oriented Information message to the BSC containing an embedded BSSLAP message. The BSSMAP-LE message is transferred inside an SCCP Data Form 1 message using the SCCP connection previously established between the SMLC and BSC when the positioning request for the target MS was initially sent to the SMLC. The BSC recognizes that it is the final destination due to the presence of the embedded BSSLAP message.

(2) When the serving BSC has positioning information for the target MS to return to the SMLC, it sends a BSSMAP-LE Connection Oriented Information message to the SMLC containing an embedded BSSLAP message. The message is sent using the SCCP connection previously established for positioning the target MS.

7.11 Information Transfer between an NSS based SMLC and a Type C LMU

An NSS based SMLC uses the procedure shown in Figure 34 in order to exchange LCS information with a type C LMU.
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Figure 34 - Information Transfer between an NSS based SMLC and a Type C LMU

(1) The SMLC passes a BSSMAP-LE Connectionless Information message to the VMSC containing an embedded LLP message and the LAI/CI cell address identifying the LMU. The BSSMAP-LE message is transferred inside an SCCP Unitdata message.

(2) The VMSC forwards the BSSMAP-LE message to the BSC serving the LAI/CI address.

(3) The BSC transfers the embedded RRLP message to either the BTS associated with the LMU or the LMU itself inside an 08.58 LCS Information message. The BTS or LMU is identified using the LAI/CI received in step 2. 

(4) When the LMU has positioning information to return to the SMLC, either it or its associated BTS transfers this to the BSC inside an 08.58 LCS Information message.

(5) The serving BSC forwards the RRLP message to the VMSC inside a BSSMAP-LE Connectionless Information message contained in an SCCP Unitdata message. The BSSMAP-LE message contains the LAI/CI address identifying the LMU.

(6) The VMSC forwards the BSSMAP-LE message to the SMLC in an SCCP Unitdata message.

Open Issue 24: routing on LAI + CI is assumed here in the MSC and BSC to transfer LCS data to a type C LMU. Routing on LAI (+CI) is assumed in the MSC to transfer SMLCPP messages to an SMLC.

7.12 Information Transfer between a BSS based SMLC and a Type C LMU

A BSS based SMLC uses the procedure shown in Figure 35 in order to exchange LCS information with a type C LMU.
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Figure 35 - Information Transfer between a BSS based SMLC and a Type C LMU

(1) The SMLC passes a BSSMAP-LE Connectionless Information message to the BSC containing an embedded LLP message and the LAI/CI cell address identifying the LMU. The BSSMAP-LE message is transferred inside an SCCP Unitdata message.

(2) The BSC transfers the embedded LLP message to either the BTS associated with the LMU or the LMU itself inside an 08.58 LCS Information message. The BTS or LMU is identified using the LAI/CI received in step 1.

(3) When the LMU has positioning information to return to the SMLC, either it or its associated BTS transfers this to the BSC inside an 08.58 LCS Information message.

(4) The serving BSC forwards the LLP message to the SMLC inside a BSSMAP-LE Connectionless Information message contained in an SCCP Unitdata message. The BSSMAP-LE message contains the LAI/CI address identifying the LMU.

7.13 Information Transfer between Peer SMLCs

Figure 36 illustrates LCS information transfer between peer SMLCs where, in this scenario, one SMLC is NSS based and the other BSS based. It is assumed that while the NSS based SMLC has SS7 links to an STP, the BSS based SMLC does not.
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Figure 36 - Information Transfer between an NSS based and a BSS based SMLC

(1) When the NSS based SMLC has LCS information to send to another SMLC, it transmits a BSSMAP-LE Connectionless Information message containing an embedded SMLCPP message and the LAI/CI cell address identifying the other SMLC. The BSSMAP-LE message is transferred inside an SCCP Unitdata message. The message is routed to an SS7 signaling point code associated with the LAI/CI address. In this scenario, the signaling point code is that for the MSC connected to the BSC for the BSS based SMLC. 

(2) The MSC forwards the BSSMAP-LE message to the BSC associated with the LAI/CI address received in step 1.

(3) The BSC transfers the BSSMAP-LE message to the SMLC. The BSC recognizes the SMLC as the final destination due to the presence of the embedded SMLCPP message.

(4) When the BSS based SMLC has positioning information to return to the NSS based SMLC, it passes this to its associated BSC in a BSSMAP-LE Connectionless message contained in an SCCP Unitdata message. The BSSMAP-LE message contains an embedded SMLCPP message and the LAI/CI address identifying the other SMLC. 

(5) The serving BSC forwards the BSSMAP-LE message to its MSC. 

(6) The MSC forwards the BSSMAP-LE message directly to the NSS based SMLC in an SCCP Unitdata message. The message is routed to an SS7 signaling point code associated with the LAI/CI address in the BSSMAP-LE message. In this scenario, the signaling point code is that for the NSS based SMLC.

8. E-OTD and GPS Positioning Procedures

8.1 Positioning for BSS based SMLC

This signaling flow is generic for all MS based or assisted location methods (MS Based E-OTD, MS Assisted E-OTD, GPS and Assisted GPS).
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Figure 37 E-OTD /GPS Positioning Flow

1. The SMLC determines possible assistance data and sends RRLP MEASURE POSITION request to the BSC. 
2. The BSC forwards the positioning request including the QoS and any assistance data to the MS in a RRLP MEASURE POSITION request.
3. Provided that location request is allowed from a privacy perspective, the MS performs the requested E-OTD or GPS measurements. If the MS is able to calculate its own location and this is required, the MS computes a location estimate based on E-OTD or GPS measurements. Any data necessary to perform these operations will either be provided in the RRLP MEASURE POSITION request or available from broadcast sources. The resulting E-OTD or GPS measurements or E-OTD or GPS location estimate are returned to the BSC in a RRLP MEASURE POSITION response. If the MS was unable to perform the necessary measurements, or compute a location, a failure indication is returned instead.

4. BSC forwards the RRLP MEASURE POSITION response to SMLC.

8.2 Positioning for NSS based SMLC 

This signaling flow is generic for all MS based or assisted location methods (MS Based E-OTD, MS Assisted E-OTD, GPS and Assisted GPS).
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Figure 38 E-OTD /GPS Positioning Flow

1. The SMLC determines possible assistance data and sends RRLP MEASURE POSITION request to MSC. 
2. The MSC forwards the RRLP MEASURE POSITION request to the BSC. 

3. The BSC sends the positioning request including the QoS and any assistance data to the MS in a RRLP MEASURE POSITION request.
4. Provided location privacy is not enabled in the MS, or enabled but overridden to obtain location for an emergency call, the MS performs the requested E-OTD or GPS measurements. If the MS is able to calculate its own location and this is required, the MS computes an E-OTD or GPS location estimate. Any data necessary to perform these operations will be either provided in the RRLP MEASURE POSITOIN request or available from broadcast sources. The resulting E-OTD or GPS measurements or E-OTD or GPS location estimate are returned to the BSC in a RRLP MEASURE POSITION response. If the MS was unable to perform the necessary measurements, or compute a location, a failure indication is returned instead.

5. BSC sends measurement results in the MEASURE POSITION response within BSSMAP Location Information Report message to MSC.

6. MSC forwards the measurement results in the MEASURE POSITION response within LCS Information Report message to SMLC.

8.3 Assistance Data Delivery from BSS based SMLC

This signaling flow is generic for all MS based location methods (MS Based and Assisted E-OTD and Network Based and Assisted GPS).
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Figure 39 E-OTD or GPS Assistance Data Delivery Flow with BSS based SMLC
(1) The SMLC determines possible assistance data and sends it in the RRLP ASSISTANCE DATA message to the BSC. 
(2) The BSC forwards the assistance data to the MS in a RRLP ASSISTANCE DATA message. If the assistance data does not fit to one message, the messages 1 and 2 can be repeated.
(3) The MS acknowledges the reception of complete assistance data to the BSC with a RRLP ASSISTANCE DATA Ack. 
(4) The BSC forwards the RRLP ASSISTANCE DATA Ack message to the SMLC.

8.4 Assistance Data Delivery from  NSS based SMLC
This signaling flow is generic for all MS based location methods (MS Based and Assisted E-OTD and Network Based and Assisted GPS).
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Figure 40. E-OTD or GPS Assistance Data Delivery Flow with NSS based SMLC
(1) The SMLC determines possible assistance data and sends the RRLP ASSISTANCE DATA message to the MSC. 
(2) The MSC forwards the RRLP ASSISTANCE DATA message  to the BSC. 
(3) The BSC sends the assistance data to the MS in a RRLP ASSISTANCE DATA message. If the assistance data does not fit to one message, the messages 1, 2 and 3 can be repeated.
(4) The MS acknowledges the reception of complete assistance data to the BSC in a RRLP ASSISTANCE DATA Ack. 
(5) The BSC sends the RRLP ASSISTANCE DATA Ack to the MSC.
(6) The MSC forwards the RRLP ASSISTANCE DATA Ack to the SMLC.

8.5 Broadcast OF ASSISTANCE DATA

In MS Based E-OTD and Network Assisted GPS system, where the location calculation is done in the mobile station, there is a need for assistance data to be transferred to the MS. The assistance data for MS Based E-OTD contains the Real Time Difference (RTD) values (in case of a non-synchronized network) and Base Transceiver Station (BTS) coordinates. In addition, the broadcast data contains other information simplifying the E-OTD measurements. In GPS transmitting differential corrections to the MS increases the accuracy.

<Editor's note: more text about the nature of the assistance data, broadcast channel and broadcast frequency will be inserted when these have been agreed.>

Point-To-Multipoint Assistance Data Broadcast Flow

The signaling flow for broadcast messages is presented in the following figure.

Figure 41. Signaling flow for location information broadcast 

<Editor's note: This figure will be added when the broadcasting channel is decided on.>

8.5.1 Ciphering

In order for the operators to control the access to the assistance data, parts of the broadcast data may be ciphered. Ciphering is done with a specific key for this purpose. The ciphering key is delivered to the MS during a location update. The ciphering key may be GSM PLMN, VLR Area or Location Area specific.

The ciphering key is centrally administered. (This sentence can be removed if MO-LR is accepted.)
8.5.1.1 Algorithm

The algorithm used for ciphering is the standard 56-bit DES algorithm. The deciphering of broadcast messages is done in the ME.

8.5.1.2 Deciphering key delivery to MS

During a location update, the current and next deciphering keys are delivered to the MS. This allows changing the key with the same interval as the periodic location updates are done, still making sure that the MS always has an updated key. A deciphering key identifier indicates when the key changes. The following figure describes the deciphering key delivery mechanism.
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Figure 42. Deciphering key delivery in periodic location updates.

8.5.1.3 Deciphering key delivery during location update when changing the VLR area

<Nokia now proposes that only MO-LR is used to deliver (e.g. after location update with Follow-On Proceed) the ciphering key to MS. I.e. the signaling flows presented below could be deleted. Only reference to generic MO-LR should be given.>
The following figure presents the signaling flow in the case when the deciphering key is delivered to the MS during the location update when changing the VLR area. The ciphering keys to the MS are delivered in a ciphered mode.


[image: image42.wmf]MS

Previous

MSC/VLR

HLR

5. Insert Subscriber Data (MS Loc. Subscription Data)

2. Send identification

MSC/VLR

3. Update Location

4. Cancel Location

6. Insert Subscriber Data Ack

1. Location Update Request

7. Location Update Accept (Deciphering keys)


Figure 43. Signaling flow for deciphering key delivery during location update

1. The MS initiates a location update.

2. The MSC/VLR shall ask for the MS information from the previous VLR.

3. The MSC/VLR shall inform the HLR that the VLR area has changed.

4. The HLR shall perform the Cancel Location procedure to the previous VLR.

5. The HLR shall send the subscriber data to the MSC/VLR. The subscriber data contains the information whether the MS based location calculation has been subscribed.

6. The MSC/VLR shall send an acknowledgment to the Insert Subscriber Data message

7. The MSC/VLR shall send an acknowledgment to the location update request. If the MS Location based calculation has been subscribed, the acknowledgment shall contain the current deciphering key for the broadcast location information and the deciphering key for next period.

8.5.1.4 Deciphering key delivery during the periodic location update or when changing the Location Area 

The following figure presents the signaling flow in the case when the deciphering key is delivered to the MS during the location update during the periodic location update or when changing the location area. 
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Figure 44. Signaling flow for deciphering key delivery during location update

1. The MS initiates a location update.

2. The MSC/VLR shall send an acknowledgment to the location update request. If the MS location based calculation has been subscribed, the acknowledgment shall contain the current deciphering key for the broadcast location information and the deciphering key for next period.

10. 


Annex A  -  Open Issues List

Number
Description
Status
Resolution

001
Use of DTAP versus RR signaling to a target MS and Type A or B LMU
Open 6/7/99

Closed

7/9/99
Agree RR signaling to a target MS

Agree DTAP signaling to an LMU

002
Should the SMLC to SMLC peer protocol (SMLCPP) be defined in GSM 04.71 or in a separate TS
Open 6/7/99

Closed 7/9/99
Agree a new 09.yy

Define new messages but also allow transfer of (e.g. embedded) LLP messages (from 04.71)

003
Need names and abbreviations for the new LCS protocols
Open 6/7/99

Closed 7/9/99
Defined in section 2

004
Should the SMLC use a single generic LCS information message to exchange LCS information for all other types of entity or should several more specialized messages be defined.
Open 6/7/99

Closed 7/9/99
Agree 1 connectionless BSSMAP message and 1 connection oriented BSSMAP/DTAP message.

005
Is an LMU registration procedure and/or LMU service request procedure needed – e.g. in GSM 04.71 or 09.02.
Open 6/7/99
Propose to eliminate these when using BSSMAP-LE but consider an LMU to SMLC status update (e.g. after registration in a new LAI).

Registration may still be needed if a phase 1 SMLC is made compatible with phase 2.

006
Should an SMLC be allowed to return a location estimate (e.g. derived from CI + TA) in an SCCP Connection Refused message.
Open 6/7/99

Closed 7/9/99
Yes

007
Is it legitimate for an LMU to send a DTAP CM Service Request in order to establish an LCS signaling link to the SMLC. Since a CM Service Request contains an MM protocol discriminator, routing to a BSS based SMLC by a BSC may not be possible.
Open 6/7/99
Closed 7/20/99

It is proposed to assign a new establishment cause value in an RR Channel Request to identify a request for an SDCCH from an LMU. This impacts 04.08. The LMU indication should then be transferred to the MSC in a Complete Layer 3 Information (impact to 08.08) to enable MSC verification of LMU status. These changes will allow correct routing by the BSC, distinct treatment of LMUs when assigning an SDCCH and distinct early processing in the MSC.

008
When a BSS based SMLC attempts to open a signaling link to a type A or B LMU where signaling is NSS assisted, can the BSC determine whether an SDCCH already exists to the LMU based on the IMSI provided by the SMLC.
Open 6/7/99


009
Should the RRLP protocol to a target MS be the same as the LLP protocol to an LMU defined in GSM 04.71.
Open 7/6/99

Closed 7/9/99
RRLP is different and will be defined in a new GSM 04.xx.

010
Need to define specific LCS BSSMAP subsets for the A interface.
Open 7/6/99


011
Definition of BSSMAP-LE messages in a new 09.xx versus new 08.xx
Open 7/6/99

Closed 7/9/99
Agree a new 09.xx

012
Should a single DTAP-LE LCS Information message be supported for a type A and type B LMU rather than separate REGISTER, FACILITY, and RELEASE COMPLETE messages as in phase 1. 
Open 7/6/99
Closed 7/20/99

REGISTER, FACILITY and RELEASE COMPLETE messages will be used as in phase 1. These allow multiple transactions (e.g. separate transactions for TOA, RTD, O&M messages), more explicit opening and closing of signaling connections and better error handling. Changes to 04.71 are also avoided.

013
Should distinct RR LCS Information messages be defined for uplink versus downlink transfer.
Open 7/6/99

Closed 7/9/99
A single RR LCS Information message will be used for both uplink and downlink.

014
Should O&M for type A or B LMUs be allowed using circuit or GPRS calls.
Open 7/6/99
Closed 7/20/99

O&M to an LMU using a circuit data connection.will be supported as an option. 

015
Should the stage 2 message flows include details of SCCP usage or should these be in a separate GSM TS.
Open 7/6/99

Closed 7/9/99
SCCP details will be defined in a separate section in the LCS stage 2. Message flows will not contain SCCP details except for a few key steps – e.g. setup and release of an SCCP connection.

016
Should a BSC be enabled to request the location of a target MS when in idle mode.
Open 7/6/99

Closed 7/9/99
No usage for a BSC positioning request in idle mode has been found.

017
Should an NI-LR from a BSC be supported with an NSS based SMLC. If so, should the location request from the BSC to MSC be different to the BSSMAP-LE Perform Location Request
Open 7/8/99
Agree that a BSC NI-LR must be supported by an NSS based SMLC – e.g. to avoid inconsistent service in a network with both NSS and BSS based SMLCs.

Message use is still open.

018
Should MSC/VLR signaling procedures always be supported in the SMLC to enable information transfer between a BSS based SMLC and type B LMU without NSS assistance.
Open 7/6/99

Closed 7/9/99
Agree MSC/VLR signaling shall be supported by the SMLC.

019
Should an MO-LR be supported using existing call independent supplementary service procedures
Open 7/6/99

Closed 7/9/99
Yes

020
Are both type A and type B LMUs needed? For a type B LMU, should authentication and ciphering be mandatory, optional or not supported?
Open 7/9/99
A type A LMU is compatible with a BSS based SMLC (without NSS assistance) if the SMLC responds appropriately to MM requests from the LMU – e.g. return an acknowledge for a Location Update request. A type B LMU is less complex than a type A but requires additional support from the MSC/VLR.

021
Should X.25 be allowed as an alternative to MTP/SCCP signaling on the Ls, Lb and Lp interfaces?
Open 7/9/99
Closed 7/20/99
Only SS7 (MTP/SCCP) signaling will be defined for signaling to an SMLC.

022
Should connectionless SCCP signaling, possibly using TCAP/MAP, be allowed on the Ls (and maybe Lb) interface? If so, can this be accommodated by including a phase 1 SMLC?
Open 7/9/99


023
To authenticate a type B LMU, an SMLC needs either administration data or a MAP link to an HLR/AC.
Open 7/9/99


024
Routing on LAI + CI is assumed in the MSC and BSC to transfer LCS data to a type C LMU. Routing on LAI (+CI) is assumed in the MSC to transfer SMLCPP messages to an SMLC.
Open 7/9/99


025
Should signaling to an LMU using a TCH be supported? If so, should the lower signaling layers be defined – e.g. L1 = transparent synchronous data at rates up to 64 Kbps, L2 = RLP (supports multislot HSCSD operation), L3 = DTAP-LE, L4 = LLP.
Open 7/19/99
Closed 7/20/99
Signaling using a TCH will be allowed (see item 14). The lower signaling layers will be defined. 

026
For an MO-LR, should there be a separate message flow using different DTAP and BSSMAP-LE messages to request LCS assistance data versus a location estimate?
Open 7/19/99
Closed 7/20/99
One message flow will be defined to support requests for both LCS assistance data and a location estimate.

027
Assuming LMU signaling on a TCH is supported, assignment of a TCH for a BSS based SMLC can be simplified if the DTAP call control messages between the SMLC and LMU are omitted. However, this would lead to different LMU signaling than for TCH assignment to an NSS based SMLC.
Open 7/19/99
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� It was pointed out in Cambridge that in phase 2, this restriction should be removed.
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