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S2 thanks S3 for their liaison concerning "Extended Proposal for Securing MAP Based Transmission of Sensitive Data between Network Elements" (S2-99370, S3-99131), and notes that it is asked to comment before June 1st 1999 on the suggested way of implementing this new UMTS security feature. 

In response to the specific issue - Securing MAP Based Transmission - S2 currently lacks the knowledge to evaluate the proposed implementation. We are however confident that the members of S3 together with the MAP experts (N2) are able to develop the feature. We encourage S3 to continue their work in this area, provided that other security features are not considered to be of higher importance.  

As a general comment, S2 wishes to repeat our concerns as earlier expressed in our liaison statement to S3 in April (S2-99288) in which we ask S3 to clarify 

1)      what security features that are to be developed for inclusion in Release 99

2)      clarify the schedule for possible new ciphering algorithm(s). 

S3 has kindly provided S2 with their documentation (Table 1), which is currently being reviewed.  

Spec./Rep. 
Title
S2 May meeting, Tdoc 

21.133
Security Threats and Requirements
S2-99365

33.102
Security Architecture
S2-99366

33.120
Security Principles and Objectives
S2-99367

Table 1, S3 Security Documentation provided to S2 in May 1999

We believe that answers to issues 1 and 2 may be found in the above mentioned documentation, but would be grateful for any guidance on where to find it. 

S2-99289.doc


