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Report to WG3 (Security) Members





Threats and requirements specification approved - well done Per.


Architecture specification approved - well done Stefan and Bart.


Note that both documents mentioned above are now under CR control.


Principle for obtaining cryptographic algorithms approved. SA Chairman to raise funding, ownership and liability with 3G Steering Committee.


We are under a lot of pressure to get the cipher algorithm designed and delivered.  Some manufacturers are convinced they need it before the end of the year - but I have not promised that.  We must have the cipher algorithm requirements specification complete by the end of May and delivered to SAGE.  I will devote time at our May meeting to this task.


Mr Chikawasa, could you do as much preparation for this as possible?  You should perhaps talk to Gert Roelofsen to get a clear understanding of what SAGE will expect.


Gert, I assume you will be able to provide a work plan early in June if you get the requirements specification in May?  Are you comfortable with delivery of the specification at the end of the year?


The second pressure point (and it is intimately related to that made under 5) is to get the cipher integration in RAN complete - ie. synchronisation, precisely which bits are to be encrypted.  Again, time will be devoted to this at our next meeting.


The SIM access to 3G caused a very lengthy debate.  Only a few were in favour of it (France Telecom and US operators), but the Chairman was unable to get it deleted.  There will be further attempts tomorrow.





Michael Walker
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