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10.5.1.4
Mobile Identity

The purpose of the Mobile Identity information element is to provide either the international mobile subscriber identity, IMSI, the temporary mobile subscriber identity, TMSI/P-TMSI, the international mobile equipment identity, IMEI  the international mobile equipment identity together with the software version number, IMEISV or the extended  encrypted IMSI (XEMSI) .

The IMSI shall not exceed 15 digits, the TMSI/P-TMSI is 4 octets long, and the IMEI is composed of 15 digits, the IMEISV is 16 digits. The XEMSI is composed of 128 bit encrypted IMSI (EIMSI), 32 bit group identifier (GI) and up to 15 digits routing information (MCC, MNC, NODEID) (see TS 23.003).
If a mobile user supports encrypted IMSI (EIMSI) than generally the XEMSI will be used instead of the IMSI for all messages in this specification.
For packet paging the network shall select the mobile identity type with the following priority:

1- P-TMSI: The P-TMSI shall be used if it is available.

2- IMSI: The IMSI shall be used in cases where no P-TMSI is available.

For all other transactions except emergency call establishment, emergency call re-establishment, mobile terminated call establishment, the identification procedure, the GMM identification procedure, the GMM authentication and ciphering procedure and the ciphering mode setting procedure, the mobile station and the network shall select the mobile identity type with the following priority:

1- TMSI: The TMSI shall be used if it is available.

2- IMSI: The IMSI/XEMSI shall be used in cases where no TMSI is available.

For mobile terminated call establishment the mobile station shall select the same mobile identity type as received from the network in the PAGING REQUEST message. If a mobile user supports encrypted IMSI (EIMSI) than generally the XEMSI will be used instead of the IMSI.
For emergency call establishment and re-establishment the mobile station shall select the mobile identity type with the following priority:

1- TMSI: The TMSI shall be used if it is available.

2- IMSI: The IMSI/XEMSI shall be used in cases where no TMSI is available.

3- IMEI: The IMEI shall be used in cases where no SIM is available or the SIM is considered as not valid by the mobile station or no IMSI or TMSI is available.

In the identification procedure and in the GMM identification procedure the mobile station shall select the mobile identity type which was requested by the network.  If a mobile user supports encrypted IMSI (EIMSI) than generally the XEMSI will be used instead of the IMSI.

In the ciphering mode setting procedure and in the GMM authentication and ciphering procedure the mobile shall select the IMEISV.

The Mobile Identity information element is coded as shown in figure 10.5.4/TS 24.008 and table 10.5.4/TS 24.008.

The Mobile Identity is a type 4 information element with a minimum length of 3 octet and 28  octets length maximal. Further restriction on the length may be applied, e.g. number plans.

   8     7     6     5     4     3     2     1

+-----------------------------------------------+

│     │       Mobile Identity IEI               │ octet 1

+-----------------------------------------------│

│                                               │

│     Length of mobile identity contents        │ octet 2

+-----------------------------------------------│

│                       │odd/ │                 │

│   Identity digit 1    │even │ Type of identity│ octet 3

│                       │indic│                 │

+-----------------------+-----------------------│

│                       │                       │

│   Identity digit p+1  │   Identity digit p    │ octet 4*

+-----------------------------------------------+

Figure 10.5.4/TS 24.008 Mobile Identity information element

Table 10.5.4/TS 24.008: Mobile Identity information element

+--------------------------------------------------------+

│ Type of identity (octet 3)                             │

│ Bits                                                   │

│ 3 2 1                                                  │

│ 0 0 1    IMSI                                          │

│ 0 1 0    IMEI                                          │

│ 0 1 1    IMEISV                                        │

│ 1 0 0    TMSI/P-TMSI                                   │
| 1 0 1    XEMSI note 2)                                 | 
│ 0 0 0    No Identity  note 1)                          │

│                                                        │

│ All other values are reserved.                         │

│                                                        │

│ Odd/even indication (octet 3)                          │

│ Bit                                                    │

│ 4                                                      │

│ 0        even number of identity digits and also when  │

│          the TMSI/P-TMSI is used                       │

│ 1        odd number of identity digits                 │

│                                                        │

│ Identity digits (octet 3 etc)                          │

│ For the IMSI, IMEI ,IMEISV and MCC, MNC, NODEID as |

| part of the XEMSI this field is coded using            │

│ BCD  coding. If the number of identity digits is  even │

│ then  bits  5 to 8 of the last octet shall  be  filled │

│ with an end mark coded as "1111".                      │

│ 
| EIMSI and GI are bit streams.                             │

│ If the mobile identity is the TMSI/P-TMSI then bits 5  │

│ to 8 of octet 3 are coded as "1111" and bit 8 of octet │

│ 4 is the most significant bit and bit 1 of the last    │

│ octet the least significant bit. The coding of the     │

│ TMSI/P-TMSI is left open for each administration.      │

+--------------------------------------------------------+

NOTE 1:
This can be used in the case when a fill paging message without any valid identity has to be sent on the paging subchannel.
NOTE 2:  The coding of the XEMSI within the identity digits is as following according 3G TS 23.003:


MCC

3 digits


MNC

2or 3 digits


EIMSI

128 bit


GI

32 bit


NODEID
max 10 digits (as optional parameter)
10.5.3.4
Identity type

The purpose of the Identity Type information element is to specify which identity is requested.

The Identity Type information element is coded as shown in figure 10.5.78/TS 24.008 and table 10.5.92/TS 24.008.

The Identity Type is a type 1 information element .

   8     7     6     5     4     3     2     1

+-----------------------------------------------+

│   Identity type IEI   │  0  │type of identity │ octet 1

│                       │spare│                 │

+-----------------------------------------------+

Figure 10.5.78/TS 24.008 Identity Type information element

Table 10.5.92/TS 24.008: Identity Type information element

+--------------------------------------------------+

│ Type of identity (octet 1)                       │

│ Bits                                             │

│ 3 2 1                                            │

│ 0 0 1    IMSI                                    │

│ 0 1 0    IMEI                                    │

│ 0 1 1    IMEISV                                  │

│ 1 0 0    TMSI                                    │
| 1 0 1    XEMSI see 10.5.1.4
│                                                  │

│ All other values are reserved.                   │

+--------------------------------------------------+

10.5.5.9
Identity type 2

The purpose of the identity type 2 information element is to specify which identity is requested.

The identity type 2 is a type 1 information element.

The identity type 2 information element is coded as shown in figure 10.5.125/TS 24.008 and table 10.5.142/TS 24.008.


8

7


6


5

4


3

2

1



Identity type 2
IEI
0
spare
Type of identity
octet 1

Figure 10.5.125/TS 24.008: Identity type 2 information element

Table 10.5.142/TS 24.008: Identity type 2 information element

Type of identity (octet 1)

Bits                      

3 2 1

0 0 1    IMSI 

0 1 0    IMEI 

0 1 1    IMEISV 

1 0 0    TMSI
1 0 1    XEMSI see 10.5.1.4
All other values are interpreted as 
IMSI by this version of the protocol. 
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