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1
Introduction
An editor's note regarding separate keys in different eNB:s is proposed to be removed since LS:es from RAN2 closes the open question.

2
Analysis
The Physical Cell Identity (PCI) of the target eNB was introduced in the KeNB* derivations to ensure that the same KeNB* was not given to all eNBs that were being prepared for a handover/RLF recovery. It is sound security practice not to spread keys around the system needlessly. As confirmed by RAN2 in the LS in R2-084907, the PCI is available when the KeNB* is computed, and as confirmed by RAN2 in the LS in R2-084906 the possibility for collisions between PCI:s of different eNB:s is very rare. Hence the PCI can be used as a distinguisher to enable different KeNB* in each target eNB with high probability. Therefore, the editor's note regarding this in clause 7.2.9.3 of TS 33.401 can be deleted.
3
Conclusion and proposal
It is proposed that the CR in S3-081043, which removes parts of the editor's note regarding key separation, is included in TS 33.401. 
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