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Abstract of the contribution:
According to the third Editor’s Note in clause 7.1, this contribution modifies the UE registration procedure with adding an acknowledgment between P-CSCF to the UE during registration to indicate whether e2ae is supported or not.
**********************START OF FIRST CHANGE***************************
7.1 
UE registration procedures
Figure 3 shows an IMS registration procedure in which the IMS UE registers its media security capability. 
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Figure 3: Registering Media security capability 

The IMS UE performs an IMS registration according to 3GPP TS 23.228 [3]. When performing the registration, the IMS UE (in Step 1) includes the supported UE media security capability. When receiving the UE media security capability from the I-CSCF (Step 5), the S-CSCF stores them. When the P-CSCF confirms the registration with 200 OK, it includes an acknowledgement in the 200 OK to indicate whether e2ae is supported or not. 
Editor’s Note: It is the P-CSCF, not the S-CSCF, which makes use of the registered UE media security capability, cf. subclause on terminating procedures for e2ae security. So, a means needs to be found to communicate the UE media security capability during registration to the P-CSCF for storage there. Providing UE media security capability from the S-CSCF to the P-CSCF only during call set-up would be another possibility in principle, but seems more difficult from a protocol point of view. 

Editor’s Note: The semantics of the UE media security capability are ffs. TR 33.828, clause 6.3.2, suggests the values should be “end-2-access-edge” or “end-to-end”. However, the procedure for the UE looks quite the same for e2ae and e2e, so it is questionable whether e2ae and e2e relates to different capability (as opposed to policies) on the UE side. The simplest option seems that the UE media security capability just indicates whether the UE supports SRTP, SDES or KMS.

Editor’s Note: It is ffs whether the P-CSCF media security capability should be communicated to the UE during registration. The P-CSCF media security capability would refer to the capability of the P-CSCF to support e2ae security. When originating a call it would be useful for the UE to know whether the P-CSCF supported e2ae security, as then the UE could avoid sending an SDP Offer for an SRTP stream if the UE already knew that neither the other UE nor the P-CSCF supported SRTP. 

**********************END OF CHANGES***************************
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