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1. Overall Description:
SA3 would like to thank CT4 for their response to the SA3 LS on media plane security.  SA3 notes that:
a) CT4 acknowledged that the work required for this feature is bound by the timescales set by CT1, 
b) There is impact to the Iq Interface (IMS-ALG to IMS-AGW) in order to transfer security parameters for the End-to-Middle Security method. In clause 2, SA3 tries to explain and answer the CT4 concerns.
2. Answers to questions

QUESTION1:
Is support of transcoding for e2e protected media required.

ANSWER:
No, there is no requirement for support of transcoding of e2e protected media. If transcoding is needed, it is assumed that e2m will be used. Transcoding requires operation on plaintext media only.
QUESTION2:
There may be some impacts to IBCF procedures and there may be some impacts to the Ix Interface to ensure that the TrGW acts in media-agnostic mode when encrypted media is required to be passed transparently through the network for end-to-end protection.  
ANSWER:
SA3 believes that as use of RTP/SAVP will be indicated in SDP, this will be used to indicate that transcoding cannot be performed. Further analysis is needed by both SA3 and CT4 to determine possible impacts on Ix interface. 
QUESTION3:
Is there any default behaviour described (e.g. reject the call attempt, fall-back to end-to-middle solution, fall-back to no media plane security, etc.) when end-to-end security is requested but cannot be offered, for instance when there is a mismatch in the codecs.

ANSWER:
SA3 has not specified any default behaviour when end-to-end security is requested but transcoding is required.. 
SA3 notes, however, that there can be two solutions: 
1) the offer only includes e2e security and does not provide a fall-back to anything else; in this case the call attempt will fail, and it is up to the originating UE to decide whether to fall back to an e2m protection, and 
2) the offer uses CapNeg and offer both an e2e and non-e2e solution, in which case the network can fall back to the non-e2e offer. SA3 will need to agree on a single solution and specify it. 


QUESTION4:
Will SA3 handle impacts on GBA or should this be under the remit of one of the CT Working Groups. 
ANSWER:
According to present SA3 understanding the only required updates to GBA will define a protocol identifier for Ua (TS 33.220) and a GAA service Id (TS 29.109). The required CR's will be initiated by the supporting companies in the appropriate groups.
2. Actions:

To CT1 group.

ACTION: 
SA3 asks CT1 group to take the answers to the questions into account in its work. 
3. Date of Next TSG-SA WG3 Meetings:

TSG-SA WG3 Meeting #57
16-20 November 2009
Dublin, Ireland
TSG-SA WG3 Meeting #58
1-5 February 2010, TBD

