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This document propose that the TRE of the candidate solution alternative 1 and the UICC can be collocated on the M2ME, and the TRE function can be used to remote provide USIM/ISIM on the UICC.   
**** Start of changes 1****

5.2
Alternative 1b: UICC/TRE based solution with remote subscription provision and change
The TRE and UICC can be both located on the M2ME. And the UISM/ISIM can be remote provided and change on the UICC with the help of the TRE function.
5.2.1
MCIM remote provision on the UICC with the TRE function

5.2.1.1
General

In section 5.1, With TRE, the M2ME can be remotely provided with an MCIM application and credentials. If TRE and UICC both on the M2ME, TRE function can be directly used for the remote provision of USIM/ISMI on the UICC. This section provides examples of the steps for the M2ME to be remotely provisioned with an MCIM application and credentials on the UICC with the TRE help. 
5.2.1.2
Principles

Initial provisioning of M2M Equipments is done with already existing methods or with any new method developed for M2ME manufacturers and/or M2M subscribers. The following steps describe the mechanism for remote provisioning of MCIM on the UICC with help of the TRE function. For simplicity, we can be on the assumption that at the initial issuing, there is no USIM on the UICC.  By the TRE function on the M2ME, the IMSI, subscriber’s key and the OTA key of the new SHO can be provided to the UICC on the M2ME. At the last stage of provisioning, the USIM/ISIM is activated, and then the TRE be blocked.

5.2.1.2
Requirements

 This mechanism depends on the following requirements:

· The TRE and UICC both on the M2ME;
· The mechanism complies with the requirements on the TRE;
· The mechanism complies with the requirements on the UICC in the section 5.4;
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**** Start of changes 2****
5.3
Alternative 2: UICC based solution with no remote subscription provisioning and change 
5.3
Alternative 2: UICC based solution with no remote subscription provisioning and change
5.3.1
General
5.3.2 
Initial provision of a new M2M equipment with a new USIM application from an operator of M2M subscriber’s choice
5.3.3 
Changing subscription to a different operator
5.3.4 
Cloning prevention
5.3.5 
Unauthorized removal and reuse of a UICC from the M2ME
5.3.5.1
Physical protection
5.3.5.2
Logical protection
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5.4
Alternative 3: UICC based solution with remote subscription change
5.4.1
Alternative 3a: IMSI change and key transfer between operators
5.4.1.1 
General
5.4.1.2
Principles

5.4.1.3
Requirements

5.4.2
Alternative 3b: IMSI change and pre-configured key list on UICC
5.4.2.1
General
5.4.2.2
Principles

5.4.2.3
Requirements and scheme variants
5.4.4 Requirements for removable UICC-based solution 
5.4.4.1 
Initial provisioning of a new M2ME with a new USIM application from an operator of the M2M subscriber’s choice 

5.4.4.2 
Cloning prevention 

5.4.4.3 
Prevention from unauthorized removal of a UICC from the M2ME
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