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1 Introduction
This contribution emphasizes the need for a technology-independent protocol to carry AKA for trusted non-3GPP access to the EPS. To ensure trusted non-3GPP systems access to the EPS, these trusted non-3GPP systems have to implement and use EAP-AKA as their authentication protocol.
2 Discussion
Trusted non-3GPP systems will have to be able to access EPS. Such access shall be based on USIM and AKA. It is proposed to utilize EAP-AKA (RFC4187) for authentication and session key distribution between EPS and trusted non-3GPP systems in an access technology-independent manner. 
In addition, because authentication is terminated in the home system which is the EPS in the 3GPP domain, we propose to have EAP Server in the EPS/3GPP domain.

There are the following reasons EAP-AKA would be rather more preferable than plain AKA for non-3GPP access:

· During EAP-AKA run, the authentication is terminated at the home network, thus providing the assurance of the assumed trust in the non-3GPP access; 
· EAP-AKA is access technology agnostic. There is no need to specify how to run plain AKA over every possible non-3GPP access technology;

· EAP-AKA provides the security association to the trusted non-3GPP serving system only after successful completion of the EAP protocol, thus preserving the integrity of the EPS access.
3 Conclusion and recommendation
In order to ensure SA2’s adoption of EAP-AKA as authentication and session key distribution protocol for trusted non-3GPP access to the EPS we ask SA3 to approve the companion pseudo CR in S3a071028 and inform SA2 of this decision in an LS, asking SA2 for any comments on architectural aspects and attaching the approved pseudo CR. 




























































































































































































































































































































































