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1 Introduction

The document S2-03XXX propose revision of text in order to include the separation of authentication and authorization and the reference to APN. The authorization phase is triggered any time when a UE would access to a service send a service request with an associated APN. The procedure assumptions are described in contribution S2-03XXXX and session management principles are similar to those defined by TS 23.060 and TS24.008.

2 Authorisation

The UE may access to the service in:

· home network

· visited network

· WLAN network (e.g. local services or web surfing )

Figure 1 shows an example of authorisation phase following the authentication. In fact after authentication the UE has the connectivity, i.e. has received an IP address from the WLAN AN, the 3GPP AAA servers have received the user profile. The Visited 3GPP AAA has received a user profile in a similar way as the V-SGSN received the user profile from the home network. 

In figure 1 the authorisation for access service in home network. The UE sends a service request using the APN (see figure 1 step 1). Then the authorisation involves the 3GPP AAA servers to verify if the UE has the right to access to the services (step 2). Finally the 3GPP AAA server send the tunnel set-up request to the UE or PDGWs according to the tunnel type (UE- transparent or UE-initiated).

In figure 2, the diagram flows for the access to the service in visited network and in WLAN network is shown.

Obviously the flows of information and the entities involved in the authorisation procedure can be different according to the scenario. Furthermore the tunnel set-up is dependent on the tunnel type. However the authorisation procedure can be finalise in order to fulfil any type of tunnel we agree to define. 
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Figure 1: Authorisation for access to service in home network
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Figure 2: Authorisation for access to service in visited network and WLAN AN,

2
Conclusion and proposal

The contribution proposes to:

· add the revision reported in the following in TS 23.234

· introduce a better refinement of diagram flow chart for the Oslo ad-hoc meeting.

----------------------  revisione

7,2 Authorisation
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Figure 7.2 Authorization procedure

1. UE request the access to a service sending a request to including the wAPN.

2. The user request is verified by the 3GGP AAA servers in order to check the user right, to resolve the tunnel end-point and the tunnel parameters. If the user has the right to access the service the information is exchange among the entities involved in the authorization procedure and in the tunnel setup. (Note: this procedure should be refined according to the agreement on tunnel type)

3. The tunnel is set-up between the end-points negotiated during the authorization phase.





























































