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1. Introduction

During S2#18 a proposal (S2-011348) was presented which would allow SIMless terminals to attach to a PS network to make emergency calls. This contribution discussed concerns with the ideas in S2-011348 and further suggests an alternative solution to establish bearers to an IM emergency call in the PS domain. The intention of this contribution is to get an agreement on how the establishment of the PS bearers can be achieved if it is determined that support for emergency call is needed. The invocation of the IM subsystem is out of the scope for the contribution.
NOTE: S2-011348 was withdrawn and never presented and was replaced by S2-011442 which was the version presented in order to correct some errors in the earlier version. 
When defining procedures to facilitate an emergency service, it is essential that the set up time is as low as possible, and that the service has a high probability to be set up successfully. Therefore such a service should facilitate special treatment, like having a simplified set up of the required bearers in the PS domain, and that the established session receives a high priority. By letting the SGSN choose a GGSN in the local network, the chances to successfully establish the service is increased, and it is more difficult to misuse the service. Also, the setup time can be minimized.

2. Discussion

Contribution S2-011348 introduces the Pseudo IMSI for SIMless terminals. This approach raises the following questions/concerns:

· Should the Psuodo IMSI be used for all emergency sessions, or only emergency sessions where there is not a SIM present?  All emergency sessions should be treated in the same manner.

· Motorola’s view is that the Pseudo IMSI should be used for all emergency sessions when the user is not currently attached. When the User is already attached our view is that the IMSI from the USIM should be used. The use of the Pseudo HLR means that except for the initial basic procedure all the emergency sessions are treated in the same manner.
· What happens when this IMSI is sent to a pre-release 5 PS network?

· This is an exception case, since what is currently being addressed is emergency calls for IM subsystem which is scheduled for release 5. A release 5 network would reject the Emergency IMSI just like it would for any other invalid or unknown IMSI.
· Will the Psuode IMSI be taken out of an existing operator value, and reduce the avialable operator values which are possible?

· Motorola proposes to use MCC=901 and MNC=08 as this is SMG2/GERAN "owned", It was allocated by ITU-T SG2 for emergency calls in the case of SoLSA (Support of Localized Service Area). But for SoLSA it is only used as a marker on the radio and it is never seen in any of the signaling for routeing etc. Thus the pool of available operator values is unaffected.
· Does the SGSN have to have special behaviour to detect this?

· The Motorola current thinking is that the Pseudo IMSI would be used to address the Pseudo HLR – this is current SGSN/MAP behaviour. As an implementation it should be possible to implement the Pseudo HLR as part of the SGSN.
· Will it be possible to route to the emergency sessions to a specific GGSN?

· The Motorola and Nokia proposals both propose that the Emergency PDP context is with a GGSN in the visited PLMN. 
· Where is the “HLR” for the psuedo IMSI?  If it is to be emulated in the visited network, does the ss7 signalling network require special routing cases to support this?

· Motorola’s proposal is that the psuedo HLR is in the visited network. The MAP signaling using the Pseudo IMSI takes care of the signaling transport /addressing issues.

· It seems excessive to introduce the Pseudo IMSI concept for the SIMless case, why not use the IMEI?

· It is of course possible to implement completely new solutions to address the problem and attempt to patch the system in many places and develop new procedures, however Motorola believes that this will end up producing ultimately a more complex and dirty solution because we need to take care of all the special cases further up the chain. Using the Emergency IMSI and the Pseudo HLR to emulate normal HLR procedures and hence insert the subscriber data in the VLR means that the functions further in the chain will all behave normally unaware of the special attach case. This is a clean and complete solution intended to prevent a lot of corrective CRs later on.
· The set up of the PDP context is not discussed, shouldn’t it be possible for the SGSN to intercept and prioritise this procedure?

· The Motorola and Nokia proposals both propose that the UE indicates that this PDP context is for emergency signalling. For the PDP context, the Allocation / Retention Priority is set to the high value. This we believe addresses this point.
· It is unclear if the special IMSI is a fixed one for all emergency calls or there will be a MCC/MNC per PLMN

· Motorola’s proposal is that the MNC and MCC is fixed for all Emergency Calls regardless of PLMN. The remaining bits of the Pseudo IMSI are obtained from the IMEI.
· It is unclear what is meant with a neutral ciphering key and pre-computed signed response (SRES), are they fixed for this kind of procedures?.

· By neutral ciphering key and pre-computed signed response we mean a predefined set of security parameters which would allow the the UE and network to use the standard procedure, e.g., authentication and ciphering without any additional special treatment or handling for the Emergency calls without a USIM. Such an approach of course doesn't provide much in the way of security. The predefined security parameters, would from a logical modeling point of view be stored in the UE and the Pseudo HLR.
· How is the IM public ID generated, it’s stated that it can be used for tracing maliciuos emergency calls, but what hinders the UE to send new public ID’s in each request?

· Motorola’s view is that the IM Public User Identity should be based upon the IMEI when there is no USIM. Of course this does not prevent a sophisticated hacker from making malicious calls using special equipment however it could prevent the more common situation of teenagers simply removing the USIM from their UE and then being able to make malicous emergency calls without being traced and having the capability of being filtered out by the Emergency Center. There are similar security issues for the SIMless CS case currently.
·  What hinders the UE to establish an emergency GPRS bearer and then use it for a “normal” IM session?

· Motorola’s proposal in S2-011621 outlines that the P-CSCF should not allow calls other than Emergency Calls from unregistered UE’s. The Authorization mechanisms outlined in 23.228 and 23.207 ensure that the bearer is routed to the correct destination and it is proposed that the same Bearer setup mechanisms be used for Emergency calls as for regular calls.
Further considerations which must be taken into account are:

· Does this apply only to SIP multimedia control, or does this apply to emergency services using H.323 as well?  This may become significant if tools like Netmeeting are employed in the IMS, the end user may not be aware of whether SIP or H.323 is used as the network protocol for the same tool - and in release 99, H.323 is specified as the Multimedia  protocol to be used over the GPRS network.

· The current proposal and corresponding Work Items only apply currently to Emergency Calls for the IM subsystem. Currently the SIP protocol is the sole session control protocol for IMS. It may be possible to extend this for H.323 in the future but this is not currently a requirement and not part of the scope of the current work items or contributions.
· What are the extra service and regulatory requirements that are related to emergency services?  Do the existing CS service requirements for CS emergency calls apply, what about security,  MLPP, interaction with ODB, and interaction with HLR settings that imply that all sessions for a certain subscriber should be routed to the home network.

· Motorola’s assumption is that the regulatory requirements are similar to those for CS. As we utilise the IMSI when present this allows the operator to have Emergency calls handled in any way between the normal call and its restrictions to a restriction free call.
In the situation that emergency service support is required, an alternative approach is to create an emergency PDP context, this is presented below.
3. Outlined solution
Establishment of the PS bearer used as an IM signalling connection in IM emergency calls
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Figure 1: Emergency PDP Context Activation Procedure for UMTS

1) When the user requests an emergency service, the mobile sends an “Activate Emergency PDP Context” message to the SGSN.

To speed up the establishment of the PS bearer used for the emergency service, the Iu signalling connection should be created when the MS sends the “Activate Emergency PDP Context” message if there is no Iu signalling connection for this mobile. This applies both to an attached mobile in state PMM-idle (i.e. the mobile should not perform the Service Request procedure before sending an “Activate Emergency PDP Context” message), and it applies to a detached mobile (i.e. the mobile should not attach first, and hence such an activation of the emergency service can be based on the previously specified anonymous access). 

If the mobile is attached to the SGSN, the P-TMSI can be used to identify the mobile. If the mobile is not attached to the SGSN but has the USIM inserted, either the IMSI or the IMEI can be used to identify the mobile. If the USIM is not inserted in the mobile, the IMEI is used to identify the mobile.

2) The SGSN orders establishment of the RAB. 

3) The SGSN uses a default APN (possibly in combination with the location of the mobile) to select an appropriate GGSN for the emergency service. This means that the local network is used for the emergency service. When the GGSN receives the Create PDP Context Request, it allocates an IP address for the mobile and sends this back to the SGSN.

4) The SGSN relays the reply from the GGSN to the MS.

The emergency signalling PDP context, as established above, is used for initiation of an emergency call via the IM subsystem. This means that the authentication procedure is not performed when IMEI is used as identification of the mobile. Therefore the integrity- and ciphering-functions are not used on the radio link in this case. When the mobile is already attached, the mobile uses the already established security mechanisms on the radio link, and the emergency PDP context is handled within the established MM context.

Establishment of PS bearers used for IM traffic in emergency calls

The existing procedure can probably be reused for the activation of secondary PDP contexts in IM emergency calls.

Roaming restrictions in the PS domain while having an emergency call established in the IM domain 

While the emergency PDP context is active (at least for the SIM less case and the unregistered case), the SGSN should prohibit SRNS relocation.
The above procedures seem very constructive and are in many respects similar to the Motorola and Nokia approaches with the Emergency PDP context. The prohibition of SRNS relocation seems like a good additional point to include as are some of the other details. We prefer the Emergency IMSI approach over the IMEI for the reasons stated as above.
4. Summary
This contribution has raised a number of issues/concerns in connection to support for Emergency Call for PS. It is clear that there exists several topics which have to be investigated. When these issues have been dismissed and if the general consensus concludes that Emergency Call for PS has to be supported, it is recommended that the solution outlined in this contribution is used as a starting point. 
Conclusion
Motorola welcomes the detailed analysis performed by Ericsson on our proposal, which raised a number of issues/concerns in connection to support for Emergency Call for PS/IMS. This contribution we believe has adequately addressed,clarified and resolved the issues/concerns and provided more details and thus we believe it is appropriate now to proceed with Emergency Call for PS/IMS including the use of the Emergency IMSI for the case without USIM and when the UE is not registered, along the lines proposed in S2-011442 and in the CR in S2-011621 along with incorporation of some of the additional enhancements and details regarding the Emergency Signaling PDP context proposed by Ericsson in  S2-011660.
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