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Introduction

During TSG SA WG2 meeting #18 emergency sessions were discussed and the requirement were captured in S2-011562 which was approved in e-mail approval. Also the TS 22.101 lists several requirements for emergency sessions. [1] proposes a mechanism in order to support emergency call without USIM.

This document proposes to explore extending the mechanism proposed in [1] for USIM-less emergency calls, by replacing the concept of “emergency IMSI” by a “dynamic IMSI”. It also asks a question on the usage of the Le interface to query user location.

Proposal

[1] proposes to create the concept of emergency IMSI which would be randomly selected from the UE (or based on the IMEI) from a pool if addresses. The understanding is that the MNC/MCC identities used at attachment would not be from the PLMN where the emergency call is performed, but would be reserved to usage for emergency calls. 

From the GPRS attachment onwards, the set-up is mimicking a normal set-up, with some default parameters e.g. security so that the missing USIM parameters can be compensated. This brings the advantage to re-use the protocols being used for a normal emergency call with USIM.

The proposal being made in this contribution is that instead of relying on an “emergency IMSI” which would be selected by the UE, the UE obtains a dynamic IMSI as well as the necessary security parameters at GPRS attachment.

A pre-requisite would be that either the SGSN has a pool of usable IMSI/parameters to be allocated whenever necessary, or that these can be obtained from a centralised entity i.e. a “HLR”. Still, the latter case may be added at a later stage and is not necessary to be available day one. As shown below, a HLR may nevertheless need to be able to contain some location information on the user, even temporary.

There are several advantages:

· The IMSI being allocated cannot collide with another IMSI

· The IMSI being allocated can keep the MNC/MCC of the accessed operator. This would allow for all mechanisms available in the PLMN to be used

· The mechanism could be some day be extended to cover for anonymous access, should this become required

· A subscriber entry in an HLR can be created, with the same MNC/MCC as the other subscribers, therefore with minimum impacts

· The mechanism is flexible

Another potential advantage is that in order to obtain the location of the user performing the emergency call, the emergency centre should access the GMLC of the accessed PLMN via the Le interface. Then there needs to be an address where the GMLC can use to query the current SGSN of the subscriber. This can be either by using a MSISDN that would have been allocated in the SIP call, or using the dynamic IMSI. This query should be towards the “HLR” allocating the identities in the PLMN. It looks necessary to have this functionality since the user is allowed to change SGSN after attachment. The opinion of the group is invited on this requirement.

Proposal
Opinion is invited on the proposal and the point raised on the Le interface. More contributions should follow if the proposed principle meets some interest.
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