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1 Introduction

Past discussions in SA2 concerning the IMS service architecture have revolved around the definition of service enablers, modelling of session control inside the S-CSCF, and most of all protocol issues (i.e. should ISC be based on the SIP protocol or not?).

What has been missing is the analysis of the functional distribution between the S-CSCF and the Application Server and the impact different alternatives may have on the support for service logic creation.

The first part of this contribution analyses two alternatives: one approach where the session is projected from the S-CSFC towards the AS; and one where the service logic requests flow down from the application server towards the S-CSCF.  It is interesting to observe that in both of these cases, there is a master – slave relationship between the application server and the S-CSCF, where the application server assumes the role of the master, and the S-CSCF assumes the role of the slave.

The second part of the contribution discusses further aspects of the functional allocation such as:

· Understanding which functional entities have an understanding of the resource maps

· Understanding of which entities understand the meaning behind the session description and which entities understand the syntax of the session description

· Understanding which entities are aware of the multiparty aspects of a session

· Understanding which entities are aware of the session level syntax and protocol rules.

In this contribution the term “ISC” (IM Service Control) is used instead of “SIP+” as indicated in a Liaison statement from the core network groups.

2 Functional distribution between S-CSCF and AS

2.1 Session control and Service Control

2.1.1 Session control projected towards the application server
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Figure 1 Session control projected towards the application servers

This case will occur if ISC is designed to lift the session control aspects from the S-CSCF towards the application server.

With this approach, the session syntax and protocol rules are lifted to the application server(s). and the application servers must express the service requests in terms of session control semantics.  With this approach, the functional entities below the application servers are not aware of the service control requests, only of the session control semantics.  This makes it difficult to cascade the application servers as discussed in one of the service control drafting sessions in Sofia-Antipolis and is represented in figure 1 above.

As shown in Figure 1, the approach of lifting the session control to the application server implies that the ISC interface terminates to a session control entity (called “ISC termination” in the figure), which itself needs to interface with the actual service logic impacting the session. The non-standardization of this latter interface implies that services are vendor-specific.

As shown in Figure 1, the approach of lifting the session control to the application server implies that there will not be a standardised method for the application logic to access the capabilities of the network across the ISC.  This implies that there will be a different means for service logic to access the network – implying that the service logic has to be specific for that vendor.The S-CSCF should remain in control of the session.  It is not clear how the S-CSCF should remain in control of the session when the session control is lifted to the application server.

It is not clear how the forking type of functionality is to be fulfilled by lifting the session control across the ISC.  Forking within SIP is a natural session control activity, which lies with the S-CSCF.  As such, it is assumed that that the single ISC instance can lead to the creation of multiple session invitiations for the same session (the same SIP call leg).

2.1.2 Service logic request flow down towards the S-CSCF


[image: image2.wmf]Service control I/F

S-CSCF

ISC

SL5

SL4

AS2

AS3

AS1

SL1

SL2

SL3

SIP+

SIP+

ISC

ISC

SL6

AS4

ISC

Note:  The application server refers to the

“SIP-AS”, “OSA-SCS” and “IM-SSF”

ISC transports service

requests towards

S-CSCF.


Figure 2 Service control requests flow down towards the S-CSCF

In this approach, the service control request flow down towards the S-CSCF.  The service control requests can be expressed in terms of accessing the “service enablers” described in previous contributions.  This approach naturally enables a cascading of the service control as the interactions between the service control requests can be identified.

This approach supports a clear distribution between session control and service logic permits to avoid the problem listed above, related to the possible distribution of session control between the S-CSCF and the AS.

In order to be optimal, this functional split should be associated to the following requirements related to the protocol supporting ISC:

· The protocol shall be service oriented. This is, the protocol shall directly be accessible and usable by service logic (this is a major difference with a protocol like CAP). This is to support multi-vendorship for services.


· The protocol shall support the distribution of services over several application servers, possibly from different vendors. This should be achieved if the previous requirement is fulfilled.

· The protocol shall be simple and based on advanced and popular technologies, which can appeal to the community of service developers. 

· The protocol shall permit an easy abstraction into a component-based interface for service creation (e.g. Enterprise Java Beans).

· The protocol shall support the separation of concerns between different types of service enablers, e.g. session control, media control, charging.

· The protocol shall be easily extendible. Extensions should not make the protocol more complex.

· The protocol shall permit the transport of all SIP message information between the S-CSCF and the AS. However, the protocol itself shall be independent from the SIP protocol.

· The protocol shall support the type(s) of transactions necessary between session control and service logic.

· The protocol shall not be tied to any programming language.

One example of such a protocol could be similar to ongoing activities within W3C where there is ongoing work with an XMLp (XML protocol).  One approach – provided purely for information, is provided below:


This examples provides a flavour of what such an approach could look like.  There is a transport level protocol – it must be discussed what the transport level protocol shall look like – in the event it was SIP, then this approach would look similar to the SIP and SOAP activities.

2.2 Network Resource Map

There are scenarios where it is necessary to be able to identify resources, such as an MRF, with certain capabilities as the medias which it understands.  Unfortunately, in earlier architecture discussions, the “resource broker” functionality, which could be suited for this role,  has been incorporated into the I-CSCF.

It does not make sense for the network entities which need to select an appropriate MRF for the session to either route a request through the I-CSCF nor to query the I-CSCF to obtain this information.  The I-CSCFs primary role is an entry point to the operators network.

Given that an MRF is to be selected based upon the influence and requirements of the service, this contribution proposes that the “application server(s)” is the function entity which maintains that resource map.  It is upto the implementation of the application servers whether they centralise this functionality, or contain it within the application servers.  In this manner, the application servers will either inform the S-CSCF of the correct MRF to route to for the session, or inform the Ue with the address representing the MRF with an out-of-band means.  This latter example is for the case of e.g. dial in conferencing.

This contribution proposes that the application servers maintain the network resource map.

2.3 Modification of the session description

The session description is built up of a syntax to describe the services in a session, and the semantics of the meaning of the high level services (such as video, text, voice).  The architecture should clarify which functional entities are required to understand the syntax of the session description, and which functional entities are required to understand the semantics of the session description.

The semantics of the session description contain information related to the understanding of the high level service requested or accepted for the session.  The high level service describes whether the session is related to audio, text, video etc.  The high level services requested or accepted may influence the service requested – e.g. if only electronic whiteboard is requested and the end user is not available, the service logic may choose not to forward the session to an answering service. 

This contribution proposes that the semantics of the session description is understood by the application server, not the S-CSCF.

The syntax of the session description is related to the session level protocol rules.  Further this may evolve over time if the syntax of the session descriptions is upgraded.  As such, this is natural functionality to reside in the S-CSCF.

This contribution proposes that the S-CSCF understands the session description syntax.

2.4 Understanding multiparty aspects

The IMS contains a different functional allocation to that of the well understood circuit switched domain.  In the circuit switched domain, the MSC (or MSC server) is fully aware of the multiparty aspects of the ongoing calls.  This contribution presents the view that in the IMS, the S-CSCF is only aware that the session is relevant for one or two parties.

The MRF is a functional entity which is aware of the multiparty aspects of a session.  This is required for conferencing type functionality.

The application server is also aware of the multiparty aspects of the session(s).  This may be the case where the application server is co-ordinating a conferencing type function.

This contribution proposes the following:

- The S-CSCF is aware of only 1 or 2 parties in a session

- The MRF is aware of multiple participants in a session(s)

- The application server is aware of multiple participants in session(s).

2.5 Session Control

While it may seen obvious, it is necessary to clarify that the S-CSCF is the functional entity controlling the session, and hence the S-CSCF is aware of the session syntax and protocol rules.

3 Conclusions

This contribution presents an analysis of the functional allocation between the application server and the S-CSCF.  Feedback is requested on each of the topics and change requested can be prepared based on the feedback received.

[Transport: SIP or HTTP]





<?xml version="1.0"?>


<3GPP- ISC:v0.0.1>


<Instance> 1234


</Instance>


<Filter Reference>


	<Name>Invite</Name>


	<Identifier>user-4</Identifier>


</Filter Reference>


<params> 


<param>


 <SIP-message>


	Original Sip message


</SIP-message>


 	</param> 


</params>


</3GPP-ISC>
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