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1 Introduction

During the discussion on the service control modelling in S2#18, S2-011581 “23.228 Additional information on the service control architecture” was approved, however it was understood that further enhancements were required.  This contribution discusses some of the protocol fundamentals of a SIP proxy, and invites discussion on how to further enhancements to the S-CSCF service control model in order to reflect the behaviour of a SIP proxy.

2 Discussion

2.1 Traditional modelling of nodes

In tradition nodes such as the MSC server (or MSC), the protocols on either side of the node contain call identifiers which fulfil the role of identifying the call instance for which is related to the protocol communication.  The values, and indeed the coding, of these identifiers can be independent on the incoming side and the outgoing side of the node, and represents a signalling association between the node and the peer communicating entity.

In ISUP, for example, the call instance is identified by the “Circuit identification code” (CIC), in conjunction with the “Destination point code” (DPC) and “originating point code” (OPC); and in the Iu interface, the call instance is identified either be the SCCP local reference, or the IMSI or the TMSI.
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Figure 1 Basic modelling example of a traditional node

Figure 1 describes a simple modelling of these nodes.  In such nodes, it is interesting to observe the following well understood concepts:

· The model naturally breaks down into and incoming side and an outgoing side, where the incoming side may be towards the originator of the call, and the outgoing side may be towards the destination of the call.

· All signalling to and from the originator is through the signalling association created on the incoming side of the node, and all signalling to and from the destination is through the signalling association on the outgoing side of the node.

This approach perfectly aligns with the protocol framework of the traditional signalling protocols.

2.2 SIP protocol fundaments

Before delving into the SIP protocol framework and modelling of a SIP proxy, it is necessary to understand some of the fundaments of the SIP protocol.

2.2.1 Signalling concepts

The call leg is an important concept within the SIP signalling.  In current draft of SIPbis, the call leg is defined as:

Call leg: A call leg is a pairwise signaling relationship between two SUP usage agents. A call leg is established when a call invitation results in a successful response. It is identified by the combination of the Call-ID header field, the local address of the participant, and the remote address of the other participant. For the caller, the local address is the From field of the INVITE, and the remote address is the To field of the 200 class response. For the callee, the local address is the To field of the 200 class response to the INVITE, and the remote address is the From field of the INVITE. SIP URIs are compared according to Section 2.1, non-SIP URIs according to Section 2.2.  Within the same Call-ID, requests with From A and To value B belong to the same call leg as the requests in the opposite direction, i.e., From B and To A.

This is demonstrated in the figure below:
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Figure 2 Call Leg Example

As it can be in Figure 2, the call leg is the association between the two User Agents.  It is starting to become clear that the Call leg – as identified by the “Call-ID”, the “TO” and the “FROM” identifiers are part of the fundamentals in the SIP signalling framework.  The values of these fields are the same for the messages on the incoming side and the outgoing side.

2.2.2 Example SIP message

The example SIP message described in this section is used to further explain some of the SIP signalling framework.
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Figure 3 Example SIP message

Note: For simplicity, the tag values of the To and From fields have been removed.

In this example SIP message included in Figure 3, the following fields are significant for understanding the SIP protocol framework:

· Call-ID
The Call-ID is a unique identifier which is used for identifying the “call” the session is used for.

· To
The To general-header field specifies the "logical" recipient of the request.  The To field remains the same throughout all SIP transactions related to the ongoing session.

· From
The from filed specifies the “logical” sender of the request and remains the same throughout all SIP transactions related to the ongoing session.

The request URI is used for routing and may be updated on a hop-by-hop basis.

2.3 Basic SIP proxy Model

In a similar manner in which the understanding of the traditional signalling protocols enables a basic modelling of a node to be performed, the protocol framework described above enables a basic modelling of a SIP proxy to be performed.  A basic model for a SIP proxy is included in Figure 4.
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Figure 4 Example of a Basic SIP proxy model

In the basic model of a SIP proxy, as illustrated in Figure 4, the behaviour of the proxy at the receipt of an SIP message is as follows:

1. The value of the “call-ID” is examined to see if it one which is known to the sip proxy.  If the “call-ID” is not known, then a new “session instance” is created for the call leg based on the values of the “call-ID”, “To” and “From” fields

2. If the “call-ID” is of a known value, the “To” and “From” fields are examined to see if the correspond to a known call-leg.  If they correspond to a known call-leg, then the session instance related to the SIP message has been identified.  If the call-leg is not known, then a new session instance is created.

There is not a clear separation between the outgoing side of the session and the incoming side of the session.  All the messages, both from the originating side, and from the destination side, enter through the same way. E.g. the “call-ID”, “To” and “From” fields a examined to identify the “session” instance for the session.

The manner in which all messages follow the same path through a SIP proxy is a clear difference to the tradition model of the network nodes.

2.4 Modelling of the S-CSCF

It is clear that the S-CSCF is further than a simple SIP proxy, however it is not clear how the behaviour of the SIP proxy is related to the modelling agreed in TDOC S2-011581 “23.228 Additional information on the service control architecture”.

Further, it should be understood that the S-CSCF is not the functional entity which understands the multiparty aspects.

3 Proposal

This contribution presents the behaviour and a model of a SIP proxy, and invites discussion on how to reflect the behaviour of a SIP proxy in the current service control model for the S-CSCF.
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INVITE sip:Big.Guy@serviceprov.com SIP/2.0

Via: SIP/2.0/UDP 194.237.226.244:5062
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