3GPP TSG-SA WG2

Tdoc S2-011631
Dallas, Texas, USA

25th – 29th June, 2001

Source:
Ericsson
Title:
Enhancements to the S-CSCF service control Model
Agenda item:
4 (Rel-5)
Document for:
Discussion and decision
1 Introduction

During the discussion on the service control modelling in S2#18, S2-011581 “23.228 Additional information on the service control architecture” was approved, however it was understood that further enhancements were required.  This contribution discusses some enhancements to the text of the service control model.

2 Discussion

An accompanying contribution discusses the modelling of the SIP proxies – compared to the modelling of traditional nodes, some of the signalling aspects of that discussion are repeated in this contribution for clarity.

2.1 Example SIP message

The example SIP message described in this section is used to further explain some of the SIP signalling framework.
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Figure 1 Example SIP message

Note: For simplicity, the tag values of the To and From fields have been removed.

As is presented in an accompanying contribution, the frame work of the SIP protocol is that the call leg is identified by the combination of the “call-ID”, “To” and “From” fields of a SIP message, and in the service expansion approach adopted by the proponents of the SIP protocol, the call leg is the signalling relationship between the two UAs.

2.2 Network Signalling for “proxy like behaviour”
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Figure 2 Example session flow representing S-CSCF exhibiting proxy like behaviour

Figure 2 illustrates an example of a session flow which would be applicable to the activates of the S-CSCF when it is exhibiting proxy like behaviour.  It is significant to observer that the signalling between UA1 and the SIP proxy contains the same values for the “call-ID”, “To” and “From” fields as the signalling between UA2 and the SIP proxy.

This is the standard sip proxy behaviour.

2.3 Network Signalling for “UA like behaviour”
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Figure 3 Example session flow representing S-CSCF exhibiting UA like behaviour

Figure 3 illustrates the session flows for a S-CSCF, in combination with the application server, exhibiting UA like behaviour.  In this case, there is one defined SIP call leg between UA1 and the network node, and a separate defined call leg between UA2 and the network node.

As the S-CSCF has to be able to identify and treat the call legs separately in this example it is required that there are different values of the “call-ID”.

2.4 Rules determining the behaviour of the S-CSCF

Based on the above scenarios, it becomes clear that there are some rules governing the S-CSCF when it is exhibiting proxy like behaviour and UA like behaviour.

1. Proxy like behaviour is defined as the same values for the “call-ID”, “To” and “From” fields on the incoming and outgoing legs.

This is inherent in the SIP protocol framework as the “call-ID”, “To” and “From” fields identify the session instance in a SIP proxy.

2. When a session is initiated with the S-CSCF exhibiting proxy like behaviour, it shall maintain proxy like behaviour for that same incoming and outgoing legs.

When starting a session exhibiting proxy like behaviour, the S-CSCF will have the same values of the “call-ID”, “To” and “From” fields for the communication instances between the S-CSCF and the originating UA, and between the S-CSCF and the terminating UA.  As UA like behaviour will require different values of the “call-ID”, “To” and “From” on the different legs.   It is not possible to modify these after the session has been initiated.

3. When a session is initiated with the S-CSCF exhibiting UA like behaviour, it shall maintain UA like behaviour for the relevant call legs.

When starting a session exhibiting UA like behaviour, the S-CSCF will have different values of the “call-ID” for the communication instances between the S-CSCF and the originating UA and to the value of the “call-ID. “To” and “From”  used between the S-CSCF and the terminating UA. It is not possible to modify these values after the session has been initiated.

3 Proposal

This contribution proposes to accept the rules mentioned in section 2.4 above and approved the proposed updates described in appendix A as a basis for a change request against the sub-clause “Service modelling text” of 23.228.

Appendix A: Proposed change to “S-CSCF service modelling”

4.2.4
S-CSCF Service Control Model
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Figure 1 illustrates the relationship between the S-CSCF and AS. It includes a first-level of modelling inside the S-CSCF and inside the AS. To keep the model simple only one incoming leg and one outgoing leg are shown. In practice a session may consist of more than one incoming leg and/or more than one outgoing leg(s), when using User Agents. An AS may create one or more outgoing legs independent of incoming legs. An AS may create one or more outgoing legs even when there are no incoming legs.

Registration is FFS.

SIP+ is the protocol used between the S-CSCF and the AS. Incoming or outgoing leg information e.g. state information, may be passed between the S-CSCF and AS implicitly or explicitly. Implicitly means that SIP information in transit carries information about the state of the session (e.g. an INVITE message received at the S-CSCF on an incoming leg may be sent to the AS with no changes or with some additional information). Explicitly means that SIP information is generated, e.g. to transfer state change information from an S-CSCF to an AS in circumstances where there is no ongoing SIP transaction that can be used. It is a matter for Stage 3 design to determine when to use implicit or explicit mechanisms and to determine what is required of the SIP+ protocol. 

The internal model of the S-CSCF(shown in Figure 1) may sometimes exhibit proxy server like behaviour either by passing the requests, after interaction with the service control, to the next hop at the session control level,. A Proxy server may maintain session state or not. The S-CSCF may sometimes exhibit User Agent like behaviour. Some Applications require state to be maintained in the S-CSCF. Their exact behaviour depends on the SIP messages being handled, on their context, and on S-CSCF capabilities needed to support the services. It is a matter for Stage 3 design to determine the more detailed modelling in the S-CSCF.

Proxy like behaviour is defined as the S-CSCF maintaining the same values of the Call-id, To and From information for both the incoming and outgoing call legs. When a session is initiated with the S-CSCF is exhibiting proxy like behaviour, it shall maintain proxy like behaviour for that same incoming and outgoing legs for the rest of the session. When a session is initiated with the S-CSCF exhibiting UA like behaviour, it shall maintain UA like behaviour for the relevant call legs for the rest of the session(s).

When an outgoing leg is created without independent of any incoming leg being present, the S-CSCF is exhibiting UA like behaviour.  A S-CSCF is exhibiting UA like behaviour if the values of the “call-ID”, “To” or “From” fields are modified for the outgoing leg with respect to the incoming leg. 
The internal model of the AS (shown in Figure 1) may exhibit User Agent like behaviour. The exact behaviour depends on the SIP messages being handled and on their context. Detailed Stage 3 modelling for the AS is not required.

The definitions used in the model are:

Combined ILSM OLSM – Incoming/outgoing Leg State Model: Models the behaviour of an S-CSCF for handling  SIP messages on incoming and outgoing session legs. The Combined I/OLSM shall be able to store session state information. It may act on each “call leg” independently, acting as a SIP Proxy, Redirect Server or User Agent dependant on the information received in the SIP request, the filter conditions specified or the state of the session.

It shall be possible to split the application handling on each leg and send instructions for each call leg independantly.

ILCM - Incoming Leg Control Model: Models the behaviour of an S-CSCF for handling SIP information sent to and received from an AS for an incoming session leg. The ILCM shall store transaction state information

OLCM - Outgoing Leg Control Model: Models the behaviour of an S-CSCF for handling SIP information received from and sent to an AS for an outgoing session leg. The OLCM shall store transaction state information.

AS-ILCM - Application Server Incoming Leg Control Model: Models AS behaviour for handling SIP information for an incoming leg.  The AS-ILCM shall store Transaction State, and may optionally store Session State depending on the specific service being executed.

AS-OLCM - Application Server Outgoing Leg Control Model: Models AS behaviour for handling SIP information for an outgoing leg. The AS-OLCM shall store Transaction State, and may optionally store Session State depending on the specific service being executed.
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Figure 1: Service Control Model with Incoming Leg Control and Outgoing Leg Control
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