	3GPP TSG-SA WG2 drafting meeting

25-29 June 2001

Dallas, USA
	Tdoc S2-011625





Source: Nokia, Motorola, Siemens, Lucent, BT, Nortel, CommWorks, Blu spa, Hutchinson 3G, TIM, AWS

Title: Further considerations on SIP+  

Document for: Discussion and Approval

Date: 25.06.2001


Introduction

During TSG SA WG2 meeting #18 and its preceding service architecture drafting sessions an agreement was reached on the requirements of the SIP+ interface, the results have been documented in [S2-011520]. This contribution attempts to demonstrate how the SIP protocol fulfils these requirements.

Furthermore, an agreement was reached regarding the modelling of the interactions on the SIP+ interface, these results have been documented in [S2-011581]. 

Accordingly, this contribution attempts to demonstrate how specific standard SIP-based models fit into the agreed model of [S2-011581]. 

Considerations on SIP+ models 

There are four SIP-based models identified here, these are all thought to be applicable for possible interactions on the SIP+ interface. The specific (combination of) model(s) to be applied depend on the characteristics and the nature of the service that is being executed. These standard SIP-based models can be viewed as "toolkits" for implementing IMS services, as they provide means to access an extensively wide range of possible multimedia services.

The four possible SIP-based models are described below.

1. Proxy mode

In the proxy mode the Application Server proxies the requests and responses back to the S-CSCF. Beyond proxying the requests and responses back to the S-CSCF, the Application Server may modify the content of the message according to the service logic. The AS is considered to work in proxy mode as long as it sends the same request method out that it has received. The content that an AS may modify in proxy mode include e.g. the payload (e.g. SDP) in an INVITE request, or the request's destination.

For services related to a session the Application Server may decide to remain in the path of mid-session requests (re-INVITE, INFO, BYE,…) to monitor and execute services during the full duration of the session, e.g. for monitoring the session for prepaid service. Note that for an AS to be able to intervene in a session (e.g. upon prepaid credit expiry), it will have to switch to 3rd party call controller mode. 

Alternatively, the Application Server may decide to "drop out" of the session after the initiation phase, this option can be used e.g. for session forwarding type of services.  

The model of the proxy mode is presented below in Figure 1 using an example message flow between the models.
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Figure 1 – Model in proxy mode
2. Redirect mode

In the redirect mode the Application Server instructs the S-CSCF to redirect the request to new destination(s).

The model of the redirect mode is presented below in Figure 2 using an example message flow between the models.
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Figure 2 – Model in redirect mode

The S-CSCF can proxy the original request to the new destination(s), this can be used e.g. for address translation type of services. This behaviour is demonstrated in Figure 2 above.

The S-CSCF may alternatively proxy the redirection response towards the request origin. This mechanism can be used e.g. to implement redirection services for number portability like capabilities, or redirection services to destinations outside of the IM CN Subsystem, like E-mail-addresses (mailto-URL), web pages (http-URL), or streaming multimedia content (rtsp-URL). The applicability of these types of destinations depends on the capabilities of the UE.

According to standard SIP behaviour, in the redirect mode the AS will drop out of the session after having performed the redirection.

3. User agent mode

In the user agent mode the Application Server behaves as an endpoint for a multimedia session. 

The model of the user agent mode is presented below in Figure 3 using an example message flow between the models. Note that the AS can either act as originating UA, or terminating UA, these modes are described in Figure 3 below.
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Figure 3 – Model for user agent mode
The user agent mode can be used for services where the Application Server itself provides the multimedia content of the service, e.g. in the case of announcements where an AS is combined with an MRF in one physical node.

4. 3rd party call controller mode

In the 3rd party call controller mode the Application Server can instruct the S-CSCF to proxy requests to specified destinations. These requests do not have to relate to existing sessions and thus the S-CSCF may create new sessions for these cases.

The model of the user agent mode is presented below in Figure 4 using an example message flow between the models.
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Figure 4 – Example model for 3rd party call controller mode
An example service for the message flow depicted in Figure 4 above is when the AS intervenes in an active session (LSM-1) e.g. in case UE(A)'s prepaid credit expires. The AS sends a BYE to UE(A), and connects UE(B) to an MRF for announcements with sending an INVITE to the MRF and a re-INVITE to UE(B).

In a broader scope, the Application Server acting as a 3rd party call controller allows it to create, modify, and terminate sessions. Therefore this mode allows for implementing complex multimedia services.

The proposed SIP message flows for 3rd party call control are described in [draft-rosenberg-sip-3pcc].

Analysis of SIP+ interface requirements

[S2-011520] describes the agreed list of requirements on the SIP+ interface. These requirements are analysed below. 

1. SIP+ shall be capable to bring the full range of information (e.g. message headers, message bodies) available at the S-CSCF to the Application Server’s attention.

2. SIP+ shall preserve the extensibility of the SIP network signalling protocol on the interface to the application server. Introducing extensions (e.g. new SIP method, SIP header) in the network SIP signalling protocol shall make these extensions implicitly available to the Application Server without requiring separate extensions to SIP+.

3. The S-CSCF is application logic agnostic, i.e. it has no specific knowledge about a particular application logic invoked via the SIP+ interface.

4. The S-CSCF contacts the Application Server for the execution of applications. This shall be possible during the registration and during the session from setup to the release.

Reqs 1-4 are met by adopting SIP protocol on the SIP+ interface.

5. An Application Server can initiate a new session/transactions at the S-CSCF without having been contacted by the S-CSCF beforehand.

Req 5 is enabled using the 3rd party call controller mode.

6. SIP+ is currently envisioned to connect the S-CSCF to entities (Application Servers, OSA SCS, IM SSF) within the operators network.

7. SIP+ shall be a protocol between a Controlling Entity (SIP Application Server, IM-SSF, OSA-SCS) and a Controlled Entity (S-CSCF). The Controlling Entity takes/makes decisions on the SIP session. The Controlled Entity acts according to  the requests from the Controlling Entity, and notifies the Controlling Entity of events of interest (e.g a timer event or a SIP event).

8. The SIP+ protocol shall enable a multi-vendor open interface between SIP application server/IMS-SSF/OSA-SCS and the S-CSCF.

9. SIP+ shall support service control for both originating SIP sessions and terminating SIP sessions.  The A-party´s services are accessed from the A-party’s S-CSCF. The B-party´s services are accessed from the B-party’s S-CSCF

10. SIP+ shall allow the simultaneous handling of more than one service within a session.

Req 6-10 are met by adopting SIP on the SIP+ interface.

11. SIP+ shall allow the Controlling Entity to request the transmission of a specific SIP message(s). This may, or may not, be in reaction to a message from the Controlled Entity

Req 11: In case the request is in reaction to a message from the Controlled entity, then either the Proxy mode or the 3rd party call controller mode may be applied. In case the request is not in reaction to a message, only the 3rd party call controller mode may be applied.

12. SIP+ shall allow the Controlling Entity to request the transmission of a SIP message with added/deleted/modified content.( headers & sip message body (e.g. SDP))

Req 12: This behaviour is enabled with the proxy mode.

13. SIP+ shall allow filter setting  from the Controlling Entity.

14. SIP+ shall allow Service Control triggering from the Controlled Entity on basic or  complex triggers.

Req 13-14: The mechanism for filter setting depend on the nature and complexity of filters. In the simplest case, the AS may use the Record-Route header to indicate whether it wants to be part of the session after the initiation phase. This shows that SIP has a built in mechanism to simply signal this kind of filtering mechanism.

If more complex filters are needed to be transferred, a mechanism could be implemented using SIP-compatible side channels. 

Note: the need for more complex filters is still FFS.

15. SIP+ shall allow the Controlling Entity to request the initiation of a SIP session. This may, or may not, be in reaction to a message from the Controlled Entity.

Req 15: In case the session initiation is in reaction to a session initiation request from the Controlled entity, then the Proxy mode or the 3rd party call controller mode may be applied. In case the session initiation is not in reaction to a session initiation request, only the 3rd party call controller mode may be applied.

16. SIP+ shall be able to convey charging information. 
Req 16: There are several SIP-friendly mechanisms available to meet these requirements. E.g. conveying of charging information can be performed using XML descriptions in SIP message payload. It should be left for Stage-3 protocol design to decide on the most appropriate mechanism to be used here.

17. SIP+ shall support Load Control functions.

Req 17: Mechanisms like DNS-based load sharing, and SIP redirect can be envisioned to meet this requirement.

18. Means for detecting the failure/availability of a SIP AS/IM-SSF/OSA-SCS and S-CSCF shall be provided.

Req 18: Failure of SIP nodes can be signalled using 5xx class responses. Further O&M mechanisms to meet this requirement are beyond the scope of SIP+ service architecture discussions. 

19. SIP+ shall support the transport of the following information from the S-CSCF to the Controlling Entity:
- Subscriber ID (Private subscriber identifier and, optionally, public subscriber identifier)
- Information on the event which occurred
- terminating/originating information
- SIP information

20. SIP+ shall support the transport of the following information from the Controlling Entity to the S-CSCF:
- Subscriber ID 
- Session handling request

Req 19-20 are met by adopting SIP protocol on the SIP+ interface.

21. The “SIP+” protocol shall support the control of timers

Req 21: The mechanisms to meet this requirement depend on the nature of the timer that is to be controlled. It should be noted that there are several SIP-friendly mechanisms available, e.g. XML descriptions in SIP message payload can be used. It should be left for Stage-3 protocol design to decide on the most appropriate mechanism to be used here.

22. The SIP+ protocol shall allow the S-CSCF to differentiate between session control and SIP+.
Req 22: SIP allows for several solutions to distinguish between the session control and the SIP+ interactions, e.g. the Request-URI could be used. 

Summary

It was demonstrated above that the standard SIP-based models fit into the agreed model of [S2-011581]. 

Furthermore, it was shown that applying (a combination of) these model(s) provide means to access an extensively wide range of possible multimedia services. As these models represent basic SIP behaviours, applying them on the SIP+ interface would require minimal additional standardization effort by 3GPP.

Additionally, the agreed SIP+ requirement list has been analysed, and it has been shown that the SIP protocol provides built-in solutions to most of them. There are SIP-friendly mechanisms available to meet requirements not provided by core SIP.

Proposal
1. SA2 agree in principle the models described above as a basis for further Stage-2 and Stage-3 work on defining interactions of the SIP+ interface.

2. SA2 agree to add the following statement to Clause 4.2.4 of 3G TS 23.228: "SIP protocol shall be used for transporting the SIP information across the SIP+ interface."
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