3GPP TSG-SA WG2 Key Issues Drafting Session

25-28 June, 2001

Dallas, USA
Tdoc S2-011614



Source: 

ALCATEL
Agenda Item:  
4

Title: 


Discovery and control of local SIP services in the IM Subsystem

Document for: 
Discussion and approval

Introduction

The concept of providing local services has been accepted in TSG-SA WG2 #18 and introduced into TS 23.228, but the details of how the UE gets to initiate these local services, as well as how the services are controlled in the visited network, have not been addressed.

This contribution suggests changes to the specification that address these points.

Discussion

Local services are defined in TS 22.121 V5.0.0 as:

“Local Service: services, which are provided by current roamed to network that are not HE services

HE Services: services, which are provided by the home environment”.

When roaming in a visited network, the UE has to attain knowledge of possible local SIP services available to it in that visited network. These services will be made know to the UE by one or more of the following methods:

· local service information will be pushed to the UE via the P-CSCF from one or more ASs in the visited network;

· the UE can itself request or enquire about possible local services by means of well known or advertised addresses, or services.


This implies a link between the local ASs and the P-CSCF. The interface here will be based on SIP+ in keeping with the interface between S-CSCF and ASs.

From the current specification, following the invocation of a session for a local service by the UE, the P-CSCF will know from the URI of the SIP Invite that a local service is requested in the visited network. The P-CSCF updates the routing information to a globally routable address, where upon reception in the S-CSCF the session is routed back to the visited network.

As (non-emergency) SIP sessions are always routed through the S-CSCF, control of the call is still maintained by the S-CSCF.

It shall also be possible to offer local services based on OSA via a SIP+ interface from the P-CSCF to an OSA Service Capability Server, as well as local legacy services via a SIP+ interface from the P-CSCF to an IM-SSF.

The choice between a native SIP AS, an AS accessed through OSA, or a legacy service, is done independently of the user because local services are not HE services dedicated to a specific user.

Proposal

It is proposed to introduce changes to TS 23.228 V5.1.0 as outlined in the CR below. 

Note: 

Although the changes have been based on V5.0.0:

· for Section 4.2.2 Support of Local Services in the IMS, the approved Tdoc S2-011556rev1 has been incorporated;

· for Section 4.2.4 CSCF to service platform Interface, Tdoc S2-011520 has also been incorporated;

· for Section 4.2.4 CSCF to service platform Interface, Tdoc S2-011581 has NOT been incorporated. This Tdoc adds the sections for S-CSCF Service Control Model.
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[21]
3GPP TS 22.121: "The Virtual Home Environment"

4.2.2
Support of Local Services in the IMS

The definition of local services can be found in [21]. Visited network provided services offer an opportunity for revenue generation by allowing access to services of a local nature to visiting users (inbound roamers). There shall be a standardised means for providing inbound roamers with access to local services. The mechanism to access local services shall be exactly the same for home users and inbound roamers.

The UE shall first be notified of which local services are available to it. This can be either:

· pushed to the UE by local application servers in the visited network, or

· requested by the UE by means of a query to one or more well know local ASs.
Access to local Services shall be provided in the following manner

1. It shall be possible for the network to determine whether the subscriber is requesting a local service in the visited IMS or the home IMS network based upon information received from the UE. This information may be included in e.g. the Request URI.
2. In the case where the service is to be provided by the visited IMS network, the P-CSCF, if required, will modify the “routing information” to a globally routable address. This will result in the S-CSCF in the home network routing the request back to the visited network. To facilitate charge free services in the visited IMS network, the original routing information received by the P-CSCF will be transferred to the S-CSCF along with the globally routable address.
3. The P-CSCF shall route the session towards the S-CSCF as per the session origination procedures, where the execution of the originating subscriber's home services are to be executed..
4.  Control of local services in the visited network may be performed via a direct interface between P-CSCF and ASs.
4.2.3
Support of roaming subscribers 

The architecture shall be based on the principle that the service control for Home subscribed services for a roaming subscriber is in the Home network, e.g., the Serving-CSCF is located in the Home network. 
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Figure 4-1: Service Platform in Home Network
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Figure 4-2: External Service Platform

There are three possible scenarios to provide services:

-  via the service platform in the Home Network

-  via an external service platform (e.g. third party network)
-  via a service platform in the Visited Network
The box representing the external service platform could be located in the 3rd party platform.

Editor's Note: the types of protocols to be used on the interfaces between the Serving-CSCF and the different service platforms in these different scenarios are FFS.

 The roles that the CSCF plays are described below. 

-  When subscribers roam to visited networks, the Serving-CSCF is located in the home network , the roamed to (visited) network shall support a Proxy-CSCF. The Proxy-CSCF shall enable the session control to be passed to the home network based Serving-CSCF that shall provide service control.

A Proxy-CSCF shall be supported in both roaming and non-roaming case, even when the Serving-CSCF is located in the same IM CN SS.

Reassigning the Proxy-CSCF assigned during CSCF discovery is not a requirement in this release. Procedures to allow registration time Proxy-CSCF reassignment may be considered in future releases.

Network initiated Proxy-CSCF reassignment is not a requirement.

The use of additional CSCFs, that is Interrogating-CSCFs, to be included in the SIP signalling path is optional. Such additional CSCFs may be used to shield the internal structure of a network from other networks.

For the provisioning of the local services to a subscriber roaming in a visited network, the architecture will be based on the principle that availability and control of these local services may be performed via ASs located in that visited network. This is depicted in the figure below.
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Figure 4-3: Local Service Platform in Visited Network
4.2.4
CSCF to service platform Interface

An Application Server (AS) offering value added IM services resides either in the user's home network, or in a third party location, or in a visited network. The third party could be a network or simply a stand-alone AS.

The CSCF to AS interface is used to provide services residing in an AS. Three cases were identified:

-  Serving-CSCF to an AS in Home Network.

-  Serving-CSCF to an AS in External Network (e.g., Third Party)

-  Proxy-CSCF to an AS in the Visited Network

4.2.4.1
Serving CSCF to service platform Interface

Note: many points applying to the interface between S-CSCF and AS apply also to the interface between P-CSCF and AS. In this case it is referred to “CSCF” which should stand for either P-CSCF or S-CSCF.

Regarding the general provision of services in the IMS, the following statements shall guide the further development. 

1. Besides the Cx interface the S-CSCF supports only one standardised protocol for service control, which delegates service execution to an “Application Server”.,

2. SIP+ is based on the SIP protocol information with necessary enhancements to allow for remote service execution; controversial enhancements should be avoided.

3. The depicted functional architecture does not propose a specific physical implementation.

4. Scope of the SIP Application Server: the SIP Application Server may host and execute services. It is intended to allow the SIP Application Server to influence and impact the SIP session on behalf of the services and it uses SIP+ to communicate with the CSCF. 

5.  The S-CSCF shall decide whether an Application Server is required to receive information related to an incoming SIP session request to ensure appropriate service handling.. The decision at the S-CSCF is based on (filter) information received from the HSS (or other sources, e.g. application servers). This filter information is stored and conveyed on a per application server basis for each subscriber.  The name(s)/address(es) information of the application server(s) are received from the HSS.

Editors Note:  The details of the “filter” information has to be further identified.

6. The purpose of the IM SSF is to host the CAMEL network features (i.e. trigger detection points, CAMEL Service Switching Finite State Machine, etc) and to interface to CAP.

7. The IM SSF and the CAP interface support legacy services only.

8. Once the IM SSF, OSA SCS or SIP Application Server has been informed of a SIP session request by the CSCF, the IM SSF, OSA SCS or SIP Application Server shall ensure that the CSCF is made aware of any resulting activity by sending messages to the CSCF.

9. From the perspective of the CSCF, The “SIP Application server”, “OSA service capability server” and “IM-SSF” shall exhibit the same interface behaviour.

10. The application server may contain “service capability interaction manager” (SCIM) functionality and other application servers.  The SCIM functionality is an application which performs the role of interaction management.  The internal components are represented by the “dotted boxes” inside the SIP application server.  The internal structure of the application server is outside the standards.
The Sh interface shall have sufficient functionality to enable this scenario.

11. When the name/address of more than one “application server” is transferred from the HSS, the S-CSCF shall contact the “application servers” in the order supplied by the HSS.  The response from the first “application server” shall be used as the input to the second “application server”.

12. The CSCF does not handle service interaction issues.. 

13. The CSCF does not provide authentication and security functionality for secure direct third party access to the IM subsystem. The OSA framework provides a standardized way for third party secure access to the IM subsystem.

More specifically the following requirements apply to the CSCF control interface:

1. SIP+ shall be capable to bring the full range of information (e.g. message headers, message bodies) available at the CSCF to the Application Server’s attention.

2. SIP+ shall preserve the extensibility of the SIP network signalling protocol on the interface to the application server. Introducing extensions (e.g. new SIP method, SIP header) in the network SIP signalling protocol shall make these extensions implicitly available to the Application Server without requiring separate extensions to SIP+.

3. The CSCF is application logic agnostic, i.e. it has no specific knowledge about a particular application logic invoked via the SIP+ interface.

4. The CSCF contacts the Application Server for the execution of applications. This shall be possible during the registration and during the session from setup to the release. 

5. An Application Server can initiate a new session/transactions at the CSCF without having been contacted by the CSCF beforehand.

6. SIP+ is currently envisioned to connect the S-CSCF to entities (Application Servers, OSA SCS, IM SSF) within the operators network.

7. SIP+ shall be a protocol between a Controlling Entity (SIP Application Server, IM-SSF, OSA-SCS) and a Controlled Entity (CSCF). The Controlling Entity takes/makes decisions on the SIP session. The Controlled Entity acts according to  the requests from the Controlling Entity, and notifies the Controlling Entity of events of interest (e.g a timer event or a SIP event).

8. The SIP+ protocol shall enable a multi-vendor open interface between SIP application server/IMS-SSF/OSA-SCS and the CSCF.

9. SIP+ shall support service control for both originating SIP sessions and terminating SIP sessions.  The A-party´s services are accessed from the A-party’s S-CSCF. The B-party´s services are accessed from the B-party’s S-CSCF

10. SIP+ shall allow the simultaneous handling of more than one service within a session.

11. SIP+ shall allow the Controlling Entity to request the transmission of a specific SIP message(s). This may, or may not, be in reaction to a message from the Controlled Entity

12. SIP+ shall allow the Controlling Entity to request the transmission of a SIP message with added/deleted/modified content.( headers & sip message body (e.g. SDP))

13. SIP+ shall allow filter setting  from the Controlling Entity.

14. SIP+ shall allow Service Control triggering from the Controlled Entity on basic or  complex triggers.

15. SIP+ shall allow the Controlling Entity to request the initiation of a SIP session. This may, or may not, be in reaction to a message from the Controlled Entity

16. SIP+ shall be able to convey charging information.

17. SIP+ shall support Load Control functions.

18. Means for detecting the failure/availability of a SIP AS/IM-SSF/OSA-SCS and CSCF shall be provided.

19. SIP+ shall support the transport of the following information from the CSCF to the Controlling Entity:
- Subscriber ID (Private subscriber identifier and, optionally, public subscriber identifier)
- Information on the event which occurred
- terminating/originating information
- SIP information

20. SIP+ shall support the transport of the following information from the Controlling Entity to the CSCF:
- Subscriber ID 
- Session handling request

21. The “SIP+” protocol shall support the control of timers

22. The SIP+ protocol shall allow the CSCF to differentiate between session control and SIP+.

Editors Note: Further requirements are for further study.

The figure below depicts an overall view of how services can be provided. 
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Figure 4.3: Functional architecture for the provision of service in the IMS

4.2.4.2
Proxy CSCF to service platform Interface

For the case of local services for a subscriber in a visited network, local services may be provisioned and controlled by ASs in the visited network.
Regarding the general provision of services in the IMS, the statements given above in the previous section for the “CSCF” are relevant here for both P-CSCF and S-CSCF, and shall guide the further development. 

Also, the requirements applying to the control interface given above in the previous section for the “CSCF” are relevant here for the P-CSCF and S-CSCF. There are no triggers from the HSS, instead the P-CSCF is locally provisioned to contact ASs.
The figure below depicts an overall view of how local services can be provided in a visited network.

The choice between a native SIP AS, an AS accessed through OSA, or legacy services, is done independently of the user because local services are not HE services dedicated to a specific user.
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Figure 4.4: Functional architecture for the provision of local service in the IMS
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