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The S2 meeting of March 2nd 2001 has agreed to a service control architecture that proposes a new service control protocol, SIP+, for the interface between the S-CSCF and various value added service (VAS) platforms. The S2 “Service Control Architecture” Drafting Group meeting on 5-6 April 2001 discussed several documents on the issue without reaching an agreement. Incorporating the points of those contributions supporting a SIP based protocol for the SIP+ interface, this contribution focuses on identifying the common views, and requirements for applying the SIP protocol to the service control. It concludes that the SIP protocol with certain modifications and extensions can be used for service control.
1. Introduction

The S2 Service Control Architecture Drafting Group meeting on 6-7 April 2001 in Sophia Antipolis has agreed to a revised service provisioning functional architecture shown in Figure 1 and the following revise notes characterising the common SIP+ service control interface:
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Figure 1 Functional architecture for the provision of service in the IMS
· Besides the Cx interface the S-CSCF supports only one standardised protocol for service control purposes: SIP+

· Guidelines for SIP+ are needed; SIP+ is based on the SIP protocol information with necessary enhancements to allow for service control; controversial enhancements should be avoided.

· Scope of the SIP Application Server: the SIP Application Server may host and execute services. It is intended to allow the SIP Application Server to influence and impact the SIP session on behalf of the services and it uses SIP+ to communicate with the S-CSCF. Further details are needed.

· The S-CSCF shall decide if a SIP session request is subject to inform a service. The decision at the S-CSCF is based on (filter) information received from the HSS (or other sources, e.g. application servers). This filter information is stored and conveyed on a per application server basis for each subscriber.  The name(s)/address(es) information of the application server(s) are received from the HSS.

Editors Note: The details of the “filter” information have to be further identified.

This document discusses some of the aforementioned issues related to the SIP+ interface, analyses the requirements for the protocol in question, and concludes the suitability of SIP protocol for this interface.

Requirements Analysis

The four end points of the SIP+ interface in Figure 1 are the S-CSCF, the SIP AS, the IM SSF, and the OSA SCS. The S-CSCF and SIP AS end-points are functionally viewed as SIP servers using standard SIP messages. If the S-CSCF detects through the filter criteria that a SIP request is subject to service control, it acts as a proxy server and forwards the request message to the AS which is indicated as part of the filter information. If the AS is involved, it may execute services on behalf of the subscriber.

All messages generated by the AS shall be routed via the S-CSCF. This is to guarantee that the S-CSCF can retain the control over the call. After receiving the response from an AS, the S-CSCF may contact additional Application Servers. Furthermore, the S-CSCF shall be able to supervise the relation towards the AS. In case the relation becomes interrupted or unstable, the S-CSCF shall proceed in accordance to the “Default-Policy”. The appropriate policy is service and/or operator specific.

With this general concept, several different scenarios for the interaction between the S-CSCF and the Application Server can be envisioned:

1. AS acting as a redirect server: 

In this case the AS instructs the S-CSCF to redirect the request to a new destination by sending a 3xx redirection response (e.g., 302 Moved Temporarily). The S-CSCF can then either proxy the original request to the new destination or forward the response towards the request origin. This mechanism can be used e.g. to implement address translation and session forwarding services.

2. AS acting as user agent: 

The AS accepts the session establishment by sending a 200 OK response. This behaviour can be used e.g. for media-related services when the Application Server includes a media server. Additionally, the Application Server can act as a 3rd party call controller to set up session(s) to other parties.

3. AS acting as 3rd party call control:
The Application Server instructs the S-CSCF to proxy requests to specified destinations. These requests do not relate to existing sessions/transactions and thus the S-CSCF will create new sessions/transactions.

4. AS acting as proxy: 

The Application Server proxies the request back to the S-CSCF. This allows the application server to remain in the signalling path to receive subsequent request and response messages. This mechanism can be used for services, which need to maintain session state and to monitor the whole session. Please note that in this case the AS can be also viewed as a back-to-back user agent.

To provide further details, the figures below show the SIP message flows for four different interactions.
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Figure 1: AS acting as a redirect server
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Figure 2: Application Server acting as a SIP User Agent
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Figure 3: Application Server acting as a 3rd party call controller
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Figure 4: Application Server acting as a proxy

Note that these four scenarios are not intended to constitute an exhaustive list of AS actions. Many applications will use combinations of the above interactions. Note that the scenarios 1-3 are just plain SIP and require no protocol extension. For scenario 4, one might argue that it contradicts the SIP loop detection mechanism. However, this can be solved without extending the SIP protocol and thus is an implementation issue. 

Other requirements relate to the exchange of messages over the SIP+ interface between the S-CSCF and the other two end points, IM SSF and OSA SCS. The IM-SSF and OSA SCS end-points are functionally viewed as SIP servers using standard SIP messages towards the S-CSCF. Service examples such as Call Forwarding and prepaid calls are presented in Tdoc S2-010921 through S2-010925. In these documents, the Stage 2 information flows diagrams depict, in further detail, the nature of interactions between the S-CSCF and the AS via OSA SCS and IM SSF. Upon the initiation of a service request (e.g., a SIP INVITE message to the S-CSCF), the S-CSCF will identify the subscriber, its corresponding service platform and its set of corresponding triggers. It will then pack and send a message to the identified service platform and request for instruction. Ideally, the S-CSCF should send/receive a single SIP message to/from the SIP AS, the OSA SCS and the IM SSF Additional information on service invocation and control may be obtained via the Sh interface, or possibly encapsulated into the SIP message. In addition, the message contains identification parameters specific to service platform as follows:

· Service Provider Identifier

· Subscriber ID

· Service ID

· Service Triggers

Appropriate detailed descriptions of these messages and parameters have to be worked out by relevant groups. The goal is to have the same approach for each of the individual platforms. 

These examples have shown that it is not the SIP method that must be modified to support for the purpose of the service control. It is primarily the content of the SIP messages that requires modifications/extension in order to invoke and control services, and to transfer service specific and service platform parameters.

3. Summary and Conclusions

Several exercises of information flows for conditional call forwarding services based on Calling Line ID (CFonCLI) or destination busy and pre-paid services were carried out for the three application servers (See companion contributions S2-010921 through S2-010925). In addition four generic scenarios of service control interactions have been demonstrated with diagrams in Appendix A. In all these exercises a SIP INVITE message was used to carry the service invocation request for the example services. For the two “go-between” elements, the IM SSF or OSA SCS, the exercises have shown that these elements should be enabled to generate SIP messages such as Redirect, BYE, etc., behaving as SIP servers or mimicking SIP Servers’ functions.   Furthermore, the examples showed that it is not the SIP method but the content of the SIP messages that must be modified/extended for the purpose of the service invocation and control.

Table below summarises the amount of extension needed when using SIP for the service control interface. However, it is important to note that many services can be implemented with a SIP based service control interface without requiring any extensions.

	Functionality
	Required Extensions

	AS acting as redirect server
	No SIP extension required.

	AS acting as user agent
	No SIP extension required.

	AS acting as third party controller
	No SIP extension required.

	AS acting as SIP proxy
	No SIP extension required.

	S-CSCF acting for initial 

MO Session Request
	No SIP extension, S-CSCF forwarding SIP INVITE to IMSSF/OSA SCS/SIP AS

	S-CSCF acting upon MO Session Establishment Failed
	No SIP extension, a new SIP INVITE to AS to contain information on 4xx  failure message.

	S-CSCF acting upon MT

Session Request
	No SIP extension, INVITE is forwarded

	S-CSCF acting upon MT

To unreachable user
	No SIP extension, a new SIP INVITE to AS to contain info on 4xx and/or 6xx failure messages.

	IMSSF conveying charging info to the S-CSCF for pre-paid 
	No SIP extension, a new SIP REDIRECT to S-CSCF to indicate the time threshold to be applied.

	S-CSCF acting upon detecting pre-paid session threshold
	No SIP extension, new SIP INFO to AS to contain information on  


This document along with five companion documents have examined several cases of service invocation and control, and have identified some initial view of the SIP protocol enhancements required to accommodate the functionality required for the SIP+ as a service control interface. From the nature of the information elements and the roles that the IM SSF and OSA SCS have to play, it became clear that there is a need for modification of the SIP messages. It requires extension of the payload of some SIP messages (e.g., INVITE, REDIRECT, and INFO) for carrying information needed on the SIP+ interface. Various information flow examples have shown that the current SIP methods could be sufficiently applied to convey the required information for service invocation and control. Furthermore, use SIP as is as the starting point and add whatever is needed by encapsulating (e.g., as XML) within the SIP body.

This contribution demonstrated how SIP can be used for service control with a defined number of extensions and modifications primarily in the content of the SIP messages and not in the SIP protocol methods. 










� EMBED Word.Picture.8  ���








[image: image6.wmf]S-CSCF

S-CSCF

SIP Application

Server

SIP Application

Server

HSS

HSS

OSA service

capability server

(SCS)

OSA service

capability server

(SCS)

IM-SSF

IM-SSF

Camel Service

Environment

Camel Service

Environment

OSA

application

server

OSA

application

server

SIP+

Cx

SIP+

SIP+

CAP

MAP

OSA API

SCIM

AS

AS

Sh

_1049520207.doc


S-CSCF







S-CSCF







SIP Application







Server







SIP Application







Server







HSS







HSS







OSA service







capability server







(SCS)







OSA service







capability server







(SCS)







IM-SSF







IM-SSF







Camel Service







Environment







Camel Service







Environment







OSA







application







server







OSA







application







server







SIP+







Cx







SIP+







SIP+







CAP







MAP







OSA API







SCIM







AS







AS







Sh












