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Open Issues on

Service Control Architecture for Ip Multimedia Subsystem

The author believes that the following items are undocumented and should be resolved by this meeting. This list maw well not be complete - other items may also need to be resolved.

1)
Interface from HSS to SIP Application Server

This is needed. It should be standardised to be a multivendor interface. 

2)
Nature of interface between HSS and SIP Application Server

Is this similar to MAP or similar to Cx or something different?

This is probably a decision that CN (probably CN4) should make. However SA 2 should indicate a preference that CN 4 avoid a totally new interface.

3)
Interface from HSS to OSA SCS

This is needed. It should be standardised to be a multivendor interface. 

4)
Nature of interface between HSS and OSA SCS

Is this similar to MAP or similar to Cx or something different?

This is probably a decision that CN should make, taking into account the decisions on the HSS-SIP Application Server interface. Again SA 2 should indicate a preference to avoid totally new interfaces.

5)
Is the SIP INVITE encapsulated in another protocol?

or does the SIP INVITE get extended to carry the other information needed on the SIP+ interface?

6)
Requirement to avoid third parties connecting directly to traffic handling nodes: what protects against these (SIP application server)?

This is not mentioned in S2-010797. 

When using ‘OSA’ it is assumed that this is a function of the OSA SCS. This implies that when using the OSA-SCS, the S-CSCF need not have protection mechanisms against third party applications. In order to maintain the same functional split across the “SIP+ interface”, it is suggested that protection against 3rd party applications is a function of the SIP Application Server (or some associated node).

Proposal:

“authorisation and security of the application provider is NOT the role of the S-CSCF”;

7)
How are privacy functions handled?

a)
The S-CSCF will need to know about the subscriber’s privacy status (eg CLI and Location).

b)
Application Servers will need to know about the subscriber’s privacy status - and the rights of 
an application (eg Police) to override the request for privacy.

c)
Should the HSS supply this information to both the S-CSCF and Application Server? Or.

d)
Should the HSS supply this information to the S-CSCF and then the S-CSCF sends the 
information to the Application Server? 

Proposal: adopt (d) and not (c).
8)
Feature Interactions (ie handling of multiple applications servers for the same SIP session)

Standardising the interactions of different services has occupied much of SA 1’s previous meetings. In general, compromises have to be made, and, the resulting standard is not the best for every customer.

For example, should a query to a number translation service be made in parallel with - or before - a query to a barring/prepay application?

(At least) in order to provide operators with more flexibility, it is proposed that Feature Interactions are handled within the Application Servers and NOT within the S-CSCF.

It is also proposed that the HSS to Application Server carries information on a per subscribers basis on:

a)
whether services are handled in parallel or in series (or a mixture);

b)
how to combine the results from the services; and

c)
addresses of the real service platforms (The S-CSCF has merely be told the address of the 
“Master Application Server”/OSA-SCS.

9)
Filtering in the S-CSCF/application server

The following issues need to be addressed in more detail:

a)
How does the S-CSCF know which “SIP request messages are the subject of service control”? It seems likely to be a ‘per subscriber’ tag that is received over the Cx interface.

b)
All messages go through the service platform. This is unnecessary for simple services such as barring and number translation which only require Analysis and/or Modification of the “B party’s address”. Hence it seems (very) useful for the Service Platform to be able to drop out of the call after analysing the Invite message. 

c)
Time critical functions (eg answer) will benefit if the Service platform is merely notified of the SIP message going through the S-CSCF rather than being required to process every message before the action can occur. 

d)
(Provided that the Service Platform has not dropped out of the session), the Service Platform must be able to release the session at any time.

10) Work Plan: who does the stage 2 and stage 3?

a)
Probably these are both done by CN. 

b)
It is an internal CN matter as to which subgroup(s) should be involved. 

c)
SA2’s desired timescales should be indicated. This is so that CN can adjust the functionality 
of R5 to be consistent with the R5 completion timescales (ie 03/2002).

