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1 Introduction

Intention of this contribution is to demonstrate how SIP can be used for service control purposes with a defined number of extensions.

2 Motivation

The main motivation for using SIP as the basis for the service control interface to the CSCF is to reuse SIP functionality. As already stated in the SIP RFC, the SIP protocol provides functionality (e.g. message routing, session control, authentication, etc.) to implement Supplementary and Intelligent Network subscriber services. Making use of these existing mechanisms will reduce the overall standardization effort for the CSCF service control interface. Otherwise it would be necessary to re-define much of this functionality as part of a new protocol.

Furthermore, with SIP as the basis for the service control interface, the Application Server will get access to all the capabilities of the SIP network signalling. Even if new extensions (e.g. new methods, headers, status codes, etc.) are defined for the IMS network signalling in the future, these extensions will immediately be accessible to the Application Server.

3 General concept

If the S-CSCF finds out through the filter criteria that a SIP request is subject to service control, it acts as proxy server and forwards the message to the AS which is indicated as part of the filter information. If the AS is involved, it may execute services on behalf of the subscriber.

All messages generated by the AS are routed via the S-CSCF. This is to guarantee that the S-CSCF can retain the control over the call. After receiving the response from an AS, the S-CSCF may contact additional Application Servers. Furthermore, the S-CSCF shall be able to supervise the relation towards the AS. In case the relation becomes interrupted or unstable, the S-CSCF shall proceed in accordance to the “Default-Policy”. The appropriate policy is service and/or operator specific.

With this general concept, several different scenarios for the interaction between the S-CSCF and the Application Server can be envisioned:

1. AS acting as a redirect server.
In this case the AS instructs the S-CSCF to redirect the request to a new destination by sending a 3xx redirection response. The S-CSCF can then either proxy the original request to the new destination or forward the response towards the request origin. This mechanism can be used e.g. to implement address translation and session forwarding services.

2. AS acting as user agent.
The AS accepts the session establishment by sending a 200 OK response. This behavior can be used e.g. for media-related services when the Application Server includes a media server. Additionally, the Application Server can act as a 3rd party call controller to set up session(s) to other parties.

3. 3rd party call control.
The Application Server instructs the S-CSCF to proxy requests to specified destinations. These requests do not relate to existing sessions/transactions and thus the S-CSCF will create new sessions/transactions.

4. AS acting as SIP Proxy
The Application Server proxies the request back to the S-CSCF. This allows the application server to remain in the signaling path to receive subsequent request and response messages. This mechanism can be used for services, which need to maintain session state and to monitor the whole session.

Note that this is not intended to be an exhaustive list. Many applications will use combinations of the above interactions. Note that the scenarios 1-3 are just plain SIP and require no protocol extension. For scenario 4, one might argue that it contradicts the SIP loop detection mechanism. However, this can be solved without extending the SIP protocol and thus is an implementation issue.

To provide further details, the figures below show the SIP message flows for the described interactions.
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Figure 1: AS acting as a redirect server
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Figure 2: Application Server acting as a SIP User Agent
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Figure 3: Application Server acting as a 3rd party call controller 
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Figure 4: Application Server acting as a proxy

3.1 Signalling of dynamic filter criteria

Depending on the application, it might be desired not to route all messages to the AS. Some of them might not be relevant for the application and thus the CSCF should handle them autonomously. This can be achieved by filter criteria specifying which messages are relevant for the application. A detailed description of filter criteria is out of the scope of this contribution. However, a mechanism is required for the AS to signal filter criteria to the CSCF. Several realization alternatives for this can be considered:

· Record Route.
The natural way for a SIP-proxy to stay on the route for subsequent request is to add a “Record-Route” header. For a detailed description of the filter criteria (e.g. which request methods), extensions in the form of Record-Route Parameters could be defined.

· Body of SIP-Message.
The description of the filter criteria can be included in the message body of a SIP message send from the Application Server to the CSCF.

· New SIP-Header.
A new SIP header could be defined to include filter descriptions with a message send from the Application Server to the CSCF.

· Signal filter criteria using a SIP Request.
Instead of piggybacking the filter information to other request messages, the AS can send a dedicated SIP request message to signal the desired filter criteria to the CSCF. For example, the SIP SUBSCRIBE extension might be an appropriate container for this.

3.2 Event notifications

To optimise the delay for e.g. a session establishment it might be desired to merely notify the AS about messages received by the CSCF rather than to route them to the AS. This prevents suspending the call processing in the CSCF while the application is executed. Please note that this is just an optimisation. It does not enable new applications that would not be possible without this feature.

Nevertheless it is demonstrated below how this can be realized using SIP:


[image: image5.wmf]S-CSCF

Application

Server

INVITE

NOTIFY

200 OK

INVITE

200 OK

towards

A-Party

towards

B-Party

Trigger detected,

need to contact

Application Server

200 OK (Notify)


Figure 5: Event notifications

Similar to the other scenarios, the S-CSCF detects that a SIP message is subject to service control. Instead of proxying the message to the application server, it sends a SIP NOTIFY message to the AS describing the event that occurred. The type of event is specified in the event header of the notify message and the message received by the CSCF might be included in the body of the notify message. The S-CSCF immediately forwards the INVITE message towards the destination without waiting for the 200 OK response for the NOTIFY request.

Supporting this will require implementing the SIP Notify extension as well as defining an event package for service control.

3.3 Estimation of required SIP extensions

Intention of this section is to summarise the amount of extension needed when using SIP for the service control interface. However, it is important to note that many services can be implemented with a SIP based service control interface without requiring any extensions.

	Functionality
	Extensions required

	AS acting as redirect server
	No extension required.

	AS acting as user agent
	No extension required.

	AS acting as third party controller
	No extension required.

	AS acting as SIP proxy
	No extension required.

	Signalling of dynamic filter criteria
	Extension required. (e.g. new SIP header)

	AS access to subscriber data
	No extension required.

	Asynchronous event notification
	SIP Notify Extensions required.

Defining event packages for SIP NOTIFY request.


4 Proposal

This contribution demonstrates how SIP can be used for service control with a defined number of extensions. SIP already provides many mechanisms for service control. SIP as a basis for the service control interface will allow reusing these mechanisms. This will reduce the overall standardization effort for the service control interface. For these reasons it is proposed to adopt SIP as the basis for the service control protocol between the CSCF and an Application Server.
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