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Introduction

There has been much discussion on the functional architecture for providing services in the IMS. While the current conclusions are captured in TS 23.228, there is still discussion on the IMS service control interface (SIP+).  Prior contributions from Vodaphone (S2-010668 and S2-010669) articulated a number of concerns that the specification of this interface must resolve. The IETF has also been considering the same question. A contribution in the SIP WG on SIP application service architecture [1] looks very applicable to this issue. We also believe that it resolves many of the issues raised in the Vodaphone contributions. This paper discusses how the service architecture applies to the IMS service control architecture and how the IETF architecture meets many of the issues raised in prior contributions. 

Overview of a SIP Application Server Component Architecture

The service architecture described in reference [1] describes how SIP is used as the enabling protocol for SIP Application Servers. This reference is included as part of this contribution.

This architecture has a number of advantages, including:

· The application server is only involved in the application for as long as its service is needed. It is added to the session, performs its service and returns session control back to the controller with the results of its activities. For example, an IVR server is only included in the session for as long as it is needed for prompting the user and collecting digits. While the server is active, it passes collected digits to the controller via an event side channel. When it has finished, it returns session control back to the application controller. 

· This architecture uses the third party call control mechanisms defined for SIP in reference [3]. These mechanisms allow the application controller to direct the media between an end user and an application server. When the server has completed, the media can be moved to another application server, if necessary. The controller issuing re-INVITES to the application server(s) accomplishes this. 

· Event channels are defined, allowing information to be exchanged between the application controller and application server. Reference [1] proposes HTTP as the protocol for side channel communication.

· This architecture provides security by proposing two levels:

· It requires that application controllers establish security associations with application servers they use.

· It recommends an authentication mechanism be used between the caller and the application controller to authorise the caller’s access to the service. 

· Additional information needed by the application controller or application server can be included in the SIP INVITE as either header extensions or as an XML document.

Reference [1] shows how this architecture is applied by showing service examples for interactive voice response services, conferencing, continuous text-to-speech applications and messaging services.

Applicability to IMS Service Platforms

In TS 23.228, the following figure shows how services can be provided. TS 23.228 section 4.2.4 makes the following statements regarding the components:

· The SIP Application Server may host and execute services. It is intended to allow the SIP Application Server to influence and impact the SIP session on behalf of the services and it uses SIP+ to communicate with the S-CSCF. 

· The S-CSCF shall decide if a SIP session request invokes an application service to provide the requested service. The decision at the S-CSCF is based on (filter) information received from the HSS (or other sources, e.g. application servers). 

· The identify of the application server is based on information received from the HSS.

We believe that the application model described in reference [1] is applicable to the SIP application server component described in TS 23.228. As described in reference [1], SIP is the protocol which is used by the S-CSCF in communicating with the SIP Application Server Component.  The S-CSCF, along with providing all the functionality already allocated to it in TS 23.228, also needs to provide the following functionality:

1. It needs to route SIP methods to the appropriate service domain (SIP, OSA, CAMEL). The principle method available will be INVITE methods received by the S-CSCF. This requires some type of session processing language in the S-CSCF to analyze the INVITE method headers (and perhaps associated message contents) and determine the how to progress the INVITE. The specification of this scripting language is outside the scope of this contribution. It will be specified by CN1 as part of writing TS 23.218.
2. The S-CSCF may need to redirect a session from one service domain to another. We see this being required since different services which are needed for a single session will reside in different service domains. This will require the S-CSCF to support a session processing language. 

3. The S-CSCF will need to receive these scripts from the HSS.

4. The S-CSCF will need to know which service domain is used for which services. We see this information being received from the HSS.  

We believe this architecture also addresses a number of concerns raised in prior SA2 meetings.

1. The architecture in reference [1] supports application servers from many vendors, allowing operator’s to choose the best vendor for the application. Since the application protocol is IP based, these application servers are generated in a familiar and feature rich application environment (the Internet), allowing for more rapid service creation.

2. Since access to the network from these application servers is brokered by the applications controller, the controller can be specified to provide the following services:

1. It can buffer third party applications from having direct access to traffic nodes. 

2. It can provide the gateway functions described in S2-010668: authentication, handling multiple application providers, supporting an interface to the HSS for application server information and privacy functions.

3. It could also be specified to provide any feature interaction management.

4. As this architecture is built upon the work done by the IETF SIP WG, the services available in the SIP environment in the R5 timeframe will be available to operator’s for use in their network.

Conclusion

Although more study is needed, we believe that the architecture described in reference[1] is applicable to the SIP Application Server component described in TS 23.228. It is apparent from reference [1] that SIP is suffcient for the SIP+ interface. If it turns out that a side channel is needed between the SIP Application Server component and the S-CSCF, reference [1] makes it clear that existing IETF protocols are sufficient for this purpose. It should also be noted that if the architecture in reference [1] is not pursued and SIP application servers are the only elements in the SIP Application Server component, then we believe that the fuctionality allocated to the application controller component described in reference [1] has, in effect, migrated into the S-CSCF. In this case, SIP is still sufficient for SIP+. In either case, we believe these existing protocols are sufficient for SIP+ and no further protocol specification by SA2 is needed.
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