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1. Introduction 

This contribution proposes mechanisms by which the PCF and the GGSN could discover each other. It addresses an FFS item that was identified in S2-010438 “Completion of Call Flow: QoS Interaction Procedures of TS23.207” (baseline version, output from Feb-March, 2001 S2 Goteborg meeting). Specifically, in Section C.1.1 – “The mechanisms by which the PCF and the GGSN discover each other are FFS”.

This contribution is a companion to S2-010957.

2. Decision Points 

Our understanding is that when the PCF and the P-CSCF are separate then a need for mutual discovery arises, unless the operator decides to statically configure the GGSN’s and the PCF’s addresses in the PCF and GGSN, respectively.

Service level authorization is performed between the P-CSCF and GGSN, via call control. The P-CSCF goes to PCF, if necessary, for service level authorization. So that service level authorization is already done before the GGSN is involved.

The P-CSCF could forward the PCF address to the UE, which would forward to GGSN. However, this is probably unnecessary since P-CSCF has already performed service level authorization.  At a minimum, communication of PCF address to the UE must be kept optional since the architecture must be able to support PDP context activation without the P-CSCF.

On the other hand, IP bearer level authorization is performed between the PCF and the GGSN, via policy control. That is, the GGSN may go to a PCF for IP bearer authorization.  IP bearer QoS policy should not change because of call control state at the P-CSCF, so it is not clear why the  GGSN could not discover PCF on its own (perhaps via static configuration) without information from the P-CSCF.  The GGSN needs to be able to locate the PCF on its own anyway when it doesn't get a token from the P-CSCF.

It has already been agreed that there needs to be communication between the GGSN and the P-CSCF for media gating.  This interface needs to synchronize the call state in the P-CSCF with the media gating function in the GGSN.

The media gating interface between the GGSN and the P-CSCF could be a variant of SIP (a small subset thereof).  This interface could also pass along the service level authorization agreement already reached at the P-CSCF to the GGSN in the form of SDP, so that the GGSN could verify adherence.

The P-CSCF could forward its location to the UE within a SIP message, which would forward it to the GGSN.  This step is necessary for P-CSCF discovery at the GGSN for purposes of media gating.  Media gating should be optional - under control of the P-CSCF. So that if  P-CSCF doesn't send it to the UE then the GGSN doesn't need to perform media gating.

3. Discussion

If discovery mechanisms are still deemed necessary, then they would depend on whether the PUSH or PULL model is used.

· In the Push model, the PCF will need to discover the appropriate GGSN, as the PCF initiates the Authorize QoS Resource sub-procedure, by sending the DEC message to this GGSN (see Figure C.1). 

This could be done as follows:

During access level registration (wherein a PDP context has been set up) the UE obtains the serving GGSN’s APN. Next, when the UE performs an application level regstration, it sends a Register message to the PCF (P-CSCF) as shown in Section 5.2.2.3 of TS 23.228.  In the Register message the UE could include the APN of the serving GGSN. This may require a SIP extension. Thus the PCF (P-CSCF) will have the serving GGSN’s IP address, and can then initiate the Authorize QoS Resource sub-procedure.

· In the Pull model, the GGSN will need to discover the appropriate PCF, as the GGSN initiates the Authorize QoS Resource sub-procedure, by sending the Req message to this PCF (see Figure C.5).

In TS 23.228, section 5.4.7.1 “Authorise UMTS and IP QoS Resources”, it is stated that:

The GGSN serves as the Policy Enforcement Point that implements the policy decisions for performing admission control and authorising the UMTS and IP BS QoS Resource request, and policing IP flows entering the external IP network.

Authorisation of UMTS and IP QoS Resources shall be required for access to the IP Multimedia Subsystem. The GGSN shall determine the need for authorisation, possibly based on provisioning and/or based on the APN of the PDP context. 

The authorisation shall be made prior to the allocation request from the UE.  This authorisation may be given to the GGSN from the P-CSCF(PCF) via a ‘Push’-type of interface, or may be ‘Pulled’ from the P-CSCF(PCF) by the GGSN when the allocation request is received from the UE. The authorisation shall include binding information, which shall also be provided by the UE to the GGSN in the allocation request, which enables accurate matching of requests and authorisations.  This binding information may be an authorisation token assigned by the P-CSCF(PCF), possibly in consultation with the GGSN, and may contain information that identifies the P-CSCF(PCF) that generated the token.”

Under the circumstances, this last sentence containing the highlighted text which says “may contain information”, should be re-stated as shown in italics:

This binding information may be an authorisation token assigned by the P-CSCF(PCF), possibly in consultation with the GGSN, and may contain information that identifies the P-CSCF(PCF) that generated the token, in the case of a Push type interface, but shall contain information that identifies the P-CSCF(PCF) that generated the token, in the case of a Pull type interface. This will enable the GGSN to discover the appropriate PCF for further QoS processing.
This would then proivide a means for the GGSN to discover the appropriate PCF.

3. Proposal

It is proposed that in Section C.1.1, the sentence “The mechanisms by which the PCF and the GGSN discover each other are FFS” be deleted.
Further, it is proposed that the following text be added in a new sub-section C.1.1.1 “PCF and GGSN Discovery Mechanisms” :

C.1.1.1
PCF and GGSN Discovery Mechanisms

Authorisation of UMTS and IP QoS Resources shall be required for access to the IP Multimedia Subsystem. The GGSN shall determine the need for authorisation, possibly based on provisioning and/or based on the APN of the PDP context. 

The authorisation shall be made prior to the allocation request from the UE.  This authorisation may be given to the GGSN from the P-CSCF(PCF) via a ‘Push’-type of interface, or may be ‘Pulled’ from the P-CSCF(PCF) by the GGSN when the allocation request is received from the UE. The authorisation shall include binding information, which shall also be provided by the UE to the GGSN in the allocation request, which enables accurate matching of requests and authorisations. This binding information may be an authorisation token assigned by the P-CSCF(PCF), possibly in consultation with the GGSN.

In the Pull model, the GGSN will need to discover the appropriate PCF, as the GGSN initiates the Authorize QoS Resource sub-procedure, by sending the Req message to this PCF (see Figure C.5). In this case, the binding information shall contain information that identifies the P-CSCF(PCF) that generated the token, This will enable the GGSN to discover the appropriate PCF for further QoS processing.

In the Push model, the PCF will need to discover the appropriate GGSN, as the PCF initiates the Authorize QoS Resource sub-procedure, by sending the DEC message to this GGSN (see Figure C.1). The binding information may contain information that identifies the P-CSCF(PCF) that generated the token, in the case of the Push Model.

If not, the PCF could discover the appropriate GGSN as follows. During access level registration (wherein a PDP context has been set up) the UE obtains the serving GGSN’s APN. Next, when the UE performs an application level regstration, it sends a Register message to the PCF (P-CSCF) as shown in Section 5.2.2.3 of TS 23.228.  In the Register message the UE could include the APN of the serving GGSN. This may require a SIP extension. Thus the PCF (P-CSCF) will have the serving GGSN’s IP address, and can then initiate the Authorize QoS Resource sub-procedure.

~  ~  ~
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