
3GPP TSG-SA WG2 QoS Drafting Meeting

Hoboken , April 17th - April 19th, 2001
1
S2-010876

Agenda Item:
End-to-End QoS Scenarios

Source: 
Alcatel

Title: 
Mandatory use of Policy Control for Access to the IM subsystem.

Document for:
Discussion and 23.207 change

___________________________________________________________________________

1
Introduction

During the last S2 meeting, it was decided to derive from each QoS scenario one case with Policy Control, and one case without any Policy Control. The use of Policy Control was considered as optional for the access to the IP Multimedia subsystem.

This contribution explains that the access to the IP Multimedia Subsystem implies that the use of Policy Control can not be optional. As a result, a clean separation between the scenarios used in non-IM access and those used for the IM access is required.

This contribution will lead to the requirement for mandatory Policy Control for IM access.

2
Discussion

The introduction of the IP Multimedia subsystem allows the application of a “Telecom-like model” to the sessions between two end terminals. In this model, a session control is carried out by the network, a service level exists on top of the session, and the resources are controlled by the network to ensure the QoS-Assured model.

In contrast with this Telecom model, the already existing “Internet-like model” can be used, but no session control is carried out by the network. 

In the Telecom model, SIP is used as signalling protocol for the call control, and the Go interface makes it possible to ensure the coherency between the session requirements at call control level and the Access IP-connectivity service. 

Six months ago, S2 realized that this session control and this link between call control and bearer establishment is mandatory. This was adopted in 23.228, Section 5.5.1:

1.
Both end points of the session shall be able to negotiate (according to service /UE settings,…) which resources (i.e. which media components) need to be established before called party is rung. Then the call signalling shall ensure that these resources (including (UMTS) IP-Connectivity Network resources and IP MM backbone resources) are made available or reserved before the called UE rings. 


This should nevertheless not prevent the UE from offering to the end-user the choice of accepting or rejecting the components of the session before establishing the bearers .

2.
(Depending on regulatory requirements) the IPMM service shall be able to charge the calling party for the Access IP-connectivity service of both calling and called side or when reverse charging applies to charge the called party for the Access IP-connectivity service of both calling and called side. This implies that it should be easy to correlate CDR held by Access IP-connectivity service (e.g. GPRS) with a call.

3.
The CC function of IP MM network of an operator (CSCF) shall be able (according to operator choice) to have a strict control (e.g. on source /destination IP address, QoS) on the flows associated with session established through SIP entering the IP MM bearer network from Access IP-connectivity service. This does not mean that CSCF is the enforcement point (which actually is the Gateway between the Access IP-connectivity service and the IP MM network, i.e. the GGSN in UMTS case) but that the CSCF may be the final decision point for this control. 

4.
The CC and bearer control mechanisms shall allow the CC to decide when user plane traffic between end-points of a SIP session may start /shall stop. This allows to let this traffic start / stop in synchronization with the start /stop of charging for a call.

5.
The Access IP-connectivity service shall be able to notify the IP MM CC when Access IP-connectivity service has either modified or suspended or released the bearer(s) of an user associated with a call (because e.g. the user is no more reachable), 

6.
The solution shall comply with the architectural rules expressed in 23.121 sub-section “Separation between Bearer level, Call control level and Service level".

Today, the same arguments are still true. If policy control was not used for the access to the IP Multimedia subsystem, the requirements above could not be met. For example, the correct charging for the invoked service would not be possible in a correct way; it would not be possible to correlate the bandwidth declared through SIP/SDP to the CSCF with the bandwidth requested from Access IP-connectivity service; the attempts from some hackers could not be correctly overcome; etc.

Furthermore, a significant percentage of the traffic transported in the IP Multimedia Backbone will be some guaranteed traffic. If Policy Control was not used, and if the Go interface was not used, it would not be possible to efficiently control the entrance of the IP Multimedia backbone. Therefore, the guarantees would be difficult to ensure.

Conclusions:

· Because of all these reasons above, it is not realistic to allow the access to the IP Multimedia subsystem without any control of the bearer level by the P-CSCF/PCF. In other words, in case of access to the IP MM subsystem, the Policy Control and the link between P-CSCF/PCF and GGSN is mandatory.

· In terms of the QoS scenarios, this use of the Policy Control corresponds to the scenarios 3b (a = without Policy Control, b = with Policy Control), 4b, 5 and 6 that are used only for an access to the IP Multimedia subsystem.

· If the Policy Control is not used, then the corresponding QoS scenarios are the remaining scenarios 1, 2, 3a, and 4a that are used only for an access to the non-IP Multimedia subsystem. And for these scenarios, it becomes possible to suppress the reference to an application layer like SIP/SDP. 

3
Proposal

Based on the above conclusions, the following changes are proposed for TS23.207 V.1.3.0. (The changes to the Annex A Scenarios are based on Tdoc 10446rev1).

5.1.1
Description of functions

5.1.1.1
QoS management functions for end-to-end IP QoS in UMTS Network

NOTE:
The end-to-end QoS management functions do not cover the cases of a circuit switched service, or an IP service interworking with an ATM service at the gateway node.
IP BS Manager uses standard IP mechanisms to manage the IP bearer service. These mechanisms may be different from mechanisms used within the UMTS, and may have different parameters controlling the service. The translation/mapping function provides the interworking between the mechanisms and parameters used within the UMTS bearer service and those used within the IP bearer service, and interacts with the IP BS Manager. 

If an IP BS Manager exists both in the UE and the Gateway node, it is possible that these IP BS Managers communicate directly with each other by using relevant signalling protocols.
The required options in the table define the minimum functionality that shall be supported by the equipment in order to allow multiple network operators to provide interworking between their networks for end-to-end QoS. Use of the optional functions listed below, other mechanisms which are not listed (eg over-provisioning), or combinations of these mechanisms are not precluded from use between operators. 

The IP BS Managers in the UE and GGSN provide the set of capabilities for the IP bearer level as shown in Table 1. Provision of the IP BS Manager is optional in the UE, and required in the GGSN. 

Table 1: IP BS Manager capability in the UE and GGSN

Capability
UE
GGSN

DiffServ Edge Function
Optional
Required

RSVP/IntServ
Optional
Optional

IP Policy Enforcement Point
Optional
Required (*)

 (*)Although the capability of IP policy enforcement is required within the GGSN, the control of IP policy through the GGSN is a network operator choice. 
Figure 2 shows the scenario for control of an IP service using IP BS Managers in both possible locations in the UE and Gateway node. The figure also indicates the optional communication path between the IP BS Managers in the UE and the Gateway node.
Policy Control Function (PCF) is a logical policy decision element which uses standard IP mechanisms to implement policy in the IP bearer layer.  These mechanisms may be conformant to, for example, the framework defined in IETF [RFC2753] “A Framework for Policy-based Admission Control” where the PCF is effectively a Policy Decision Point (PDP).  The PCF makes decisions in regard to network based IP policy using policy rules, and communicates these decisions to the IP BS Manager in the GGSN, which is the IP Policy Enforcement Point (PEP).

 The PCF is a logical entity.  The PCF is co-located with the P-CSCF, and the interface between the PCF and the P-CSCF is not standardized.   The PCF can also be implemented in a separate physical node.

The interface between the P-CSCF (PCF) and GGSN is specified within 3GPP, named Go interface, and is included in the Reference Architecture depicted in TS23.002.  The protocol interface between the P-CSCF (PCF) and GGSN supports the transfer of information and policy decisions between the policy decision point and the IP BS Manager in the GGSN. 

The PCF makes policy decisions based on information obtained internally from the P-CSCF.  The P-CSCF (PCF) ís in the same domain as the GGSN or has a trust relationship with the GGSN. 

NOTE:
Currently in IETF, inter-domain policy interactions are not defined. 

For access to the IP Multimedia subsystem, Policy Control and the link between P-CSCF/PCF and GGSN is mandatory.
5.1.1.2
IP BS Manager Functionality in the GGSN and the UE

The following will be taken as a working assumption for further work. 

The IETF Differentiated Services architecture will be used to provide QoS for the external bearer service.  The GGSN provides the Diffserv edge function as is currently described in 23.207.  

For applications that require stringent IP quality of service (e.g., carrier-grade telephony),

1. It is intended to make possible the use of existing QoS management mechanisms in 23.107 with any required extensions FFS (e.g., IP bearer service information element) to request end-to-end QoS, and

2. When these existing QoS management mechanisms are used for requesting end-to-end QoS, the IP BS manager in the GGSN will act as an RSVP endpoint towards the external network, generating and responding to per-flow RSVP messages.

Use of RSVP is intended to enable the external network provider to support traffic engineering, efficient resource management, and call blocking if needed to handle temporary overload conditions. 

It is also desired to allow endpoints to use Diffserv or RSVP to indicate their QoS requirements to the MT.   The requirements on the IP bearer service manager in the UE and GGSN to support this functionality are FFS.

At PDP context setup the user shall have access to one of the following alternatives : 

· Basic GPRS IP connectivity service: The  bearer is established according to the user’s subscription, local operator’s IP bearer resource based policy, local operator´s admission control function and GPRS roaming agreements. In this case, IP bearer resource based local policy decisions may be applied to the bearer.  

· Enhanced GPRS based services : The bearer is  used to  support an enhanced application-layer service, such as IM. In this case,  service-based local policy decisions (e.g., authorization and gating of the bearer by a proxy CSCF)) must be applied to the bearer.

1 Annex A (Informative):
QoS Conceptual Models

A.2 Scenarios

[Editorial Note:  the precedence and sequence of the different phases of session / bearer establishment need further study.]

These scenarios give examples of concatenating QoS mechanisms in different parts of the network which together can deliver an end-to-end QoS. These scenarios are not intended to describe the details of the interworking between the QoS mechanisms.

The different scenarios involve cases with and without service based local policy. Each scenario describes the applicable cases, possibly by referencing another scenario. In some scenarios, only one of the cases may be valid (eg scenarios 5 and 6). Where both cases are covered, they may be described together identifying the optionality, or separately for clarity of the individual cases.

The optional authorisation token is associated with the cases involving service based local policy, and is applicable for IM services. It is an operator decision whether or not to support service based local policy for IM services. If service based local policy is not supported, or not applicable (ie not IM service), then the optional authorisation token and application server at the P-CSCF are not used. 

Non-IM services not using service based local policy will follow scenarios 1, 2, 3 without policy control, or 4 without policy control. IM services using service based local policy will follow scenarios 3 with policy control, 4 with policy control, 5 or 6.

NOTE:
Scenarios 3 with policy control, 4 with policy control, 5 and 6 are reserved for the IP multimedia services involving, e.g., SIP signalling , IP policy control, and subscription checking.

A.2.1 Scenario 1
The UE does not provide an IP BS Manager. The end-to-end IP QoS bearer service towards the remote terminal is controlled from the GGSN.
The scenario assumes that the GGSN supports DiffServ edge functions, and the backbone IP network is DiffServ enabled. 

NOTE: The UE may always include an authorisation token in establishment of the PDP context. Inclusion of the authorisation token in scenario 1 changes the QoS mechanisms to be the same as those described in scenario 5. Therefore, please refer to scenario 5 if the authorisation token is included. 

The application layer (eg. HTTP) between the end hosts identifies the QoS requirements. The QoS requirements determined from the application layer (eg. TS23.228 describes interworking from SIP/SDP to QoS requirements) are mapped down to PDP context parameters in the UE. 

In this scenario, the control of the QoS over the UMTS access network (from the UE to the GGSN) may be performed either from the terminal using the PDP context signalling, or from the SGSN by subscription data.

The IP QoS for the downlink direction is controlled by the remote terminal up to the GGSN. The GGSN will apply receiver control DiffServ edge functions and can reclassify the data (remarking the DiffServ Code Point (DSCP)). This may affect the QoS applied to the data over the UMTS access (the TFT may use the DSCP to identify the data to be allocated to the PDP context).

The end-to-end QoS is provided by a local mechanism in the UE, the PDP context over the UMTS access network, DiffServ through the backbone IP network, and DiffServ in the remote access network in the scenario shown in the figure below. The GGSN provides the interworking between the PDP context and the DiffServ function. However, the interworking may use information about the PDP context which is established, or be controlled from static profiles, or dynamically through other means such as proprietary HTTP based mechanisms. The UE is expected to be responsible for the control of the PDP context, but this may instead be controlled from the SGSN by subscription.
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Figure A.1: Local UE does not provide IP BS Manager
Notes:

-
The solid horizontal lines indicate the mechanism that is providing QoS for the flow of data in the direction indicated.

-
The dashed horizontal lines indicate where QoS control information is passed that is not directly controlling the QoS in that link/domain.

-
The arrows on the horizontal lines indicate nodes that receive information about QoS from that mechanism, even if that mechanism is not used to control the QoS over that link/domain.

· The solid vertical lines indicate interworking between the different mechanisms.

· In the figure, the term RAP refers to the Remote Access Point, and RUE is the Remote UE.

No solid vertical line is shown from DiffServ to PDP flow on the downlink at the GGSN. The TFT determines the QoS applicable over the UMTS access. However, the configuration of the TFT may use the DiffServ to select the PDP context to be applied, so there may be interworking between DiffServ and the PDP Flow via the TFT filters.

A.2.2 Scenario 2
The UE performs an IP BS function which enables end-to-end QoS without IP layer signalling towards the IP BS function in the GGSN, or the remote terminal.
The scenario assumes that the UE and GGSN support DiffServ edge functions, and that the backbone IP network is DiffServ enabled. 

NOTE: The UE may always include an authorisation token in establishment of the PDP context. Inclusion of the authorisation token in scenario 2 changes the QoS mechanisms to be the same as those described in scenario 5. Therefore, please refer to scenario 5 if the authorisation token is included. 

The application layer (eg. HTTP) between the end hosts identifies the QoS needs. The QoS requirements from application layer (eg. TS23.228 describes interworking from SIP/SDP to QoS requirements) are mapped down to the IP layer. The IP layer service requirements are further mapped down to the PDP context parameters in the UE.

In this scenario, the control of the QoS over the UMTS access network (from the UE to the GGSN) may be performed either from the terminal using the PDP context signalling. Alternatively, subscription data accessed by the SGSN may override the QoS requested via signalling from the UE (according to the procedures specified in TS 23.060).

In this scenario, the terminal supports DiffServ to control the IP QoS through the backbone IP network.

The IP QoS for the downlink direction is controlled by the remote terminal up to the GGSN. The PDP context controls the QoS between the GGSN and the UE. The UE may apply DiffServ edge functions to provide the DiffServ receiver control. Otherwise, the DiffServ marking from the GGSN will determine the IP QoS applicable at the UE.

The end-to-end QoS is provided by a local mechanism in the UE, the PDP context over the UMTS access network, DiffServ through the backbone IP network, and DiffServ in the remote access network in the scenario shown in Figure A.2 below. The UE provides control of the DiffServ, and therefore determines the appropriate interworking between the PDP context and DiffServ.

The GGSN DiffServ edge function may overwrite the DSCP received from the UE, possibly using information regarding the PDP context which is signalled between the UMTS BS managers and provided through the translation/mapping function to the IP BS Manager.
Note that DiffServ control at the Remote Host is shown in this example. However, other mechanisms may be used at the remote end, as demonstrated in the other scenarios.
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Figure A.2: Local UE supports DiffServ

A.2.3 Scenario 3
The UE performs an IP BS function which enables end-to-end QoS using IP layer signalling towards the remote end. There is no IP layer signalling between the IP BS Managers in the UE and the GGSN. However, the GGSN may make use of information regarding the PDP context which is signalled between the UMTS BS managers and provided through the translation/mapping function.
This scenario assumes that the UE and GGSN support DiffServ edge functions, and that the backbone IP network is DiffServ enabled. In addition, the UE supports RSVP signalling which interworks within the UE to control the DiffServ.

The application layer (eg. SIP/SDP in the case of with policy control, HTTP in the case of without policy control) between the end hosts identifies the QoS requirements. The QoS requirements from application layer (eg. TS23.228 describes interworking from SIP/SDP to QoS requirements) are mapped down to create an RSVP session. The UE shall establish the PDP context suitable for support of the RSVP session. The authorisation token from the application layer when included shall be mapped to the corresponding RSVP signalling parameters as well as the PDP context parameters.
In this scenario, the control of the QoS over the UMTS access network (from the UE to the GGSN) may be performed either from the terminal using the PDP context signalling. Alternatively, subscription data accessed by the SGSN may override the QoS requested via signalling from the UE (according to the procedures specified in TS 23.060).

In this scenario, the terminal supports signalling via the RSVP protocol to control the QoS at the local and remote accesses, and DiffServ to control the IP QoS through the backbone IP network. The RSVP signalling protocol may be used for different services.   It is expected that only RSVP using the Integrated Services (IntServ) semantics would be supported, although in the future, new service definitions and semantics may be introduced. The entities that are supporting the RSVP signalling should act according to the IETF specifications for IntServ and IntServ/DiffServ interwork.

The QoS for the wireless access is provided by the PDP context. The UE may control the wireless QoS through signalling for the PDP context. The characteristics for the PDP context may be derived from the RSVP signalling information, or may use other information.

QoS for the IP layer is performed at two levels. The end-to-end QoS is controlled by the RSVP signalling. Although RSVP signalling can be used end-to-end in the QoS model, it is not necessarily supported by all intermediate nodes. Instead, DiffServ is used to provide the QoS throughout the backbone IP network. 
At the UE, the data is also classified for DiffServ. Intermediate QoS domains may apply QoS according to either the RSVP signalling information or DiffServ mechanisms. In this scenario, the UE is providing interworking between the RSVP and DiffServ domains. The GGSN may override the DiffServ setting from the UE. This GGSN may use information regarding the PDP context in order to select the appropriate DiffServ setting to apply, as shown in the figure A.3 below. 

The end-to-end QoS is provided by a local mechanism in the UE, the PDP context over the UMTS access network, DiffServ through the backbone IP network, and DiffServ in the remote access network in the scenario shown in Figure A.4 below. The RSVP signalling may control the QoS at both the local and remote accesses. This function may be used to determine the characteristics for the PDP context, so the UE may perform the interwork between the RSVP signalling and PDP context.

The UE provides control of the DiffServ (although this may be overwritten by the GGSN), and in effect, determines the appropriate interworking between the PDP context and DiffServ.
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Figure A.3: Local UE supports RSVP signalling with IntServ semantics, and DiffServ;
without service based policy

When the authorisation token is included in the PDP context establishment/modification (as per section 5.1.1.2.3), the GGSN may use IP level information provided by service based local policy according to the authorisation token to configure the DiffServ classifier functionality.  The information can also be used for  DiffServ class admission control, e.g., the requested end-to-end bandwidth from the UE for a particular flow may be informed to the GGSN beforehand for the GGSN  DiffServ edge to determine if the flow can be allowed to a certain DiffServ class or to/from an ingress/egress point. 

The application layer signaling may be processed in the local network at an application server such as the P-CSCF in the case of SIP signaling.  Interworking between the GGSN and the application layer is shown as a vertical line where applicable. This interworking is for policy control and is between the GGSN and the PCF policy function co-located in the P-CSCF, as shown in figure A.4 below.
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Figure A.4: Local UE supports RSVP signalling with IntServ semantics, and DiffServ;
where service based policy is applied 

A.2.4 Scenario 4

The UE performs an IP BS function which enables end-to-end QoS using IP layer signalling towards the remote end. However, the UE relies on this end-to-end communication being utilised by at least the access point (GGSN) in order to provide the end-to-end QoS.
This scenario assumes that the UE and GGSN support RSVP signalling which may control the QoS directly, or interwork with DiffServ. The backbone IP network is RSVP and/or DiffServ enabled.

The application layer (eg. SIP/SDP in the case of policy control, HTTP in the case of without policy control) between the end hosts identifies the QoS requirements. The QoS requirements from application layer (eg. TS23.228 describes interworking from SIP/SDP to QoS requirements) are mapped down to create an RSVP session. The UE shall establish the PDP context suitable for support of the RSVP session. The authorisation token from the application layer shall be mapped to the corresponding RSVP signalling parameters and the PDP context parameters.
In this scenario, the terminal supports signalling via the RSVP protocol to control the QoS across the end-to-end path. The GGSN also supports the RSVP signalling, and uses this information rather than the PDP context to control the QoS through the backbone IP network. The control of the QoS through the core is expected to be supported through interworking with DiffServ at the GGSN, although it may optionally be supported by per flow resource reservation. The RSVP signalling protocol may be used for different services. It is only expected that only RSVP using the Integrated Services (IntServ) semantics would be supported, although in the future, new service definitions and semantics may be introduced. The entities that are supporting the RSVP signalling may fully support the specifications for IntServ and IntServ/DiffServ interwork. If not, they are expected to set the break bit.

In this scenario, the control of the QoS over the UMTS access network (from the UE to the GGSN) may be performed either from the terminal using the PDP context signalling. Alternatively, subscription data accessed by the SGSN may override the QoS requested via signalling from the UE (according to the procedures specified in TS 23.060).

QoS for the IP layer is performed at two levels. The end-to-end QoS is controlled by the RSVP signalling. Although RSVP signalling occurs end-to-end in the QoS model, it is not necessarily supported by all intermediate nodes. DiffServ is used to provide the QoS throughout the backbone IP network, although optionally each node may support RSVP signalling and allocation of resources per flow.  An authorisation token may be included in the RSVP signalling and the PDP context establishment/modification. The GGSN may use IP level information provided by service based local policy according to the authorisation token to authorise the RSVP session and configure the Diffserv classifier functionality.  The information may also be used in conjunction with a Diffserv aggregate to enable DiffServ class admission control, e.g., the requested end-to-end bandwidth from the UE for a particular flow may be informed to the GGSN beforehand for the GGSN  DiffServ edge to determine if the flow can be allowed to a certain DiffServ class or to/from an ingress/egress point.
The GGSN supports the RSVP signalling and acts as the interworking point between RSVP and DiffServ. Intermediate QoS domains may apply QoS according to either the RSVP or DiffServ mechanisms.

The end-to-end QoS is provided by a local mechanism in the UE, the PDP context over the UMTS access network, DiffServ through the backbone IP network, and RSVP in the remote access network in the scenario shown in Figure A.5 below. The RSVP signalling may control the QoS at the local access. This function may be used to determine the characteristics for the PDP context, so the UE may perform the interwork between RSVP and the PDP context.
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Figure A.5: Local UE supports RSVP signalling using IntServ Semantics with policy control
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