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1.
Introduction

This contribution is mainly proposing editorial changes to section 5.1.1.2.2.1 of 23.207. Although the intent of the text was clear, it did not use standard IETF COPS terminology, which may lead to confusion and misinterpretation.

2. Recommendations

We propose the following changes to 23.207:

5.1.1.2.2.1
UMTS -specific COPS objects needed for policy control

UMTS-specific information elements need to be included in COPS messages to support the UMTS QoS architecture.   Consistent with the COPS framework, the policy control interface is identified by a unique “client type” allocated for a UMTS client (GGSN).  The events specific to the UMTS client type would trigger the request messages from the UMTS PEP to the PCF. The client-specific information would be carried in the clientSI object of COPS request and report operations. 

The commands that are used in the decision message from the PCF to the PEP include: 

· NULL Decision (No configuration data available)

· Install (Admit request/Install configuration, Commit) 

· Remove (Remove request/Remove configuration)

Additional information may also be carried in the COPS decision message.  The information that is currently identified as being needed include:
·  authorization token 

· 
· one or more gate specs 

· event generation info

· endpoint identifier 

· max gates

The  authorization token contains a unique identifier for one or more gates that  are being referenced in the command or response.  The authorization token shall  support multiple policy control functions that may be providing policy control of a GGSN.


· 
· 
· 
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[SKIPPED TEXT]

Add the following text to the end of  this section.

The response that is needed from the PEP to the PCF include:

Report State (Success/Failure/Accounting)
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