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1 Introduction

This contribution proposes to add a new chapter considering alternative solution to provide push service with MSISDN. In this chapter, we propose to add description of the alternative solutions, and a comparison table describing the pros and cons of the different approaches.

2 Push "THe internet way"

In the Internet, the intelligence is typically at the end points. Therefore, the typical Internet way to provide push service is to have an application in the MS connecting an application in the network to request the activation of push services (see figure).
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Figure 1 The "Internet Way" of push service

Such push services are generic, as they are available to any host connected to the Internet. Thus, they are not bound to a particular access technology. In addition, the terminal capabilities do not have to be known by the network in advance, as the terminal would register to the push services only when it is capable of receiving them. 
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When optimisation of the services is required, the access provider could automatically activate the push service when the host connects (see figure above). This solution is particularly applicable to cellular technology such as the GPRS as it saves radio resources. Another aspect of this solution is that it tights the delivery of push services to the access provider push proxy.

In order to use this solution with MSISDN, a push proxy can host a database maintaining the relation between MSISDN and IP address. The push server can then query this database to get the IP address.

One of the advantages of this push method is that there is no limit to the number of messages sent to the user. The disadvantage is, however, that the PDP Context has to be open to receive push messages. This requires a considerable number of IP addresses allocated. This is not a problem with IPv6 but will set limitations for the usage of IPv4 terminals.

A particularly relevant application for push services for MS is WAPpush as defined in WAP1.2. Also, many Internet push applications already exist, e.g. netcaster (http://www.netscape.com/newsref/pr/newsrelease407.html)

3 PUSH using SMS AND WAPpush

SMS is widely used way to push information to MS with MSISDN addressing. It is a reliable way to transfer push information to the terminal. This is due to the store and forward capabilities of the SMS.  When the MS is not PS or CS attached the SMS server will store the message and deliver it as soon as the MS attaches.

· WAP offers very useful addition to SMS, in particularly the possibility to automatically (or based on user acceptance), perform PS attach, PDP context activation, and fetch information. In addition, the SMS WAP message can always be transferred to the  terminal and processed by it even when the SMS memory is full.

However, as SMS involves querying from the HLR and these queries are transferred through SS7 links, a burst of SMS will be limited by HLR and SS7 link capacity. It is expected that this solution applicable for delivering hundreds of SMS/seconds.

4 comparaison


Pros
Cons

SMS based push
· SMS deliverable over CS or GPRS

· No need to be PS attached (less radio signalling e.g. periodic updates, and SGSN capacity needed)

· No need for having an active PDP Context (GGSN capacity saved)

· Possible during a call

· Immediate delivery at switch-on

· Reliable

· After the push message is received, further information or service can be pulled from the network using standard GPRS or CSD procedures


· A lot of traffic makes a lot of MT SMS (i.e. HLR interrogation)

· Supporting 100s of push message per seconds may not be possible

· delays due to signalling

· Needs WAP1.2 in the terminal

"The Internet way"

 push 
· Always connected

· Minimum delay, i.e. no extra signalling to deliver the push message 

· Generic, i.e. not bound to a certain access technology

· Scaling, the only bottle neck is the radio
· Always PS attached (radio signaling and SGSN capacity)

· Always PDP context active (GGSN capacity)

· Requires a considerable amounts of IP addresses 

NRCA based on MSISDN for push
No need for all subscriber to be PDP context active (GGSN capacity)
· Always PS attached (radio signalling and SGSN capacity)

· A lot of traffic makes a lot of HLR interrogations (signalling is comparable to MT SMS)

· Delays due to signalling

· Needs a new function: GGSN/NA

· Needs standardisation work

· Mobile capabilities have to be known by the network (i.e. does the terminal support the service)
· Needs to support the "Internet Push" when a context is already active

· Needs MS supporting NRCA with MSISDN.

· Complex

5 Proposal

· The proposal is to discuss this contribution and add it to the Technical Report.

