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1. Introduction

After merging the proposals made by Nokia and by Siemens the corresponding information flows are provided in this contribution.

2. Discussion

2.1 Mobility Management

The procedures are for packet bearer services using a GGSN in the visited network with a 3G RAN, i.e. for the cSGSN / xGGSN architecture of the One Tunnel Approach. For all other bearer services or 2G RAN the R99 procedures and the SGSN / GGSN as specified in /23.060/ apply. Modifications compared with 3GPP R99 are in italic.

2.1.1 Inter (c)SGSN Routeing Area Update

The Inter (c)SGSN Routeing Area Update procedure is illustrated in figure 1. The difference compared with 3GPP R99 is in step 5) when the change is from a cSGSN or an SGSN to a cSGSN: In this case the Tunnel Endpoint Identifier deliverred to the xGGSN indicates the reserved “not allocated” value for the traffic path as the Iu bearer is released and no tunnel endpoint is allocated at the RAN. At a change to an SGSN from SGSN or from cSGSN step 5) is handled as specified in 3GPP R99 (the SGSN TEID and IP address are sent to the xGGSN). The procedure described here is applicable for change between any combination of SGSN and cSGSN. 
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Figure 2: Inter (c)SGSN Routeing Area Update Procedure

1)
The UE sends a Routeing Area Update Request message (P‑TMSI, old RAI, old P‑TMSI Signature, Update Type, follow on request) to the new (c)SGSN. Follow on request shall be set by UE if there is pending uplink traffic (signalling or user data). The (c)SGSN may use, as an implementation option, the follow on request indication to release or keep the Iu connection after the completion of the RA update procedure. The RAN adds the Routeing Area Identity including the RAC and LAC of the area where the UE is located before forwarding the message to the (c)SGSN.

2)
If the RA update is an Inter-(c)SGSN Routeing area update and if the UE was in PMM‑IDLE state, the new (c)SGSN sends SGSN Context Request message (old P‑TMSI, old RAI, old P‑TMSI Signature) to the old (c)SGSN to get the MM and PDP contexts for the UE. The old (c)SGSN validates the old P‑TMSI Signature and responds with an appropriate error cause if it does not match the value stored in the old (c)SGSN. This should initiate the security functions in the new (c)SGSN. If the security functions authenticate the UE correctly, the new (c)SGSN shall send an SGSN Context Request (IMSI, old RAI, MS Validated) message to the old (c)SGSN. MS Validated indicates that the new (c)SGSN has authenticated the UE. If the old P‑TMSI Signature was valid or if the new (c)SGSN indicates that it has authenticated the UE, the old (c)SGSN responds with SGSN Context Response (Cause, IUEI, MM Context, PDP contexts). If the UE is not known in the old (c)SGSN, the old (c)SGSN responds with an appropriate error cause. The old (c)SGSN starts a timer.

3)
Security functions may be executed. These procedures are defined in subclause "Security Function". If the security functions do not authenticate the UE correctly, then the routeing area update shall be rejected, and the new (c)SGSN shall send a reject indication to the old (c)SGSN. The old (c)SGSN shall continue as if the (c)SGSN Context Request was never received.

4)
If the RA update is an Inter-(c)SGSN Routeing area update, the new (c)SGSN sends an SGSN Context Acknowledge message to the old (c)SGSN. The old (c)SGSN marks in its context that the information in the (x)GGSNs and the HLR are invalid. This triggers the (x)GGSNs, and the HLR to be updated if the UE initiates a routeing area update procedure back to the old (c)SGSN before completing the ongoing routeing area update procedure.

5)
If the RA update is an Inter-(c)SGSN RA Update and if the UE was in PMM‑IDLE state, the new (c)SGSN sends Update PDP Context Request (new SGSN Address, QoS Negotiated, Tunnel Endpoint Identifier) to the (x)GGSNs concerned. The (x)GGSNs update their PDP context fields and return an Update PDP Context Response (Tunnel Endpoint Identifier). If the new (c)SGSN is a cSGSN the Tunnel Endpoint Identifier indicate the reserved “not allocated” value for the traffic path as the Iu bearer is released and no tunnel endpoint is allocated at the RAN. In addition the CAMEL characteristics with the prepaid budget are sent to the xGGSN if applicable. If the new (c)SGSN is an SGSN the Tunnel Endpoint Identifier allocated at the SGSN is indicated to the (x)GGSN. 

Note: If the RA update is an Inter-(c)SGSN routeing area update initiated by an UE in PMM‑CONNECTED state, then the Update PDP Context Request message is sent as described in subclause "Serving RNS Relocation Procedures". 

6)
If the RA update is an Inter-(c)SGSN RA Update, the new (c)SGSN informs the HLR of the change of (c)SGSN by sending Update Location (SGSN Number, SGSN Address, IMSI) to the HLR.

7)
If the RA update is an Inter-(c)SGSN RA Update, the HLR sends Cancel Location (IMSI, Cancellation Type) to the old (c)SGSN with Cancellation Type set to Update Procedure. If the timer described in step 2 is not running, then the old (c)SGSN removes the MM context. Otherwise, the contexts are removed only when the timer expires. It also ensures that the MM context is kept in the old (c)SGSN in case the UE initiates another inter (c)SGSN routeing area update before completing the ongoing routeing area update to the new (c)SGSN. The old (c)SGSN acknowledges with Cancel Location Ack (IMSI).

8)
If the RA update is an Inter-(c)SGSN RA Update, the HLR sends Insert Subscriber Data (IMSI, subscription data) to the new (c)SGSN. The new (c)SGSN validates the UE's presence in the (new) RA. If due to regional subscription restrictions the UE is not allowed to be attached in the RA, the (c)SGSN rejects the Routeing Area Update Request with an appropriate cause, and may return an Insert Subscriber Data Ack (IMSI, SGSN Area Restricted) message to the HLR. If all checks are successful then the (c)SGSN constructs an MM context for the UE and returns an Insert Subscriber Data Ack (IMSI) message to the HLR.

9)
If the RA update is an Inter-(c)SGSN RA Update, the HLR acknowledges the Update Location by sending Update Location Ack (IMSI) to the new (c)SGSN.

13)
The new (c)SGSN validates the UE's presence in the new RA. If due to roaming restrictions the UE is not allowed to be attached in the (c)SGSN, or if subscription checking fails, then the (c)SGSN rejects the routeing area update with an appropriate cause. If all checks are successful then the new (c)SGSN establishes MM context for the UE. The new (c)SGSN responds to the UE with Routeing Area Update Accept (P‑TMSI, VLR TMSI, P‑TMSI Signature).

14)
The UE confirms the reallocation of the TMSIs by returning a Routeing Area Update Complete message to the (c)SGSN.

For an UE with GPRS‑CSI defined, CAMEL interaction may be performed, see referenced procedures in 3G TS 23.078:

C1)
CAMEL-GPRS-SGSN-Context-Acknowledge.

C2)
CAMEL-GPRS-Routeing-Area-Update-Session.

C3)
CAMEL-GPRS-Routeing-Area-Update-Context.

2.1.2 Location Report Procedure

This procedure is necessary in order to inform the xGGSN about the location of a subscriber. This is needed e.g. for location dependent interception or location dependent charging. 
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Figure X: Location Report Procedure

1) The cSGSN sends a Location Report message to the xGGSN. This could contain the SAI or a geographical area as defined in 25.413.

2) The xGGSN acknowledges the reception of the message. Internally the xGGSN performs the location dependent functionality.

2.1.3 Serving SRNS Relocation Procedure

The Serving SRNS Relocation procedure is illustrated in figure 3. The sequence is valid for both intra cSGSN SRNS relocation and inter cSGSN SRNS relocation. The differences to 3GPP R99 are: in step 4) the RAN is provided with the user data TEID and user data Address of the xGGSN instead that of the SGSN and in step 11) the xGGSN gets the user data TEID and the user data signalling address of the RAN instead that of the SGSN.
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Figure 4: Serving SRNS Relocation Procedure

1)
The source SRNC decides to perform/initiate an SRNS relocation.

2)
The source SRNC initiates the relocation preparation procedure by sending a Relocation Required message (Relocation Type, Cause, Source ID, Target ID, Source RNC to target RNC transparent container) to the old cSGSN. The source SRNC shall set the Relocation Type to "UE not involved". The Source to Target RNC Transparent Container includes the necessary information for Relocation co-ordination, security functionality and RRC protocol context information (including UE Capabilities).

3)
The old cSGSN determines from the Target ID if the SRNS Relocation is intra cSGSN SRNS relocation or inter cSGSN SRNS relocation. In case of inter cSGSN SRNS relocation the old cSGSN initiates the relocation resource allocation procedure by sending a Forward Relocation Request message (IMSI, Tunnel Endpoint Identifier Signalling, MM Context, PDP Context, Target Identification, UTRAN transparent container, RANAP Cause) to the new cSGSN. At the same time a timer is started on the MM and PDP contexts in the old cSGSN (see the Routeing Area Update procedure in subclause "Location Management Procedures (UMTS Only)"). The Forward Relocation Request message is applicable only in case of inter cSGSN SRNS relocation.

4)
The new cSGSN sends a Relocation Request message (Permanent NAS UE Identity, Cause, CN Domain Indicator, Source RNC to target RNC transparent container, RABs to be setup) to the target RNC. For each RAB requested to be established, the RABs to be setup information elements shall contain information such as RAB ID, RAB parameters, Transport Layer Address, and Iu Transport Association. The RAB ID information element contains the NSAPI value, and the RAB parameters information element gives the QoS profile. The Transport Layer Address is the xGGSN Address for user data, and the Iu Transport Association corresponds to Tunnel Endpoint Identifier Data allocated by the xGGSN. After all necessary resources for accepted RABs including the Iu user plane are successfully allocated, the target RNC shall send the Relocation Request Acknowledge message (RABs setup, RABs failed to setup) to the new cSGSN. The target RNC will for each RAB to be setup (defined by an IP Address and a Tunnel Endpoint Identifier) receive both forwarded downstream PDUs from the source SRNC as well as downstream PDUs from the xGGSN.

5)
When the new cSGSN is ready for relocation of SRNS, the Forward Relocation Response message (Cause, RANAP Cause, and RAB Setup Information) is sent from new cSGSN to old cSGSN. This message indicates that the target RNC is ready to receive from source SRNC the downstream packets not yet acknowledged by the UE, i.e. the relocation resource allocation procedure is terminated successfully. RANAP Cause is information from the target RNC to be forwarded to the source RNC. The RAB Setup Information, one information element for each RAB, contain the RNC Tunnel Endpoint Identifier and RNC IP address for data forwarding from source SRNC to target RNC. If the target RNC or the new cSGSN failed to allocate resources the RAB Setup Information element contains only NSAPI indicating that the source RNC shall release the resources associated with the NSAPI. The Forward Relocation Response message is applicable only in case of inter cSGSN SRNS relocation.
6)
The old cSGSN continues the relocation of SRNS by sending a Relocation Command message (RABs to be released, and RABs subject to data forwarding) to the source SRNC. The old cSGSN decides the RABs to be subject for data forwarding based on QoS, and those RABs shall be contained in RABs subject to data forwarding. For each RAB subject to data forwarding, the information element shall contain RAB ID, Transport Layer Address, and Iu Transport Association. The Transport Layer Address and Iu Transport Association is used for forwarding of DL N‑PDU from source RNC to target RNC.

7)
Upon reception of the Relocation Command message from the PS domain, the source RNC shall start the data-forwarding timer. When the relocation preparation procedure is terminated successfully and when the source SRNC is ready, the source SRNC shall trigger the execution of relocation of SRNS by sending a Relocation Commit message (SRNS Contexts) to the target RNC. The purpose of this procedure is to transfer SRNS contexts from the source RNC to the target RNC. SRNS contexts are sent for each concerned RAB and contain the sequence numbers of the GTP‑PDUs next to be transmitted in the uplink and downlink directions and the next PDCP sequence numbers that would have been used to send and receive data from the UE. For connections using RLC unacknowledged mode PDCP sequence numbers is not used.

If PDCP does not support lossless relocation, the acknowledged mode SRNS relocation procedures shall be performed as in unacknowledged mode. Hence PDCP sequence numbers shall not be transferred from old RNC to target RNC.

8)
After having sent the Relocation Commit message, source SRNC begins the forwarding of data for the RABs to be subject for data forwarding. The data forwarding at SRNS relocation shall be carried out through the Iu interface, meaning that the data exchanged between source SRNC and target RNC are duplicated in the source SRNC and routed at IP layer towards the target RNC.

9)
The target RNC shall send a Relocation Detect message to the new cSGSN when the relocation execution trigger is received. For SRNS relocation type "UE not involved", the relocation execution trigger is the reception of the Relocation Commit message from the Iur interface. When the Relocation Detect message is sent, the target RNC shall start SRNC operation.

10)
After having sent the Relocation Detect message, target SRNC responds to the UE by sending a RNTI Reallocation message. Both messages contain UE information elements and CN information elements. The UE information elements include among others new SRNC identity and S‑RNTI. The CN information elements contain among others Location Area Identification and Routeing Area Identification. The procedure shall be co-ordinated in all Iu signalling connections existing for the UE.


The target SRNC resets and restarts the RLC connections, and exchanges the PDCP sequence numbers (PDCP‑SNU, PDCP‑SND) between the target SRNC and the UE. PDCP‑SND is the PDCP sequence number for the next expected in-sequence downlink packet to be received in acknowledged mode in the UE per radio bearer, which requires lossless relocation. PDCP‑SND confirms all mobile-terminated packets successfully transferred before the start of the relocation procedure. If PDCP‑SND confirms reception of packets that were forwarded from the source SRNC, then these packets shall be discarded by the target SRNC. PDCP‑SNU confirms all mobile originated packets successfully transferred before the start of the relocation procedure. If PDCP‑SNU confirms reception of packets that were received in the source SRNC, then these packets shall be discarded by the UE.

11)
Upon reception of the Relocation Detect message, the CN may switch the user plane from source RNC to target SRNC. If the SRNS Relocation is an inter cSGSN SRNS relocation, the new cSGSN sends Update PDP Context Request messages (new signalling SGSN Address, signalling SGSN Tunnel Endpoint Identifier, RAN Address for user data, RAN TEID for user data, QoS Negotiated) to the xGGSNs concerned. The xGGSNs update their PDP context fields and return an Update PDP Context Response (GGSN Tunnel Endpoint Identifier separated for signalling and for user data).

12)
When the UE has reconfigured itself, it sends the RNTI Reallocation Complete message to the target SRNC. From now on the exchange of packets with the UE can start.

13)
When the target SRNC receives the RNTI Reallocation Complete message, i.e. the new SRNC—ID + S‑RNTI are successfully exchanged with the UE by the radio protocols, the target SRNC shall initiate the Relocation Complete procedure by sending the Relocation Complete message to the new cSGSN. The purpose of the Relocation Complete procedure is to indicate by the target SRNC the completion of the relocation of the SRNS to the CN. If the user plane has not been switched at Relocation Detect and upon reception of Relocation Complete, the CN shall switch the user plane from source RNC to target SRNC. If the SRNS Relocation is an inter cSGSN SRNS relocation, the new cSGSN shall signal to the old cSGSN the completion of the SRNS relocation procedure by sending a Forward Relocation Complete message.

14)
Upon receiving the Relocation Complete message or if it is an inter cSGSN SRNS relocation; the Forward Relocation Complete message, the old cSGSN sends an Iu Release Command message to the source RNC. When the RNC data-forwarding timer has expired the source RNC responds with an Iu Release Complete.

15)
After the UE has finished the RNTI reallocation procedure and if the new Routeing Area Identification is different from the old one, the UE initiates the Routeing Area Update procedure. See subclause "Location Management Procedures (UMTS Only)". Note that it is only a subset of the RA update procedure that is performed, since the UE is in PMM‑CONNECTED mode.

For an MS with GPRS‑CSI defined, CAMEL interaction may be performed, see referenced procedures in 3G TS 23.078:

C1)
CAMEL-GPRS-SGSN-Context-Acknowledge.

C2)
CAMEL-GPRS-Routeing-Area-Update.

2.1.4 Combined Hard Handover and SRNS Relocation Procedure

With the same modifications as for the SRNS Relocation Procedure above compared to 3GPP R99 this procedure relocates the direct GTP tunnel between RAN and xGGSN from one RNC to the other.

2.2 Session Management

The procedures are for packet bearer using a GGSN in the visited network with a 3G RAN, i.e. for the cSGSN / xGGSN architecture of the One Tunnel Approach. For all other bearer services or 2G RAN the R99 procedures and the SGSN / GGSN as specified in /23.060/ apply. Modifications compared with 3GPP R99 are in italic.

2.2.1 PDP Context Activation Procedure

For better comparison with the 3GPP R99 PDP context activation procedure all PDP parameter checks and descriptions are included in the description, although the procedure applies only for bearer services using a GGSN in the visited network. The difference compared with 3GPP R99 is the creation of the PDP context on the xGGSN before the RAB setup. And this PDP context creation on the xGGSN in step 2) indicates the reserved “not allocated” value for the traffic path as the Iu bearer is not yet allocated at the RAN. Furthermore, CAMEL information is indicated if applicable for that context. Step 5) is additional compared to 3GPP R99 to update the xGGSN with the GTP tunnel IP address and the TEID received from the RAN. 
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Figure 5: PDP Context Activation Procedure

1) The UE sends an Activate PDP Context Request (NSAPI, TI, PDP Type, PDP Address, Access Point Name, QoS Requested, PDP Configuration Options) message to the cSGSN. The UE shall use PDP Address to indicate whether it requires the use of a static PDP address or whether it requires the use of a dynamic PDP address. The UE shall leave PDP Address empty to request a dynamic PDP address. The UE may use Access Point Name to select a reference point to a certain external network and/or to select a service. Access Point Name is a logical name referring to the external packet data network and/or to a service that the subscriber wishes to connect to. QoS Requested indicates the desired QoS profile. PDP Configuration Options may be used to request optional PDP parameters from the xGGSN (see GSM 09.60). PDP Configuration Options is sent transparently through the cSGSN. 

2) The cSGSN validates the Activate PDP Context Request using PDP Type (optional), PDP Address (optional), and Access Point Name (optional) provided by the UE and the PDP context subscription records. The validation criteria, the APN selection criteria, and the mapping from APN to a xGGSN are described in annex A.


If no xGGSN address can be derived or if the cSGSN has determined that the Activate PDP Context Request is not valid according to the rules described in annex A, then the cSGSN rejects the PDP context activation request.


If a xGGSN address can be derived, the cSGSN creates a TEID for the requested PDP context. If the UE requests a dynamic address, then the cSGSN lets a xGGSN allocate the dynamic address. The cSGSN may restrict the requested QoS attributes given its capabilities, the current load, and the subscribed QoS profile.


The cSGSN sends a Create PDP Context Request (PDP Type, PDP Address, Access Point Name, QoS Negotiated, TEID, NSAPI, UEISDN, Selection Mode, Charging Characteristics, Trace Reference, Trace Type, Trigger Id, OMC Identity, PDP Configuration Options) message to the affected xGGSN. Access Point Name shall be the APN Network Identifier of the APN selected according to the procedure described in annex A. PDP Address shall be empty if a dynamic address is requested. The xGGSN may use Access Point Name to find an external network and optionally to activate a service for this APN. Selection Mode indicates whether a subscribed APN was selected, or whether a non-subscribed APN sent by UE or a non-subscribed APN chosen by cSGSN was selected. Selection Mode is set according to annex A. The xGGSN may use Selection Mode when deciding whether to accept or reject the PDP context activation. For example, if an APN requires subscription, then the xGGSN is configured to accept only the PDP context activation that requests a subscribed APN as indicated by the cSGSN with Selection Mode. Charging Characteristics indicates which kind of charging the PDP context is liable for. The cSGSN shall derive Charging Characteristics from Subscribed Charging Characteristics and/or PDP context Charging Characteristics if received from the HLR as follows: if a "PDP context Charging Characteristics" is present for this PDP context, it shall be sent; otherwise if a "Subscribed Charging Characteristics" is present for this subscriber it shall be sent. If neither "PDP context Charging Characteristics" nor a "Subscribed Charging Characteristics" is present, the cSGSN may choose a default Charging Characteristics which would be sent to the xGGSN, and used there as well. The Charging Characteristics sent to the xGGSN shall also include an indication whether it was retrieved from subscription data received from the HLR or is a default profile determined by the cSGSN.The cSGSN shall include Trace Reference, Trace Type, Trigger Id, and OMC Identity if xGGSN trace is activated. The cSGSN shall copy Trace Reference, Trace Type, and OMC Identity from the trace information received from the HLR or OMC. The Tunnel Endpoint Identifier indicate the reserved “not allocated” value for the traffic path as the Iu bearer is not yet allocated at the RAN. If CAMEL prepaid is applicable the CAMEL characteristics and a prepaid budget are sent to the xGGSN.



The xGGSN creates a new entry in its PDP context table and generates a Charging Id. The new entry allows the xGGSN to route PDP PDUs between the cSGSN and the external PDP network, and to start charging. When the Charging Characteristics sent by the cSGSN have been determined by the cSGSN (not retrieved from HLR subscription data), the xGGSN may choose to ignore this.  The charging characteristics on the GPRS subscription and individually subscribed APNs are specified in 3G TS 32.015 [70].  The xGGSN then returns a Create PDP Context Response (TEID, PDP Address, PDP Configuration Options, QoS Negotiated, Charging Id, Cause) message to the cSGSN. PDP Address is included if the xGGSN allocated a PDP address. If the xGGSN has been configured by the operator to use External PDN Address Allocation for the requested APN, then PDP Address shall be set to 0.0.0.0, indicating that the PDP address shall be negotiated by the UE with the external PDN after completion of the PDP Context Activation procedure. The xGGSN shall relay, modify and monitor these negotiations as long as the PDP context is in ACTIVE state, and use the xGGSN-Initiated PDP Context Modification procedure to transfer the currently-used PDP address to the cSGSN and the UE. PDP Configuration Options contain optional PDP parameters that the xGGSN may transfer to the UE. These optional PDP parameters may be requested by the UE in the Activate PDP Context Request message, or may be sent unsolicited by the xGGSN. PDP Configuration Options is sent transparently through the cSGSN. The Create PDP Context messages are sent over the backbone network.


If QoS Negotiated received from the cSGSN is incompatible with the PDP context being activated, then the xGGSN rejects the Create PDP Context Request message. The compatible QoS profiles are configured by the xGGSN operator. 

3) RAB setup is done by the RAB Assignment procedure, see subclause "RAB Assignment Procedure".

4) If BSS trace is activated, then the cSGSN shall send an Invoke Trace (Trace Reference, Trace Type, Trigger Id, OMC Identity) message to the BSS or RAN. Trace Reference, and Trace Type are copied from the trace information received from the HLR or OMC.

5) Having received the IP address and the TEID from the RAN the cSGSN sends an Update PDP Context Request (RAN Address, TEID, QoS Negotiated) message to the xGGSN. The xGGSN updates its PDP context fields and returns an Update PDP Context Response (TEID) message. The tunnel between RAN and the xGGSN is established.

6) The cSGSN inserts the NSAPI along with the xGGSN address in its PDP context. If the UE has requested a dynamic address, the PDP address received from the xGGSN is inserted in the PDP context. The cSGSN selects Radio Priority and Packet Flow Id based on QoS Negotiated, and returns an Activate PDP Context Accept (PDP Type, PDP Address, TI, QoS Negotiated, Radio Priority, Packet Flow Id, PDP Configuration Options) message to the UE. The cSGSN is now able to route PDP PDUs between the xGGSN and the UE, and to start charging.

For an UE with GPRS‑CSI defined, CAMEL interaction may be performed, see referenced procedures in 3G TS 23.078:

C1)
CAMEL-GPRS-Activate-PDP-Context.

C2)
CAMEL-GPRS-SGSN-Create-PDP-Context.

2.2.2 Iu Release Procedure

The RAN initiates an Iu release procedure to release all RABs of an UE and the Iu connection. The Iu Release procedure is illustrated in figure 6. The difference compared with 3GPP R99 is the additional step 2) informing the xGGSN, that the transport tunnel endpoint at the RAN is no more allocated.
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Figure 7: Iu Release Procedure

1) RAN sends an Iu Release Request (Cause) message to the cSGSN.

2) The cSGSN sends an Update PDP Context Request (RAN Address, TEID, QoS Negotiated) message to each xGGSN concerned. The Tunnel Endpoint Identifier indicate the reserved “not allocated” value for the traffic path as the Iu bearer is not allocated at the RAN.  Each xGGSN updates its PDP context fields and returns an Update PDP Context Response (TEID) message. The tunnel endpoint at the xGGSN remains allocated. The cSGSN holds the information about the xGGSN tunnel endpoints.

2)
The cSGSN sends an Iu Release Command (Cause) message to RAN.

3)
The RRC connection is released if still existing.

3) RAN confirms the Iu release by sending an Iu Release Complete (For each released RAB: RAB ID, GTP SND, GTP SNU) message to cSGSN. GTP SND and GTP SNU enable the cSGSN to restore the values in case the PDP context is maintained and the RAB is re-established at a later stage.

2.2.3 Secondary PDP Context Activation Procedure

The Secondary PDP Context Activation procedure may only be initiated after a PDP context is already activated for the same PDP address and APN. The procedure is illustrated in figure 8. The difference compared with 3GPP R99 is the creation of the PDP context on the xGGSN before the RAB setup. And this PDP context creation on the xGGSN in step 2) indicates the reserved “not allocated” value for the traffic path as the Iu bearer is not yet allocated at the RAN. Step 4) is additional compared to 3GPP R99 to update the xGGSN with the GTP tunnel IP address and the TEID received from the RAN.
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Figure 9: Secondary PDP Context Activation Procedure for UMTS

1)
The UE sends an Activate Secondary PDP Context Request (Linked TI, NSAPI, TI, QoS Requested, TFT) message to the cSGSN. Linked TI indicates the TI value assigned to any one of the already activated PDP contexts for this PDP address and APN. QoS Requested indicates the desired QoS profile. TFT is sent transparently through the cSGSN to the xGGSN to enable packet classification for downlink data transfer. TI and NSAPI contain values not used by any other activated PDP context.

2)
The cSGSN validates the Activate Secondary PDP Context Request using the TI indicated by Linked TI. The same xGGSN address is used by the cSGSN as for the already-activated PDP context(s) for that TI and PDP address.


The cSGSN and xGGSN may restrict and negotiate the requested QoS as specified in subclause "PDP Context Activation Procedure". The cSGSN sends a Create PDP Context Request (QoS Negotiated, TEID, NSAPI, Primary NSAPI, TFT) message to the affected xGGSN. Primary NSAPI indicates the NSAPI value assigned to any one of the already activated PDP contexts for this PDP address and APN. TFT is included only if received in the Activate Secondary PDP Context Request message. The xGGSN uses the same external network as used by the already-activated PDP context(s) for that PDP address, generates a new entry in its PDP context table, and stores the TFT. The new entry allows the xGGSN to route PDP PDUs via different GTP tunnels between the cSGSN and the external PDP network. The xGGSN returns a Create PDP Context Response (TEID, QoS Negotiated, Cause) message to the cSGSN. The Tunnel Endpoint Identifier deliverred to the xGGSN indicates the reserved “not allocated” value for the traffic path as the RAB is not yet established  and no tunnel endpoint is allocated at the RAN.

3)
RAB setup is done by the RAB Assignment procedure.

4) Having received the IP address and the TEID from the RAN the cSGSN sends an Update PDP Context Request (RAN Address, TEID, QoS Negotiated) message to the xGGSN. The xGGSN updates its PDP context fields and returns an Update PDP Context Response (TEID) message. The tunnel between RAN and the xGGSN is established

5) The cSGSN selects Radio Priority and Packet Flow Id based on QoS Negotiated, and returns an Activate Secondary PDP Context Accept (TI, QoS Negotiated, Radio Priority, Packet Flow Id) message to the UE. The cSGSN is now able to route PDP PDUs between the xGGSN and the UE via different GTP tunnels and possibly different LLC links.

2.2.4 Service Request Initiated by UE Procedure

The UE in PMM‑IDLE state sends the Service Request message to the cSGSN in order to establish the PS signalling connection for the upper layer signalling or for the resource reservation for active PDP context(s). This procedure is also used by an UE in PMM‑CONNECTED state to request the resource reservation for the active PDP contexts. The differences compared with 3GPP R99 are the delivery of the xGGSN tunnel parameter instead of the SGSN parameters in step 3) to the RAN and the additional step 4) informing the xGGSN, that the transport tunnel endpoint at the RAN is re-established.
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Figure 10: Service Request Initiated by UE Procedure

1) The UE sends a Service Request (P‑TMSI, RAI, CKSN, Service Type) message to the cSGSN. Service Type specifies the requested service. Service Type shall indicate one of the following: Data or Signalling. At this point, the cSGSN may perform the authentication procedure.


If Service Type indicates Data then a signalling connection is established between the UE and the cSGSN, and resources for active PDP context(s) are allocated, i.e., RAB establishment for the activated PDP context(s).


If Service Type indicates Signalling then the signalling connection is established between the UE and the cSGSN for sending upper-layer signalling messages, e.g., Activate PDP Context Request. The resources for active PDP context(s) are not allocated.

2) The cSGSN shall perform the security functions if the service request was initiated by an UE in PMM‑IDLE state.

3) In case Service Type indicates Data, the cSGSN sends a Radio Access Bearer Assignment Request (NSAPIRAB ID(s), xGGSN TEID(s), QoS Profile(s), xGGSN IP Address(es)) message to re-establish radio access bearer for every activated PDP context. The xGGSN tunnel endpoint parameters are held by the cSGSN also when the Iu is released.

4) Having received the IP address(es) and the TEID(s) from the RAN the cSGSN sends an Update PDP Context Request (RAN Address, RAN TEID, QoS Negotiated) message to each xGGSN concerned. Each xGGSN updates its PDP context fields and returns an Update PDP Context Response (TEID) message. The tunnel between RAN and xGGSN is re-established

5) The UE sends the uplink packet.

2.2.5 Service Request Initiated by Network Procedure

When the xGGSN receives a downlink packet for a PDP context with a not allocated GTP tunnel (UE in PMM‑IDLE state), the xGGSN notifies the cSGSN. This initiates a paging request to trigger the Service Request procedure in the UE. Compared with 3GPP R99 the GTP tunnel at the xGGSN is not established after Iu release. Therefore, the reception of a downlink PDU at the xGGSN triggers the PDU Notification Procedure to request the re-establishment of the RAB(s). Furthermore, after RAB establishment the xGGSN has to be updated before being able to transfer downlink PDUs. These are the additional steps 2) and 7) compared with 3GPP R99.
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Figure 11: Service Request Initiated by Network Procedure

1) The xGGSN receives a downlink PDP PDU for an UE in PMM‑IDLE state.

2) The xGGSN sends a PDU Notification Request message to the cSGSN related to the PDP context. The cSGSN returns a PDU Notification Response (Cause) message to the xGGSN in order to acknowledge that it shall request the UE to re-activate the PDP context(s).

3) The cSGSN sends a Paging message to the RNC. The RNC pages the UE by sending a Paging message to the UE. See subclause "PS Paging Initiated by 3G‑SGSN without RRC Connection for CS" for details.

4) The UE sends a Service Request (P‑TMSI, RAI, CKSN, Service Type) message to the cSGSN. Service Type specifies Paging Response. The Service Request is carried over the radio in an RRC Direct Transfer message and over the Iu interface in the RANAP Initial UE message. At this point, the cSGSN may perform the authentication procedure. The cSGSN knows whether the downlink packet requires RAB establishment (e.g., downlink PDU) or not (e.g., Request PDP Context Activation or MT SMS).


5) The cSGSN shall perform the security mode procedure.

6) If resources for the PDP contexts are to be re-established, the cSGSN sends a Radio Access Bearer Assignment Request (RAB ID(s), xGGSN TEID(s), QoS Profile(s), xGGSN IP Address(es)) message to the RNC. The RNC sends a Radio Bearer Setup (RAB ID(s)) to the UE. The UE responds by returning a Radio Bearer Setup Complete message to the RNC. The RNC sends a Radio Access Bearer Assignment Response (RAB ID(s), TEID(s), RNC IP Address(es)) message to the cSGSN in order to indicate that GTP tunnels are established on the Iu interface and radio access bearers are established between the RNC and the UE. If the RNC returns a Radio Access Bearer Assignment Response message with a cause indicating that the requested QoS profile(s) can not be provided, e.g., "Requested Maximum Bit Rate not Available", then the cSGSN may send a new Radio Access Bearer Assignment Request message with different QoS profile(s). The number of re-attempts, if any, as well as how the new QoS profile(s) values are determined is implementation dependent.

7) Having received the IP address(es) and the TEID(s) from the RAN the cSGSN sends an Update PDP Context Request (RAN Address, RAN TEID, QoS Negotiated) message to each xGGSN concerned. Each xGGSN updates its PDP context fields and returns an Update PDP Context Response (TEID) message. The tunnel between RAN and the xGGSN is re-established.

8) The xGGSN sends the downlink packet.

3. Proposal

It is proposed to replace the affected chapters with the content of this contribution..
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