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This contribution addresses various configurations for the residency of service application platforms and controlling entity. It proposes service provisioning models for the services offered by home operator as well as the services offered by non-home sources (e.g., a visited network or third party). The provisioning model scenarios are developed in light of assuming two options for the serving CSCF, home or visited, and three options for the service platform residing at either the home network, the visited network, or the third party platform. A discussion of the service provisioning interface follows the proposed scenarios, and an OSA service provisioning tool interacting with Release 2000 Reference Architecture is presented.

Introduction

Section 5.1 of TR 23.821 V1.0.0 (2000-06)(Architecture Principles) states the following on the subject of “Support of Service Requirements”:

“The GSM/UMTS reference architecture shall include mechanism for operators and third-parties to rapidly develop and provide services and for users to customise their service profiles.” 

The services can be either network/server centric or terminal centric. Terminal centric applications reside in the User Equipment (UE), and its specification is beyond the scope of this TSG SA WG2. This contribution addresses the network/server centric group of services and applications and proposes control mechanisms for provisioning of home operator’s (subscribed) services as well as the services offered by non-home sources (e.g., a visited network or third party). Various service delivery control scenarios are discussed assuming two options for the serving CSCF, home or visited, and three options for the service platform being at either the home network, the visited network, or the third party platform. This document also addresses some of the issues raised in the S2 VHE/OSA Ad-Hoc Meeting that was held in Montreal, Canada on 9-10 August 2000.  

1. Services and Applications

The service category addressed in this document covers network/server centric services only (no switch-based basic or supplementary services). It includes services offered by a service/application platform referred to, in this document, as the Application Server (AS). 

1.1 Application Server

The term “application server” (AS) used in this document is defined as a service platform in either the home or visited network or a stand-alone independent platform in a third party administration domain. An AS could also be residing in a third network having a by-lateral commercial agreement with the home and/or visited networks
. 

The services offered by the AS are value added services (VAS) and/or operator specific services all subscribed by the subscribers and in the user’s home environment (HE). When offered from a third party service provider’s platform, the services may not be available/offered by either of the home or the visited networks. 

This class of services could also include the services that are not necessarily subscribed but are offered and authorised to visiting/roaming users through a flexible and real-time access authorisation scheme. Furthermore, the AS in this case does not contain a service to which roaming users would be subscribed in their home network. Therefore, the scope of the service provisioning scenarios in question in this document includes both services offered by home environment service providers (all subscribed services) as well as those offered by external service providers (non-home/non-subscribed services). 

Subject to the capability of the UE and the serving network, these services are delivered from an AS platform to a UE via a serving CSCF located either in the home or visited networks. Figure 1 presents a generic architectural model for an AS in a UE roaming environment.
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Figure 1: A Schematic Architectural View of AS Platform in a Mobile Terminal Roaming Environment 

1.2 Home and Visited Control

Within the framework of the agreed “Hybrid Control” model, the service control mechanism for this service architecture model varies with the location of the UE (home or visited), the AS (home, visited or third party) and the serving CSCF (home or visited). These cases are listed below:

UE at Home

1. Home S-CSCF and Home AS

2. Home S-CSCF and 3rd Party AS 

UE Roaming/Visiting

1. Home S-CSCF and Home AS

2. Home S-CSCF and Visited/3rd Party AS

3. Visited S-CSCF and Visited AS

4. Visited S-CSCF and Home/3rd Party AS

As far as the service control models and their corresponding interfaces are concerned, the two cases of “UE at Home” are similar to the last two cases of “UE Visiting” with “Visited S-CSCF.”  Therefore, selection of the four “UE Visiting” cases will be inclusive of the two cases of UE at home, hence sufficient for the study. These four cases adequately cover the VHE service provisioning as they offer solutions to the HE services
. Section 2 describes these four cases and details their unique features with respect to their service provisioning models. 

2. Support of Roaming Subscribers

The sequence of steps in delivering services to a roaming UE from an AS via a serving CSCF can be described as follows:
1. Registration with visited network 

Upon registration of a UE, a serving CSCF, S-CSCF, is assigned to the UE. If the S-CSCF is in the home network, a CSCF in the visited network will proxy the S-CSCF in the home network. The proxy CSCF, P-CSCF, will be the relay point of signalling exchanges between the UE and the S-CSCF. All service control operations are transparent to the P-CSCF. When the S-CSCF is in the visited network, it is assumed that no P-CSCF will be required. 

2. Service Profile Retrieval 

The S-CSCF obtains information on the subscriber/user’ home service profile from the HSS residing in the home network including the list of valid triggers to invoke services. The information obtained from the HSS is assumed to also include pointers to multiple subscriptions (if any) and the addresses of their corresponding third party service providers/platforms, HE VASPs. Initially, the home network may become involved in providing the support needed from the HSS to provide information on the user’s service profile and the address of the third party platform/network. However, upon accessing the third party platform more subscription and feature related information may be revealed to the S-CSCF. 
3. Service Invocation

The service, to be invoked, is identified from the list of home or third party subscribed services via interactions between the UE and the S-CSCF. Knowing the AS address, a service invocation mechanism is used by the S-CSCF to inquire additional information (if needed) and to control the service delivery process. The process begins with triggering operations and proceeds through the provisioning steps to be specified later. 

Section below presents four different architectural models for service provisioning corresponding to the four cases identified in the previous section.

2.1 Home S-CSCF and Home AS

Figure 2 presents the home control model for provisioning services offered by an AS residing in the home network. In this case, the serving CSCF also resides in the home network. The triggering operations are run from the S-CSCF in the home network to the AS in the home network.
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Figure 2: Home Network in Control and Home Network Service Platform 

2.2 Home S-CSCF and Visited/3rd Party AS

Figure 3 presents the case where the triggering operations are run from the S-CSCF in the home network to a non-home AS (in either visited network or third party platform). A P-CSCF in the visited network will be the relaying point for all signaling message exchanges between the UE and the S-CSCF.
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Figure 3: Home Network Service Control and Visited or 3rd Party Service Platform 

2.3 Visited S-CSCF and Visited AS

Figure 4 presents the case of user direct registration with the CSCF in the visited network, and the serving CSCF is in the visited network. The triggering operations are run from the S-CSCF in the visited network to the AS in the visited network. Furthermore, the serving CSCF in the visited network has direct service control interface with the AS in the visited network. 
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Figure 4: Visited Network Service Control and Visited Service Platform

2.4 Visited S-CSCF and Home/3rd Party AS

Figure 5 presents the case of user direct registration with the CSCF in the visited network, and the serving CSCF is in the visited network. The triggering operations are run from the S-CSCF in the visited network to the AS in either the home network or in a third party. In this case, the serving CSCF in the visited network has direct service control interface with the AS in either the Home network or the 3rd Party platform.
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Figure 5: Visited Network Service Control with AS in Home Network/3rd Party Service Platform

3. Interfaces

The identification of the service control interfaces in conjunction with their associated information flows and signalling operations and parameters will help in the specification of the appropriate service control protocols. This section addresses various interface groups that can be identified for service delivery and control in the four cases proposed in Section 2 above. They are “user to network interface” (UNI), “network to network” interface (NNI) and “intra-network interfaces” (INI) and their associated components as identified below:

· UNI: “UE (( P-CSCF” and “UE (( S-CSCF”
· NNI: “P-CSCF (( S-CSCF”, “S-CSCF((AS”, “AS((HSS”, and “S-CSCF((HSS”
· INI: “S-CSCF((AS”, “S-CSCF((HSS”, and “AS((HSS”
All components of the INI interface are present in the NNI interface. Therefore, for the purpose of the future spewcification of the appropriate protocols for service delivery and control operations, we can narrow down the list of interfaces to include only the UNI and NNI components. 

3.1 UNI

The UNI interface is for the UE to communicate with either the P-CSCF or the S-CSCF for registration, service control, call control, etc. This interface in the Release 2000 reference architecture has been identified as the Gm, and the protocol to support its operations has been agreed to be the SIP protocol.

3.2 NNI

The NNI interface consists of four distinct components as described in the following sub-sections.

3.2.1 CSCF (( CSCF 

This interface is for the case where the Serving CSCF is in the Home network with a proxy CSCF in the visited network. It is used for communications between the UE and the S-CSCF using the P-CSCF as a relay point. Therefore, the use of the Gm reference point for the UNI can be extended to cover this interface. In cases there is an intermediate network with a CSCF acting as the interrogating gateway, I-CSCF, between the P-CSCF and the S-CSCF, the reference points P-CSCF((I-CSCF and I-CSCF((S-CSCF may be considered a sub-reference point of Gm
. 

3.2.2 CSCF (( HSS

· This interface is used for the mobility management related operations including retrieval of subscriber’s service profile information, UE location information update, addresses of appropriate service gateways (e.g., third party platform), security parameters for service access/authorisation/authentication, etc
. 
3.2.3 AS (( HSS

This interface may be used for location information update, obtaining additional information on subscriber service profile, etc
. Its protocol equivalent in Release 99 is the MAP. However, due to new and additional required features in R00 (and similar to the case of CSCF((HSS), a more capable and future proof protocol than MAP would be needed for the AS((HSS interface. It is possible that the same (or a subset of the same) protocol for CSCF((HSS be used for this reference point. 
3.2.4 CSCF (( AS 

This interface is used to support access and control for three categories of services each associated with its own application server/service platform and service delivery mechanism. These services are all VAS both HE and external. Below, these service categories are briefly described, and their interfaces are identified:

· Intelligent network Services: This category includes IN/CAMEL-based services offered on the IN SCP or CAMEL CSE platforms. They are invoked by a Service Switching Function (SSF) and supported by the CAP protocol. For Release 2000, a “softSSF” in (or on top of) the CSCF is required for mapping of the SIP state machine in CSCF to the IN/CAMEL BCSM.  

· SIP Services: This category of services includes all services offered by SIP application servers, SIP-based Multimedia service platforms. These services are directly invoked by the CSCF as a SIP server itself. 
· Protocol Independent Services: This category includes all applications that are independent from the underlying network technology, and are delivered to the UE via the use of an open standardised interface. The Open Services Architecture (OSA) in conjunction with an application programming interface (API) is the proposed interface for CSCF((As for this category of services. The services may be designed in any programming language. The OSA enables network operators and third party application/service providers to make use of their network functionality through an open programming interface (API) to deliver these services. 

The OSA API is an application layer interface, which is based on lower layers using main stream information technology and protocols. The middleware (e.g. CORBA) and lower layer protocols (e.g. IP) should provide security mechanisms (e.g., data encryption). In general, an OSA gateway maps the OSA interface to underlying network protocols (e.g., CAP, MAP and SIP). In this way applications become independent from the underlying network technology, and there will be no need for a standard interface between the gateway and the CSCF. Section below presents an architectural model to accommodate the OSA API in Release 2000. 

4. OSA API and Release 2000

Figure 6 provides the architectural view for accommodating the OSA in Release 2000 reference architecture
. The proposed OSA model is to resolve the open interface issues for the AS to communicate with both the S-CSCF and the HSS. It presents an inter-working model between an OSA API with an IM CN subsystem as well as an inter-connection with Release 99 MSC/GMSC servers. 

The OSA consists of three main parts, the AS, the Framework Service Capability Servers (SCSs) and the Network SCSs. The AS constitutes the top level of the OSA. This level is connected to the SCSs via the OSA standard interface. The Network SCS serves as gateway between the network entities (e.g., HSS and CSCF) and the AS, and maps the OSA interface onto the underlying network protocols (e.g. MAP, CAP, SIP, etc.). The Framework SCS provides applications with basic mechanisms that enable them to make use of the service capabilities in the network. It should be noted that due to the intermediate role that the SCS plays in the exchange of messages between the As and the HSS (or the CSCF), the network identity is hidden from the AS, the OSA does not know which network node it is talking to. It sees objects on an object request broker (ORB)
. 
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Figure 6: OSA in Release 2000 Reference Architecture.
The service logic is executed in the AS towards the OSA interfaces, while the underlying core network functions use their specific protocols. Thanks to the use of the SCS and proprietary protocols, the network complexities are hidden from the applications.

Note that the Camel Service Environment (CSE) in Figure 6, showing OSA to MSC/GMSC inter-connections, is not for providing the service logic execution environment for applications using the OSA interface. The applications are executed in Application Servers, and the CSE via a proprietary mapping to SCS can support outbound roamers via CAP, interacting with the HLR for location management information, and saving the switching platforms from having a direct OSA interface. 
Proposal

It is proposed that this contribution without its footnotes be inserted in Section 4 of TS 23.288 as follows:

· Section 1.1 of this contribution be inserted in Section 4.2.2 of TS 23.288,

· Section 1.2 of this contribution be inserted in Section 4.2.3 of TS 23.288,

· Section 2 of this contribution to replace the two figures and their two-line description in Section 4.2.3.1 of TS 23.288,

· Section 3 and 4 of this contribution to become new subsections, 4.2.4 and 4.2.5, of TS 23.288, and

· Subsections 4.2.3.2 and 4.2.4 of the current version of TS 23.288 be re-numbered as subsection 4.2.6 and 4.2.7, respectively.

A companion document presents the revised version of TS 23.288 based on this proposal.
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( Contact: Moh Torabi (torabi@lucent.com)


� The term AS here is used in its generic meaning and not with the specific definition used in the Open Service Architecture (OSA) publications. A possible replacement for the AS in this document could perhaps be AS/SP to mean both application server for OSA and/or service platform for all other cases.


� In addition, these cases may support some External VASPs’ service offering.


� In specifying protocol for the sub-Gm reference points, a limited number of SIP protocol operations and parameters might be needed to handle their operations. 


� The set of mobility management operations and parameters for Release 2000 will expectedly be different from that of the Release 99’s MAP as a number of new operations and parameters will be introduced in R00, and the HSS will not be the same as the HLR.


� Having location information update for the AS becomes quite relevant in the UE's roaming environment when offering services such as LCS, or pre-paid call where charging is location dependent.


� An alternative view of the SCS gateway block was presented in the S2 VHE/OSA Ad-Hoc meeting in Montreal (August 9-10, 2000). The SCS blocks in this OSA reference architecture model can be finalised when consensus is reached on the discussion related to S2 VHE issues.  


� For more detailed description of the OSA see “Virtual home Environment/Open service Architecture (3G TS 23.127).”
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