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1.
Introduction

At the last S2 drafting meeting, a discussion on the different possibilities to provide services in the IM CN subsystem was started and a corresponding Annex to TR 23.821 was agreed. Furthermore, the desire to standardise the interface between the CSCF and the Application/Service Environment was raised  (S2-001060). The latter is motivated by the need for vendor interoperability. Without a standard interface, a number of different solutions will become deployed which inevitably will lead to higher implementation cost - since products will have to support multiple, if not all of these interfaces. Beside the standard, proprietary solutions may nevertheless be provided. In fact, it can be expected that vendors will seek them to differentiate themselves from the competition. A standard however will always ensure a basic interoperability. 

This contribution provides a short overview about the different interfaces before proposing a standard solution based on the different service control scenarios. 

2.
Service Provision within Rel'00 IM CN subsystem

The following figure taken from Annex C of TR 23.821 v1.0.0 provides an overview about the different service provisioning opportunities that could be supported within the Release 2000 architecture.
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Figure C-1: Generalised Service Architecture 

As shown in the figure above, three different kind of interfaces between the CSCF and the application environment could be identified:

· CAMEL (CAP) 

It can be assumed that in networks of existing operators, the evolution and implementation of the 3G network will have to co-exist with the current mobile circuit switched infrastructure (i.e. 2G) for a finite timeframe. For these operators, service continuation between the 2G and 3G domains will be a key requirement.

The evolution of CAMEL to include VoIP IM domain inter-working provides an expedient solution to support these services when customers roam between IM domain and CS domain networks.  

The CAMEL approach has the advantage that it is a well-accepted and established standard that will enable operators to maximize the usage of existing functional entities, protocols and services. Reusing existing equipment will further lower the cost of ownership and allow familiar 2G services to be instantly provided to 3G subscribers. 
Further work on CAMEL might still be required in the case when existing voice services become extended with additional media. This is to avoid a service control divergence, if CAMEL, while controlling the basic voice service, however cannot control the multimedia extension. The alternative is to implement the control of the entire multimedia service including the voice part based on a new control mechanism such as SIP and use CAMEL only to control existing voice-only services – in which case CAMEL might become frozen.

· (enhanced) SIP 

The second interface between the CSCF and the application server could be SIP – or an enhanced version of it. It can be envisioned, that the CSCF will only host the service logic for basic services. To reach scalability, the majority of the services need to be provided by alternative servers – so-called application servers. 

The advantage of using SIP for the communication between the CSCF and the application server is that no additional protocol for this communication needs to be implemented on the CSCF. This decreases the development costs for the CSCF. Whenever the help of an application server is required, the CSCF would basically only act as a SIP proxy server and forward the service request on to the appropriate application server that would then provide the actual service. The application server might thereby be located in the same domain as the CSCF or, if the local provider does not support the requested service, be located in a foreign domain. Using SIP as an external CSCF interface thus enables a more flexible approach for the implementation, the delivery and the deployment of services. 
One might argue that SIP is a network internal protocol that should not be exposed to application servers. This is because call control becomes hard once the request has been forwarded on to an application server in a foreign- and possibly un-trusted domain. This however can be solved based on service level agreements and the use of SIP security mechanisms.
One might further argue that All-SIP architecture is not very practical in the near term (i.e. 3GPP R00 timeframe) since existing services would need to be re-implemented based on SIP. This would take time and increase the costs. Nevertheless using SIP should be considered strongly as the future solution for the communication between the CSCF and application servers. Furthermore, there are many voice services that SIP can easily support in its current state, some of which address the traditional IN type services (e.g. simple number translations), others, more advanced, include for example click-to-dial and multimedia services. This will shorten the time required to provide those services desired in 3G networks. 

Additionally there are attempts within the IETF and other bodies to enhance SIP to enable a more capable and flexible service control. 

· Usage of an API

A high level Application Programming Interface (API) enables a network operator to provide service control applications on top of a CSCF. The applications developed for the API are independent of the underlying network technology. The network technology, in particular SIP, may therefore evolve separately from the service logic. The API on the CSCF can either be used to download service logic into the CSCF – which we denoted as the “Local API” approach – - or to connect to a local- or remote application – which we call the “Distributed API” approach in the remainder of this document.  -
· Local API approach 

The Local API approach could for example be based on CPL, CGI or the Java Servlet technology. With this approach, resident or downloaded service logic becomes executed directly on the CSCF. 
· Distributed API approach 

 The Distributed API approach could be implemented following the OSA/Parlay standard. The strength of the API approach within a distributed computing environment (OSA, Parlay) over downloadable mechanisms (such as CPL, CGI, Java Servlets) is that by defining a secure extensible real-time interface, the API provides a clear demarcation between the network operator and the third party application provider.

3.
Service Control

It was agreed that the Release 2000 architecture shall be based on the principle that the service control for a roaming subscriber is designated by the Home network.

The serving CSCF can be located either in the Home network (see Figure 1) or in the visited network (see Figure 2). The - assignment of the serving CSCF is performed by the Home network during the regis​tration of the UE in the visited network.

The R00 standards shall support roaming for IM users between operators. To achieve roaming, a serving CSCF is required. The serving CSCF can be located in the visited network or in the home network. The decision as to whether the UE is served by a serving CSCF in the home network or by a serving CSCF in the visited network is made by the home network.

Nevertheless the provisioning of a serving CSCF for roaming subscriber is not mandatory for the visited network. To ensure service provisioning for its subscriber even in the case of roaming, the home network operator has at least to provide home control.
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Figure 1: Support of a UE by a Serving CSCF 
in the Home Network.
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Figure 2: Support of the UE by a Serving CSCF in the Visited Network.
The third scenario for the provision of local services within the visited network is not shown. This is because it is similar to the scenario illustrated in Figure 1.

As shown in the figure above, there are two different cases of how the serving CSCF interacts with the Application Server. These are: 
· the CSCF and the applications server are located in different networks

If the CSCF and the application server are located in different networks, an interface needs to be standardised in order to ensure vendor interoperability. Considering the three interface alternatives discussed earlier within this document, we propose that only CAP and SIP are used between the CSCF and the application server.

The usage of the API approach is not proposed to be standardised since: 

(a) Local API approach: it maybe required to download service logic from the home network to the visited network. This is considered not to be acceptable for operators. 

(b) Distributed API approach: such an API would only make sense in the Home Network since this API provides access to sensitive subscriber related data.

· both, the CSCF and the application server are located in the same network 

If the CSCF and the application server are located within the network of the same operator, then all approaches illustrated in Figure C-1 in Section 2 could potentially be used. We propose that for this case, CAP and SIP are nevertheless standardised in order to ensure vendor interoperability within the network. Note that this does not prevent vendors to support the API approach. This should however be done additionally to the standard. 

4.
Conclusion

This document proposes to standardise the interface between the CSCF and the application server. It argues that a standard is needed to enable vendor interoperability. Further proposed are the usage of SIP and CAP as the standards for the communication between the CSCF and the application server. Beside SIP and CAP, other solutions may be supported. These will however not become standardised. 
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