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Background
Differences to the original contribution in S2-001158 are indicated by revision marks.

The modifications are done to indicate the text which and where it shall go into TR 23.821.
The part of this contribution which shall go to TR 23.821 is marked in the text below. It shall be added to chapter “6.1 Address Management”.

The 3GPP Release 00 architecture currently defines the CSCF as the serving and interrogating instance for IP based calls using SIP CC. The CSCF has to provide sufficient capabilities for Address Handling and has to store user related information if received from the HSS. 

The CSCF is also that entity that interworks with the "Application and Service Space" to provide subscriber specific services. This interactions could be realised using different mechanisms (like API's, routing to specific application server etc.)

INTRODUCTION

During the review of the IM CN subsystem architectural description areas which need further clarifications and more detailed investigations were identified.

The area which is raised in this contribution is the question to which extend the serving CSCF (which provides also the value added services) has to receive SIP messages (i.e. to be on the signalling path) until the IP call is terminated.

Investigations below are valid for all SIP CC set-up´s initiated via a serving CSCF only.

A CSCF is selected at the discovery process and has to act as a serving CSCF when the subscriber registers on application level.

The S-CSCF serves (e.g. performs address handling, routing, etc.) any IP call set-up (originating and terminating) for a given subscriber as long as she is registered with the S-CSCF.

For some value added services it might be needed to stay informed from the beginning till to the end of an IP call on the actual call state. Such services may have a great interest especially on the occurrence of a call termination event. 

Subject for such services could be charging and accounting (especially online charging), modification of media types or lawful surveillance. 

Furthermore, services should have the option to force the termination of ongoing calls.

Such service provided by the network - rely on the fact, that the CSCF is always included in the SIP signalling path. This however can not be ensured at the moment, due to the flexibility of SIP (e.g. support of direct communication between the user agents without the involvement of the SIP proxy after the call set-up).

PROPOSAL

The SIP protocol provides different tools (e.g. header fields) which allows proxies to stay into the signalling path of the SIP Request/Response messages. These headers are e.g. 

· Via header filed

The Via header field indicates the path taken by the request. It is used to prevent loops in the signalling path and allows replies to take the same way as the request.

· Route header filed

The Route request-header field determines the route taken by the request. 

· Record-Route header filed

The Record-Route request and response header field is added to a request by any proxy (to the beginning of the list) that insists on being in the path of the next request for the same call leg. The UAS (user agent server) copies the record-route request header field unchanged into the response. The calling UAC (user agent client) copies the Record-Route header into a Route header filed of subsequent request within the same call leg.

With the usage of this header fields the signalling path between the calling user and the called user can be fixed for a call leg.

To ensure that the S-CSCF is always included in the call set-up we propose to use the Route request-header field with the identification of the S-CSCF in the INVITE message. 

In figure below shows the determination and usage of header fields.
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The following text is proposed to be added to the end of chapter 6.1 Address Management:
“For some value added services it might be needed to stay informed of the actual call state from the beginning till the end of an IP call. Such services may have a great interest especially on the occurrence of a call termination event.
In the case where a permanent resistance of the serving CSCF is needed, the following shall apply:
· At the call set up the UE SIP client has to recall the serving CSCF Identity, if available, and copy it to the route header field. In accordance to SIP, it determines the route taken by the request.
· Any proxy that insists on being in the path of subsequent requests for the same call can add its identity to the record-route and response header field. When the destination party receives the call request it will response accordingly. The response message will follow the same path as it is indicated in the Via header field of the request message.

· To guarantee the involvement of the serving CSCF into the IP call, the calling users client has to copy the record-route header into the route header of subsequent request messages.”
CONCLUSION

The approach is flexible enough to allow the serving CSCF being in the signalling path. 

The approach prevents the direct communication between calling and called subscriber if forced by the serving CSCF.

The decision whether the serving CSCF is in the path is taken by the serving CSCF itself.

This approach does not require any modification to SIP.

The approach impose functions on the IP client to recall the serving CSCF Identity and to copy it into the Route header field of requests.
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