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 1.  Introduction
This contribution is the revised version of S2-001145, S2-001151, and S2-001152.  

2. Proposal
It is proposed to add the following new Subsections A.2.5, and A.2.6 in Appendix A (Informative) QoS Conceptual Models, and a new Appendix D to TR23.821 V0.4.0.

Appendix A (Informative): QoS Conceptual Models

A.2 Scenarios
[Editorial Note:  the precedence and sequence of the different phases of session / bearer establishment need further study.]
[Editorial Note:  note that the notion of “core network” is according to Figure A-1 which is not fully in line with the main body of this TR.]
Note:  Scenario 5 and 6 is reserved for the Release 2000 IP multimedia services involving, e.g., SIP signalling , IP policy control, and subscription checking.
A.2.5 Scenario 5

The UE performs an IP BS function which enables end-to-end QoS without IP layer signalling and negotiation towards the IP BS function in the GGSN, or the remote host.  The UE provides IP specific information to the GGSN, using IP specific elements of the PDP context activation/modification message, to enhance the interworking options to the DiffServ edge function of the GGSN.  

The scenario assumes that the GGSN support DiffServ edge functions, and that the core network is  DiffServ enabled.  

The GGSN  DiffServ edge function may use the IP specific information for the  DiffServ classifier functionality, e.g., 5-tuple combination of source and destination IP address, source and destination port number, and the protocol identifier.  The information can also be used for  DiffServ class admission control, e.g., the requested end-to-end bandwidth from the UE for a particular flow may be informed to the GGSN beforehand for the GGSN  DiffServ edge to determine if the flow can be allowed to a certain  DiffServ class or an egress point.  As a result, the GGSN may select the appropriate  DiffServ setting to apply.  This is shown in the figure below.

There exist IP specific elements of PDP context activation/modification message that are transferred from the UE to the GGSN.  The elements are discussed in Appendix D.     

In this scenario, the control of the QoS over the UMTS access network (from the UE to the GGSN) may be performed from the terminal using the PDP context signalling. Alternatively, subscription data accessed by the SGSN may override the QoS requested via signalling from the UE.

TheQoS for the downlink direction is controlled by the remote host from the remote network to the GGSN. The PDP context controls the UMTS level QoS between the GGSN and the UE. 
The QoS in the uplink direction is controlled by the PDP context up to the GGSN. The GGSN uses the IP specific elements of UMTS signalling to interwork with  DiffServ in the core network and  controlling the IP QoS bearer service towards the remote -host.

The end-to-end QoS is provided by a local mechanism in the UE, the PDP context over the UMTS access network,  DiffServ through the core network, and  DiffServ in the remote access network. 
Note that  DiffServ control at the Remote Host is shown in this example. However, other mechanisms may be used at the remote end, as demonstrated in the other scenarios.
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Figure A-6: Local UE supports IP specific elements in PDP context activation/modification message and GGSN provides interworking with  DiffServ.
A.2.6 Scenario 6

The UE performs an IP BS function which enables end-to-end QoS without IP layer signalling and negotiation towards the IP BS function in the GGSN, or the remote host.  The UE provides IP level end-to-end QoS information to the GGSN, using IP specific elements of the context activation/modification message , to enhance the interworking options to an RSVP function in the GGSN.  The end-to-end IP QoS bearer service towards the remote host is controlled from the GGSN.
The scenario assumes that the GGSN supports DiffServ edge functions, and the core network is DiffServ enabled.  This scenario does not preclude the core network from having RSVP non-transparent routers.
The GGSN may use the IP specific elements in PDP context activation/modification messageto invoke RSVP messages to setup the uplink as well as the downlink flows in the core network up to the remote host.  For example, in the uplink direction, the GGSN may use the IP specific elements in PDP context activation/modification message to generate the RSVP Path messages, with the desired QoS / traffic specification, to the specified destination IP address.  Also, the GGSN DiffServ edge function may use the IP specific elements in PDP context activation/modification messageto select the appropriate DiffServ setting to apply.  This is shown in the figure below.

There exist IP specific elements of PDP context activation/modification message that is transferred from the UE to the GGSN.  The elements are discussed in Appendix D.
In this scenario, the control of the QoS over the UMTS access network (from the UE to the GGSN) may be performed either from the terminal using the PDP context signalling. Alternatively, subscription data accessed by the SGSN may override the QoS requested via signalling from the UE.

The QoS for the downlink direction is controlled by the PDP context between the UE and the GGSN. The GGSN terminates the RSVP signalling received from the remote host, and may use the information in theIP specific elements in PDP context activation/modification message when processing RSVP.  
The QoS in the uplink direction is controlled by the PDP context up to the GGSN. The GGSN may use the IP specific elements in PDP context activation/modification message to provide the interworking with RSVP towards the remote host.  The IP specific elements in PDP context activation/modification message may allow for the establishment of the RSVP session..  

The end-to-end QoS is provided by a local mechanism in the UE, the PDP context over the UMTS access network,  DiffServ through the core network, and RSVP in the remote access network.  
[image: image2.wmf]Uplink

 Data

Downlink

 Data

DS

DS

GGSN

UE

Remote

AP

Remote

Host

The UE may control

the

 QoS

 mechanisms

from received 

information.

The UE supports 

PDP context

signalling.

The UE controls

the

 QoS

 mechanisms

from the UE.

QoS

 on remote access

link controlled 

by

 

DS.

 

QoS

 on remote access

link controlled 

by DS

or other means.

QoS

 in UMTS controlled by 

PDP context.

QoS

 in UMTS controlled by 

PDP context selected by

TFT

.

Remote DS marking/GGSN 

remarking carried 

transparently.

QoS

 in core network controlled 

by DS. DS marking performed by

GGSN. 

QoS

 in core network controlled 

by DS. DS marking performed by

RUE 

or

 remarking by 

RAP.

PDP Flow

PDP Flow

IP specific elements in PDP

IP specific elements in PDP


Figure A-7: Local UE supports IP specific elements in PDP context activation/modification message and GGSN provides interworking with RSVP 
Appendix D (Informative): IP Specific Elements in PDP Context Activation and Modification Message
[Editorial Note:  The details of the IP specific elements in PDP context activation/modification message needs further study within the S2 QoS drafting group.]
If an IP BS Manager exists both in the UE and the GGSN, it is possible that these IP BS Managers communicate directly with each other by using relevant signalling protocols, e.g., RSVP.  However, it is forseen that low end mobiles will not be able to support RSVP signalling, nevertheless these mobiles are required to be able to support end-to-end QoS requests from the application layer.

It is conceivable that there is a need to allow IP specific elements to be passed from the UE to the GGSN, between peer IP BS managers, without the necessity for signalling protocol support in the UE.

Figure 1 below shows the two QoS control levels (the UMTS bearer level and IP bearer level) and is an example of how the IP BS manager at the GGSN may exercise admission control.  The requested IP level QoS bandwidth received in the IP specific element from the UE for a particular flow may be informed to the GGSN beforehand for the GGSN DiffServ edge to determine if the flow can be allowed to a certain DiffServ class or an egress point based on the service level agreement (SLA).  
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Figure A-8: Providing end-to-end QoS by means of transferring IP specific elements in PDP context activation/modification message between the UE and the GGSN and exercising policy enforcement / admission control in the GGSN

Within the IP policy architecture applicable to UMTS, the IP Policy Control makes decisions in regard to network based IP policy using policy rules, and communicates these decisions to the IP BS Manager in the GGSN, which is the IP policy enforcement point.  Enforcement of policy may cover, among other things, the following requirements:
1.  Authorisation of UMTS bearers from the application.

2.  Control of opening and closing the gate for data to enter the network, controlled from the application server through the policy server.

3.  Control of the level and destination of data permitted to pass the gate and enter the network, controlled from the application server through the policy server.

In order for the GGSN to enforce policy conformant to the requirements above there is a need to transfer information which belongs to the IP level between the peer IP BS manager entities in the UE and GGSN.  To facilitate clean separation between the UMTS bearer level and the IP bearer level, this transfer of IP level information should be carried out in a manner that is transparent to the UMTS BS managers.  The IP level information may include, for example in the RSVP case, the traffic flow specification contents, required IP level QoS, and destination IP address as described in Scenario 6.  For the DiffServ case, QoS information for the DiffServ classifier functionality and DiffServ class admission control may be included as described in Scenario 5. 

The following candidates for the IP specific elements in PDP context activation/modification messageare identified:

(1) Optional IP specific information is carried in the PDP context transparent to the UMTS BS managers, between peer IP BS managers, from the UE to the GGSN.  The PDP context may contain a set of QoS attributes: “UMTS Specific IP QoS Attributes.” 

(2) Extending the Traffic Flow Template concept to convey information to the GGSN related to the uplink flow (new mechanism), together with the use of existing TFT mechanism for the downlink flow.  Bandwidth requirements etc. may be obtained by mapping the UMTS QoS parameters to the IP level QoS parameters, and also possibly extending the UMTS QoS parameters.   








































































