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Introduction

A key aspect of the R00 architecture is how IP routing and addressing will be managed. This has impacts on several areas of the design. One major impacted area is how CSCF discovery and registration will take place. So far no detailed text has been produced on this subject. Therefore prior to a detailed discussion on registration and home vs visited control the underlying architecture should be agreed. It is therefore proposed to use the text below as a baseline for discussion.

Proposal

The current text in section 6.1 does not actually discuss “Address Management” except in passing. It is proposed to move the current text of 6.1 to a new section 6.2 with title “Context Activation and Registration”. In section 6.1 it is proposed to include the following text:

6.1 Address Management

6.1.1 Overview

 The UMTS network may be implemented as a number logically separate IP networks which contain different parts of the overall system. In this discussion each of these elements is referred to as an “IP Addressing Domain”. Within an “IP Addressing Domain” it is required that the nodes within the domain are part of a consistent non-overlapping IP-address space. It is also required that IP packets may be routed from any node in the domain to any other node in the domain using conventional IP routing. In a real implementation an IP Addressing Domain may be a physically separate IP network or an IP VPN.

IP Addressing Domains may be interconnected at various points. At these points of interconnect gateways, firewalls or NATs may be present. It is not guaranteed that IP packets from one IP Addressing Domain can be directly routed to any interconnected IP Addressing Domain. Rather inter-Domain traffic will be handled via firewalls or tunnels. This implies that different IP Addressing Domains can have different (and possibly overlapping) address spaces.

Figure xx below shows the IP Addressing Domains involved in PS-domain and IP-subsystem services.
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Figure xx – IP Addressing Domains Involved In PS-Domain and IM Services

Though UMTS permits the possibility of using different IP Addressing Domains as shown above it is possible that several different IP Addressing Domains fall under a common cooperative management regime. In this case the different IP Addressing Domains may be physically implemented as a single domain at the operator’s discursion.

6.1.2 Addressing and Routing for Access to IM-Subsystem Services

NOTE: This section deals with a UE making access to IM-subsystem services only and via UMTS. How a UE can access IM subsystem services via other access types, or make simultaneous access to services in other IP networks is FFS.

A UE accessing IM-Subsystem services requires an IP address which is logically part of the Visited Network IM Subsystem IP Addressing Domain. This is established using an appropriate PDP-context. For routing efficiency this context should be connected though an GGSN in the visited network. The connection between the UE and the Visited Network IM Subsystem is shown below:
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Figure xy UE Accessing IM Subsystem Services in the visited network
Items for Discussion

In the above text the following assumptions have been made. These should be agreed before the above text is inserted:

· The IP Addressing Domains involved are as shown in figure xx

· The UE requires an address in either the Home Network IM Subsystem or the Visited Network IM Subsystem address space, depending on where the subscriber is location, in order to gain access IM-subsystem services.
· Connection to a visited network IM-subsystem should be via a local GGSN in the visited network

· How should access to more than one IP service be supported? This may have major impacts on the architecture – see separate input.








































































