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1 Introduction

When considering the solution for the execution of services in the IPMM sub-system for R’00 thought must be given to the mechanisms to be utilized for implementing/providing services.  This contribution briefly discusses some of the available mechanisms which must be considered before concluding on the role & selection of the protocols and service architecture to be used for service execution.

For the purpose of this contribution, the term “services” refers to personalised services including traditional “supplementary services” and “value added services” (i.e. originating and terminating services), which are offered via the CSCF network within the IPMM network.  Services provided directly from the “Internet” are considered outside the scope of this contribution.

This contribution shows the serving CSCF in the visited network.  These discussions are also valid for the case of the serving CSCF located in the home network, however the issues are easier visualised when an inter-operator interface is involved.

2 Discussion

The mechanisms discussed below cover the protocol and direction of the architecture for the execution of services.  A few general approaches are included, however the list is not exhaustive.

2.1 Defined Services
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Figure 1 Defined Service Approach

The defined service approach consists of standardising the services, such as “call forwarding no reply”.  During the registration procedures, a service profile for the subscriber is downloaded to the serving CSCF.  The profile contains the services which the subscriber has active, and the data required to execute the services. 

The defined service approach is no longer in line with the views of S1 regarding the mechanisms to be used for implementing services.  The view expressed by S1 is to standardise the capabilities required for implementing the services.

This contribution expresses that the defined service approach should not be considered further within the 3GPP IPMM sub-system.  This contribution does support that the capabilities to support requires services are standardised.

2.2 Capability: Detection Point

In general, the detection point approach consists of standardising detection points and events.  During the registration procedures, the active detection points are downloaded to the serving CSCF.   The serving CSCF informs a service node of the detected events, and the service node instructs the serving CSCF of the required actions.  The service node contains the service logic and is where the services are executed.

The detection point approach is inline with the open service architecture philosophy.

2.2.1 Service node located in the home network
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Figure 2 Capability approach : service node in home network

In this approach, the service node is located in the home network.   In the case where the serving CSCF is in the “visited” network, this could be compared to the CAMEL architecture used within GSM network today.

With this approach, a common understanding of the “detection points”, and execution requests must be standardised and catered for in the service execution protocols.

2.2.2 Service node located in the visited network
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Figure 3 Capability approach : service node in visited network

A variant of the approach discussed in section 2.2.1 for the case where the serving CSCF is in the visited network, is to have the service node located in the visited network.  In this case, the service logic is downloaded to the visited network.  There are a number of means that could be used to describe the service logic, ranging from scripts to java “servlets”.  

The role of the serving CSCF is the same as in 2.2.1, however the serving CSCF contacts a service node also in the visited network.

While this contribution does not express and opinion on this approach, it should be noted that this variant has not been furthered within the OSA work. 

With this approach, a common understanding of the “detection points”, execution requests and service execution layer must be standardised and catered for in the service execution protocols. With this approach, security issues and information protection issues must be considered when the service logic crosses an operator boundary.

2.3 Service logic in the CSCF
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Figure 4 Service Logic in the CSCF approach

The service logic in the CSCF approach consists of downloading the service logic to the serving CSCF.  The service logic could be described in scripts or java servlets, or another suitable technology. 

With this approach, a common understanding of the service execution layer must be standardised and catered for in the service execution protocols within and across different operator boundaries.  With this approach, security issues and information protection issues must be considered when the service logic crosses an operator boundary.  Applicable mechanisms are being developed within other standardisation fora.

3 Conclusion

This contribution presents a number of alternatives for the execution of services, and proposes that the “defined service” approach is not discussed further for the IPMM subsystem.  It suggests that the service execution approach for the IPMM sub-system is agreed upon before concluding on the protocol choices for service execution. 

Further contributions are expected on this issue before a conclusion of the mechanisms for services execution is concluded.
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