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Abstract of the contribution: Proposes requirements and procedure updates for multiple solutions to support use of and switchover to infrastructure path routing for ProSe, based on operator policy.  
1. Introduction

This contribution proposes changes to the requirements, issue description, and solution sections of the ProSe TR 23.703-050 to support the use of and switchover to infrastructure path routing for ProSe, based on operator policy.  In addition, several editorial corrections/improvements are proposed.

2. Proposal

>>>Start Changes<<<<
4.2 
Architectural Requirements 

Editor’s Note: This clause will define the architectural requirements based on the normative stage-1 requirements defined in TS 22.278, TS 22.115 and TS 33.106. 

In order to satisfy the normative stage-1 general requirements the system shall:

-
enable the ProSe discovery of the ProSe-enabled UE by other ProSe-enabled UEs where the discovery is based on direct signals using E-UTRA or EPC-level ProSe discovery within the same PLMNs or different PLMNs; 

-
enable the operator to control the ProSe discovery feature in its network, authorize the functionality required for the ProSe discovery functions for each UE;

-
enable the ProSe communication or ProSe-assisted WLAN direct communication and seamless service continuity when switching user traffic between an infrastructure paths and a ProSe communication path of the ProSe-enabled UEs; enable HPLMN operator to authorize ProSe-enabled UE to use ProSe communication separately for the HPLMN and for roaming in VPLMNs; 
-
enable the operator to control whether an infrastructure path or a ProSe communication path is used for ProSe communication when the ProSe UE is in network coverage.  
-
enable an authorized 3rd party ProSe application to interact with a 3GPP network in order to utilise the ProSe services offered by the network;

-
be able to control ProSe communication between ProSe-enabled UEs when the UEs are served by the same eNB or different eNBs;

-
accommodate the ProSe related security functions related to privacy, support for regulatory functions including Lawful Interception, and authentication upon ProSe discovery and ProSe communication; enable the operator to authorize and authenticate the third party applications before making use of the ProSe feature; 

-
accommodate for charging by the operators (HPLMN or VPLMN) for the utilization of the ProSe functionality.

The Solution shall support ProSe Direct communications without need of ProSe discovery (as defined in TS 22.278 [3]).
>>>Next Change<<<<
5.12
Key Issue #12: ProSe one-to-many communications

5.12.1
General description and assumptions

ProSe one-to-many communications refers to ProSe Group Communication and ProSe Broadcast Communication. One-to-many communications may also work without prior discovery.

The following assumptions apply:

-
ProSe one-to-many communications are applicable to both in and out of network coverage and are specific to Public Safety UEs;

-
The source UE shall be able to transmit data to a group of UEs "with a single transmission";

NOTE: 
This assumption does not preclude solutions where the single transmission from the source UE is relayed by another UE before reaching the recipient UEs. This assumption does not preclude the use of  "multiple transmissions" solutions where the source UE uses multiple one-to-one communications to reach the recipient UEs, in scenarios where this is more efficient.

-
ProSe Broadcast Communication is used for broadcast of data from a UE to all public safety UEs that are in range regardless of group membership;

-
Service continuity between infrastructure path and direct path is not required for ProSe one-to-many communications.

For this key issue the following needs to be considered at least:

-
Addressing in Prose Group Communications and Prose Broadcast Communications and at which layer(s) this takes pace;

-
Power efficiency aspects;

-
Commonalities with MBMS;

-
clarify the notion of "group" in ProSe Group Communication, given its transient nature (e.g. UEs may dynamically go in or out of transmission range with other "group" members);

-
for the "broadcast/multicast transport method" that has to be defined for ProSe, what are the impacts in the 3GPP layers (e.g. NAS, AS)?

-
whether ProSe group communication needs to be IP based and whether IP multicast can be used?

-
clarify the relationship between the ProSe-layer group used for ProSe Group Communications with an application layer group (e.g. a specific Public Safety group) and which group-related details need to be configured in the UE?

-
what are the impacts in the service/application layer? What are the boundaries of the 3GPP specification?

- 
how to prevent non-members from listening to ProSe Group Communication transmissions?
-
Mechanisms for the network to be able to control ProSe Direct Communication including whether an infrastructure path or ProSe communication path should be utilized when the UE is in network coverage.
>>>Next Change<<<<
6.2.1.X
Configuration
Editor’s Note: Configuration/Authorisation information to be completed.  Text such as the following could be considered.  

       << 
Is the UE authorized to perform Direct Communication in this PLMN? (yes/no) 

-
This information always comes from the registered PLMN

Is the ProSe enabled Public Safety UE authorized to use the direct communications procedures in this PLMN? (yes– unconditionally, yes-but use infrastructure when under network coverage, and /no)

-
This information always provided from the registered PLMN

-
When set to “yes – unconditionally”, the ProSe enabled Public Safety UE may autonomously initiate/participate in direct communications whether or not it is under network coverage.  

-
When set to “yes, but use infrastructure when under network coverage”, the ProSe enabled Public Safety UE shall use an infrastructure supported connection, when the involved ProSe enabled Public Safety UEs are within network coverage; otherwise the autonomous connection procedures can be used.      >>
>>>Next Change<<<<
6.2.5.X
Configuration
Editor’s Note: Configuration/Authorisation information to be completed.  See 6.2.1.X 
>>>Next Change<<<<
6.2.6.X
Configuration
Editor’s Note: Configuration/Authorisation information to be completed.  See 6.2.1.X 

>>>End of Changes<<<<
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