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Abstract of the contribution: During SA WG2 #98, the Key Issue #11: Service Continuity aspects and solution were discussed. It has been pointed out that whether solutions support the presence of NAT devices and IPv4 on the infrastructure path and how. The present contribution describes a solution for service continuity on NAT-Traversing scenario (targeted at a specific use case in TR 22.803). It is particularly adapted to service continuity use cases which two ProSe-enabled UEs are communicating with each other through the EPS/IMS. It is proposed to agree the contribution for inclusion in TR 23.703.
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6.X
Solution X: NAT Traversal for ProSe Service Continuity

6.X.1
Functional description
    Editor’s Note: General description, assumption, and principles of the solution. 

6.X.1.1
General

The present solution based on the Default data path and IMS scenario. In this scenario, there are two ProSe-enabled UEs are communicated with each other via EPS/IMS. It assumes that two ProSe-enabled UEs are communication with each other which including one or more flows in a session via WLAN communication path. When one of the ProSe-enabled UEs is moving out of the WLAN communication coverage, the 3GPP EPS switches their data session to the EPS’s infrastructure path. Under the infrastructure path which includes the NAT environment. In figure 6.x.2.1-1 and figure 6.x.2.2-1 provide the mapping setup and query functions for NAT-Traversal by using DNS and IMS signalling.
6.x.1.2
System Architecture
The system architecture for ProSe Services is illustrated in Figure 6.x.1.2-1. The architecture shows two data paths (Infrastructure and WiFi path) and two scenarios which are the ProSe services provided by IMS or not.
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Figure 6.x.1.2-1: ProSe NAT-Traversal Architecture via infrastructure path

At the beginning of this paper Depicted scenarios, UE 1 and UE 2 are communicated with each other by WiFi direct path. Depend on the Prose Service provider, such as IMS or ProSe server, the UE’s data session can be switched by EPS-based or IMS-based ProSe NAT-Traversal for Service Continuity.
6.X.2
Procedures

6.X.2.1
EPS-based ProSe NAT-Traversal for Service Continuity
The overall NAT-Traversal procedures for EPS only is illustrated and works as following:
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Figure 6.x.2.1-1: NAT-Traversal for default data path scenario in the EPS for communication between two UEs.

Step 1. UE1 is communicating with UE2 by WLAN Direct ProSe communication. The UE1 moves out of the UE2 WLAN coverage. The UE/EPS decides to switch of user traffic sessions from WLAN Direct ProSe communication path to infrastructure path.

Step 2. The UE1 performs the attach procedure. The MME assigns inner IP (“D”) and outer IP (“N”) and related ports to the UE1.

Step 3-4. The HSS performs DNS update procedure to DNS server. The DNS stores the mapping between the UE1’s identity and “D”, “N” and related ports. The “D” and “N” IP addresses and related ports in the Update message (e.g., DNS Update) are listed in sequence (or other combinations of a fixed sequence), or alternatively, identified explicitly by tags. The DNS stores the “D” and “N” and related ports.

Step 5-6. Once the UE2 attempts to transmit a message to the UE1, the UE2 queries the DNS server to obtain the “D” and “N” and related ports of the UE1. The DNS server replies the “D” and “N” IP addresses and related ports to the UE2. The “D” and “N” IP addresses and related ports in the DNS response message are listed in sequence (or other combinations of a fixed sequence), or alternatively, identified explicitly by tags.

Step 7-9. After obtaining the “D” and “N” IP addresses and related ports from the DNS server, UE2 utilizes IP/UDP to encapsulate the packet based on the information and sends the encapsulated packet to the UE1.
6.X.2.2
IMS-based ProSe NAT-Traversal for Service Continuity
The overall NAT-Traversal procedures for ProSe service is provided by IMS is illustrated and works as following:

[image: image3.emf]4. REGISTER 

contact:<IP:port>;outer 

contact:<IP:port>;inner

5. 200 OK

UE 1

P-CSCF 

1

P-CSCF 

2

UE 2

I-CSCF 

1

HSS 1 HSS 2

I-CSCF 

2

6. UE2 sends 

ProSe packets 

to UE1

10. Decapsulated packet (IP@=”D”)

11. Packet delivered in EPS bearer

3. Notify Req/Rsp (“D”, “N”)

NATTT

9. UDP encapsulated packet (outer@=”N”, inner@=”D”)

7. REGISTER (contact:*)

8. 200OK 

contact:<IP:port>;outer 

contact:<IP:port>;inner

EPC

S-CSCF 

1

2. EPS Attach 

procedure as in TS 

23.401;

assignment of “D” and 

“N”

S-CSCF 

2

1. WLAN Direct ProSe communication


Figure 6.x.2.2-1: NAT traversal for default data path scenario in the IMS for communication between two UEs.
Step 1. UE1 is communicating with UE2 by WLAN Direct ProSe communication. The UE1/UE2 moves out of the WLAN coverage. The UE/EPS decides to switch of user traffic sessions from WLAN Direct ProSe communication path to infrastructure path.

Step 2. Once the UE1/2 moves out of the WLAN coverage. The UE1 performs the EPS attach procedure. The EPS (MME) assigns inner IP (“D”) and outer IP (“N”) and related ports to the UE1 to create an inner network address of the UE1 and an outer network address corresponding to the inner network address.
Step 3. The EPS Transmits D” and “N” IP addresses parameters to HSS1 server. The HSS1 stores the mapping between the UE1’s identity and “D”, “N” and related ports. The “D” and “N” IP addresses and related ports in the Update message (e.g., Notify Req/Rsp) are listed in sequence (or other combinations of a fixed sequence), or alternatively, identified explicitly by tags. The HSS1 stores the “D” and “N” and related ports.
Step 4. The UE1 perform the Re-registration (user currently registered) procedure with IMS. The UE1 send REGISTER message with two contact information parameters (contact:<IP:port>;outer and contact:<IP:port>;inner) to S-CSCF 1.
Step 5. The S-CSCF 1 responds with a 200 OK message to UE1.
Step 6. UE2 attempts to transmit a message to the UE1.

Step 7. The UE2 also initiates a re-registration procedure. The UE2 send REGISTER message with contact information parameters (contact:*) to S-CSCF 2.
Step 8. The S-CSCF 2 responds with a 200 OK message which contains the two contact information parameters (contact:<IP:port>;outer and contact:<IP:port>;inner) to S-CSCF 2. Once the I-CSCF 2 receives the REGISTER message, it queries the HSS 1 for current location information of the destination user. HSS 1 responds with the address of the current S-CSCF 1 for the terminating user.

Step 9-11. After obtaining the “D” and “N” IP addresses and related ports from the HSS S-CSCF 2, UE2 utilizes IP/UDP to encapsulate the packet based on the information and sends the encapsulated packet to the UE1.
6.X.3
Impact on existing entities and interfaces

Impacts on existing EPS entities has to communicate with DNS server to update the related parameters for EPS entities and UE2 specific to this solution are generic to any ProSe solutions (e.g. DNS messages can be used for NAT-Traversal use case).
6.X.4
Solution evaluation

Editor’s Note: The fulfilment of requirements in section 4.2 needs will be evaluated. 
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