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Abstract of the contribution: This contribution proposes solution for configuring WLAN direct communication  for ProSe.
1
Discussion

This contribution is related to Key Issue #9: EPC Support for WLAN Direct Communications in TR 23.703, especially for the following aspect, which should be clarified:

-
What is the configuration information required by a ProSe-enabled UE with WLAN capability for the purpose of establishing ProSe-assisted WLAN direct communication?

-
How EPC provides the configuration information to a ProSe-enabled UE with WLAN capability?

-
How does the network authorise the WLAN direct communication from the ProSe-enabled UE with WLAN capability?
In the last SA2#99 meeting, it was discussed whether the ANDSF MO or another MO is needed for WLAN direct communication and still it is FFS. This contribution provides what should be considered for the ANDSF MO for WLAN direct communication and clarifies solutions by updating Solution W2: ProSe assisted WLAN Direct Communication.

1.1 Considerations 
In the architecture point of view, WLAN direct communication uses a new interface which is different from the existing WLAN interface. The existing WLAN interface is used for transferring IP flows through WLAN AP which is connected to core network or backhaul network. But, WLAN direct communication is used for connecting two UEs directly. Therefore, it is proposed to use a new name for the WLAN direct interface.
Proposal : Naming of new interfaces for WLAN direct communication is needed
1.2 Proposed solution 

This section proposes a solution for configuring a WLAN direct communication path in ANDSF MO. For the configuration, it is proposed to use DiscoveryInformation in the ANDSF MO. Among the elements of DiscoveryInformation, <X>/DiscoveryInformation/<X>/AccessNetworkType and <X>/DiscoveryInformation/<X>/PLMN can be utilized for WLAN direct communication. A new interface for WLAN direct communication should be defined in the elements of AccessNetworkType.
6.5.2.2.1
WLAN Direct Connection Setup

As described in section 6.5.2.1 this procedure makes use of the discovery solution 1, and is only applicable to any  authorized ProSe-enabled UE. 
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Figure 6.5.2.2.1-1: Autonomous Direct Connection Establishment procedure 

1. The two UEs get configured from ANDSF using mechanisms described in TS 23.402 [23] about the policies and access network discovery information that apply to WLAN direct. For the configuration, DiscoveryInformation in the ANDSF is utilized. Among the elements of DiscoveryInformation, <X>/DiscoveryInformation/<X>/AccessNetworkType and <X>/DiscoveryInformation/<X>/PLMN can be utilized for WLAN direct communication. A new interface for WLAN direct communication should be defined in the elements of AccessNetworkType.
2. The two UEs perform direct discovery over E-UTRA e.g. as described in section 6.1.  As part of this process the UE can exchange information about the other UEs connection id on WLAN direct e.g. the MAC addresses.

3. If the security keys are provided by the network the two UEs exchange signalling with their respective MMEs. This follows similar procedures as those described in section 6.2.4 for key derivation for the "network authorized connection establishment". 

NOTE: More details about this step to be defined in SA3 TR.

4.
The two UEs execute WLAN direct procedures to connect using WLAN direct. These procedures are out of scope of 3GPP. 

2
Proposal

It is proposed to agree the solution described previously for inclusion in TR 23.703.
First change

6.5.2
Solution W2: ProSe assisted WLAN Direct Communication

6.5.2.1
Functional description

The different phases that occur before the WLAN direct communication between two UEs can commence over IP are the following:

1.
Configuration of WLAN direct parameters: Parameters for WLAN direct can be configured to the UE using ANDSF Policies special to WLAN direct can be defined for this purpose and provided to the UE from ANDSF using procedures similar to TS 23.402 [23].

2.
Discovery phase using E-UTRA direct discovery: the originating UE has discovered the identity of the UE (e.g. expression) that is interested to initiate communication to. The procedures of the Discovery phase for this solution alternative are similar to those described in section 6.1. As part of this process the UE can exchange information about the other UEs connection id on WLAN direct e.g. the MAC addresses.

3.
Direct connectivity phase on WLAN direct:  the originating UE and terminating UE are initiating the connectivity procedure for WLAN direct as it is currently defined in [22]. These procedures are out of scope of 3GPP.

Editor's Note: How communicating UEs share security configuration is FFS.

4.
Direct communication phase on WLAN direct: the originating UE is initiating direct communication (over IP) with the terminating UE. This involves any form of "over IP" signalling as/if required e.g. SIP to setup a VoIP session

The following alternatives apply for the security procedures as part of this solution alternative:

-
Security material for WLAN direct communication can be (pre- )provisioned in the UEs or

-
Security keys can be provided from the serving MME following similar procedures to those defined for network authorized procedures

6.5.2.2
Procedures

    Editor’s Note: Describes the high-level operation, procedures and information flows for the solution.

6.5.2.2.1
WLAN Direct Connection Setup

As described in section 6.5.2.1 this procedure makes use of the discovery solution 1, and is only applicable to any  authorized ProSe-enabled UE. 
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Figure 6.5.2.2.1-1: Autonomous Direct Connection Establishment procedure 

4. The two UEs get configured from ANDSF using mechanisms described in TS 23.402 [23] about the policies and access network discovery information that apply to WLAN direct. For the configuration, DiscoveryInformation in the ANDSF is utilized. Among the elements of DiscoveryInformation, <X>/DiscoveryInformation/<X>/AccessNetworkType and <X>/DiscoveryInformation/<X>/PLMN can be utilized for WLAN direct communication. A new interface for WLAN direct communication should be defined in the elements of AccessNetworkType.

5. The two UEs perform direct discovery over E-UTRA e.g. as described in section 6.1.  As part of this process the UE can exchange information about the other UEs connection id on WLAN direct e.g. the MAC addresses.

6. If the security keys are provided by the network the two UEs exchange signalling with their respective MMEs. This follows similar procedures as those described in section 6.2.4 for key derivation for the "network authorized connection establishment". 

NOTE: More details about this step to be defined in SA3 TR.

4.
The two UEs execute WLAN direct procedures to connect using WLAN direct. These procedures are out of scope of 3GPP. 

6.5.2.3
Configuration information from DPF for WLAN direct communication

No additional configuration information is needed except what is described already for direct discovery in section 6.1.1.2.1.1.
6.5.2.4
IP address allocation

IPv6 and IPv4 address can be used for the WLAN Direct link.

If IPv6 is used the UE auto-configures a link local IPv6 Address following procedures defined in RFC 4862 [12]. This address can be linked to a EPS bearer and use the /64 IPv6 prefix that is assigned to the associated EPS bearer and allocated via one of the mechanisms defined for IPv6 prefix allocation in TS 23.401 [11].

In addition to that the UE may use a /64 IPv6 prefix that is locally stored to form a globally unique address. 

Editor's Note: IPv4 address allocation procedures are FFS.

6.5.2.5
Mobility Aspects

Editor's Note: Mobility and service continuity aspects are FFS.

6.5.2.6
Operational aspects

6.5.2.6.1
Lawful Intercept

Editor's Note: Lawful intercept aspects are FFS.

6.5.2.6.2
 Accounting

Reporting of data by the UE that can be used by a server in the network that is defined for this purpose can be triggered at any time. The UE can be configured to periodically report data to this server for accounting purposes via a secure interface if needed. 

NOTE: 
The reporting can use over IP protocols or any form of small data interface that exists (e.g. SMS) or any other possible small data mechanism that could be defined in rel.12.

Editor’s Note: Whether such UE-provided info can be considered a trusted source of information to base accounting procedures on or whether other solutions need to be developed is subject to SA3/SA5 evaluation.

6.5.2.7
Impact on existing entities and interfaces

Editor's Note: Impacts on existing nodes or functionality will be added.

UE:

-
Support of discovery procedures as defined in section 6.1.1

-
Support for configuration information from ANDSF related to communication using WLAN direct

ANDSF:

-
Provide configuration information to the UEs for interworking with ProSe enabled WLAN direct

If procedures for network provided keys are used:

MME:

-
Security procedures, providing security keys to the UEs for the WLAN direct connection

End of changes
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